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ChaplemHow to Use This

This chapter describes how this manual is organized, and how to use this manual to get the
information you need.

Who Should Read This Manual

The Remote Software Facility Programmer's Guide and Reference manual is written for
programmers and system administrators. The reader should have experience using the IBM
iSeries and AS/400, and be familith the following:

o Savefiles

o Basicsystem operations

How This Manual is Organized
This manual is divided into three parts:
o Chapters 1 through 8 are directed to first time users of RSF.

o Chapters 9 through 13 give detailed descriptions ofligay screens and
commands used with RSF.

o Chapter 14 is for reference in the event that problems are encountered using RSF.

Where to Begin

If you are familiar with Remote Software Facility, or if you prefer to learn as you go, skip the
early chaptes, and use this manual and thelioe Help text as reference tools.

If you are new to RSF, the first chapters of this manual give you all the information you need to
get started. We recommend that you quickly read chapters 2 through 7, and thertmefer to
remaining chapters for reference.



Search Within This Manual

When viewing this manual online, you can search for words or phrases using the search box at
the top of the table of content@nce you have selected the desired page, use your browser's
sarch function (Ctrl + F) to search within the page.



Chap2erl ntroducti on

This chapter covers features of Remote Software Facility and considerations for users of RSF. If
you are already familiar with these topics, you may skighiapter SRemote Software Facility
Menus

In general, before you can send objects to another machine, you must create an RSF package to
define the objects you are sending.

Similarly, before you can retrieve objects from another machine, an RSF package must exist on
the remote machine which defines those objects to the RSF software.

See chapter ackagesfor moreinformation about RSF packages. 2emendix Bfor a

description of the RSFTOOLS library and more information about how you can send and
retrieve objects without having to create a newwR&ckage each time. SBemote File Copy

for more information about sending and retrieving data base file members that are not part of a
package.

If you will be using RSF wth LAN, TCP/IP, X.25, or leased SDLC connections, be sure to see
Appendix G Using RSF with Pr€onfigured Connections.

Features

Remote Software Facility is a communications utilay the IBM iSeries and AS/400. With RSF
you can instantly communicate with any other AS/400 that has RSF installed. Remote Software
Facility has many powerful features that allow you to:

o High Availability/Mirroring. You can replicate libraries, IFS diredes, user
profiles, system values and more.

o Communicate with other AS/400s without prior configuration or setup.
o Send objects to, and retrieve objects from other machines.

o Copy database file members to and from other machines.

o Send spooled fs to, and retrieve spooled files from other machines.

o Passthrough to other machines on the spur of the moment.
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Transmit objects between AS/400s graphically. Using an attached PC running
RSF Express, send and retrieve objects by dragging from owlewito another.

Build your own tools with a feature that allows you to call programs on remote
machines, passing input/output parameters.

Send messages to users on remote machines.

Monitor output queues, and automatically forward spooled filesher
machines.

Centrally monitor and respond to system messages on any number of "satellite
AS/400s.

Synchronize dependent tasks running on multiple machines, conditioning the
execution of some tasks on the successful completion of others.

Broadcast objects to many remote machines.

Poll many remote machines and retrieve objects from each one.

Schedule transmissions for a future date or time.

Link data queues on your machine to data queues on remote machines,
automatically forwarding datqueue messages to the remote queue as they show
up on the local queue.

Dial into your iSeries from remote PCs using RSF's PPP support.

No need to purchase any hardware. RSF can use the Electronic Customer Support
(ECS) communications line and modem

Nothing to configure. All controller, device and line descriptions are created
dynamically by RSF.

Both dialup and leased line connections supported. SDLC, Token Ring, Ethernet,
X.25 and TCP/IP connections supported. You can even transmit emtchjgse
and other objects over the Internet.

Automatic callback feature allows you to reverse the phone charges when
contacting a remote machine in a eial setting.

Send or retrieve any AS/400 object that can be saved in a save file.

Associate over letters with RSF data transmissions.



Convenient list, menu, and CL command interfaces to all RSF functions.

Complete control over which remote machines may retrieve data from, send data
to, call programs on, or patisrough to your machine.

User exits built into the RSF software allow you to customize RSF to fit your
needs.

Retrieve catalogs of available RSF packages from participating Remote Software
Facility servers.

Retrieve software fixes from leading vendors.
Complete logging odll RSF requests received by your machine.

Online help text is accessible throughout RSF by pressing F1.

Considerations

Consider the following when using RSF:

(o]

When using RSF in a dialp setting, the physical communications resource you
use to dibout with RSF (as a requester) cannot be used by any other system job
concurrently. For example, this same line cannot be used to receive PTFs with
Electronic Customer Support while the RSF transaction is being processed. When
the RSF transaction has coleted, the resource is available for general use.

When using RSF in a dialp setting, the physical communications resources you
use to receive incoming RSF requests (as a server) cannot be used by any other
system job concurrently. For example, them®a resource names cannot be used

to receive PTFs with Electronic Customer Support for the entire time that the RSF
server function is enabled.

However, these lines and resources can be used to initiate outgoing RSF requests.

In order to answer the phof@ incoming requests, the server function must be
started. The server function is ended explicitly by the user when you no longer
want RSF to answer incoming calls on the line. When the RSF server function is
ended, the resources are available for génsea

In order to start the RSF server function, you must have created user profile
RSFSRV. If you follow the recommended installation procedure, the profile is



created for you. Se€reating User Profile RSFSRgr more information about
creating this user profile.

o The time required to transmit data between machines depends on the amount of
data being transmitted, the speed of the connection or modems being @sed, th
processor speed, etc. The following table offers some guidelines.

Approximate  Approximate

Size of Transmit  Transmit Time
Type of Data  Transmission Time At 28800 BPS Reference
At 9600 BPS
Cover letter 10 pages 0.6 minutes 0.2 minutes 660 lines
Savefile 2000 records 16.2 minutes 5.4 minutes 40-60 programs

Remote file copy 1000 records 16.0 minutes 5.3 minutes 939 bytes per record
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Chap3ern nstall ati on

This chapter describes how to install Remote Software Facility, how to enttiedRSF library
in a job's library list, and how to tailor Remote Software Facility for your installation.

After following the instructions in this chapter, S&leapter 4: Makig Connectionso configure
RSF connections to other machines.

If your machine will be servicing incoming requests from remote machines, be sure to see
Performance Consgdationsfor tips on fine tuning RSF performance.

Downloading and Installing RSF from the Web

Note: If you haveRSF 10.0or later installed, you can upgrade directly from your AS400 by
running the following command :

RTVRSFUPD CURRLS(*INSTALL) NEWR LS(*INSTALL) SERVER(BUGBUSTERS)
STRSYNC(*YES)

See the online help text for the RTVRSFUPD command and adjust the parameters as you see fit
before pressingnter.

To install RSF for the first time, or to upgrade to a new version of RSF:

1. If you have an exsting version of RSF installed, use the following command to end the
RSF server on your iSeries:

RSF/ENDRSFSRV

2. If you are using the High Availability version of RSF, use the following command to end
replication on your machine:

ENDSYNCRSF JOB(*AL) RMTJRNJOB(*ALL)
3. Use the following command to ensure that no job has library RSF in it's library list:

WRKOBJLCK OBJ(RSF) OBJTYPE(*LIB)
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Any jobs (including the current job) that have RSF in the library list should be ended
before going on to theext step.

Note: The install may be able to proceed, even if other jobs have RSF in their library
list. However, it will take longer.

4. Point your browser tavww.bugbusérs.net/download.htm#installaid

5. Download and install thimstallAid tool (InstallAid.exg that you will see near the top of
the page.This tool is installed onto your PC and makes theakste installation easier.
(This only needs to be done once, so if you have installed InstallAid before you can skip
this step.)

Note: InstallAid uses FTP to connect to your iSeri€d.P must be enabled on your
AS/400.

6. Scroll down to the RSF sectiarf the web pageDownloadRSF11 0.zigo your
PC. Double click to open it.

7. Double click on the Rsfxxxx.sav file in the zip foldérhe Install Aid window will be
shown.

8. Specify your iSerie$CP/IP host name or IP address for "Host NangecifyCustom
for "Install Options". SpecifyQSECOFR for "User", along with the correct
password.Click Run to begin the install.

9. Repeat step 8 above for each additional AS/400 to which RSF is tethkeith and then
close the InstallAid window.

10.Double click on RsfToolsxxx.sav in the zip foldérhe Install Aid window will be
shown.

11.Install RSF Tools by repeating step 8 above for each machine to which RSF was installed
and then close the Instalidhwindow.

12.1f you were provided a new authorization code, apply the new authorization code now.

After completing the installation procedure outlined above, sKifetdying Installation
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Automatic Installation From CD

This procedure will:
o Automatically load and configure the RSF software for your machine.

o Load the latest version of the RSFTOOLS library. Sppendix Bfor more
information about RSFTOOLS.

To install RSF from the distribution media:
1. Sign on aSECOFR.
2. Load the distribution media on the appropriate device.

3. Key the following command at any command line, replacing xxxx wittatteal
name of the tape or optical device you are using:

LODRUN DEV (xxxx)

After completing the automatic installation procedure outlined above, skigritying
Installdion.

Manual Installation From CD

You should use thAutomatic Installation Procedurkat all possible, especially if you are
installing to a machine that containpravious release of RSF.

Use manual installation if you wish to copy the RSF libraries from one machine to another and
you do not have the original distribution media. Libraries RSF and RSFTOOLS must have been
saved to the media using the SAVLIB command.

1. Sign on axRSECOFR.

2. If you have a previous version of RSF installed:

A. Use theENDRSFSRVcommand to end the server function.

B. Rename libraries RSF and RSFTOOLS.
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3. Mount the media on the appropriate device.

4. Restore the RSF library using theléoting command:
RSTLIB SAVLIB(RSF) DEV(devicename) VOL(*MOUNTED)

5. Restore the RSFTOOLS library using the following command:
RSTLIB SAVLIB(RSFTOOLS) DEV(devicename) VOL(*MOUNTED)

6. Run the following command to complete the RSF setup:
RSFINZRSF

7. If you had a previous version of RSF installed, useQR¥ RSFDTA command
to copy your data from the old RSF library to the new library.

Adding Entries to the System Reply List

Note: If you followed either of the above installation procedures, gtep has already been done
for you. Skip toVerifying Installation

When you receive no answer or a busy signal while dialing out from your machine, the system
sends a inquiry message such @PA5712to the system operator's message queue. The text for
this message is "Time limit reached while trying to call controller". These messages must be
answered with a "C" for cancel or an "R" for retry. When there is no enthgisystem reply list

for these messages, your job will wait upon receiving no answer or a busy signal until the
message on the operators message queue is explicitly answered. By adding entries to the system
reply list for this and similar messages, y@un cause the message to be answered automatically.

Several entries are added to your system reply list during the install process. If you delete or
change any of these entries, RSF will not automatically add them dagarcomparison data

for each entrys set to "RSF" so that the messages only effect RSF s following table
shows the reply list entries that RSF adds:

Message id Reply | Description

CPA2610 G Device cannot be varied off at this time.
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CPA5712 C Time limit reached while trying to dal
controller.

CPA5714 C System cannot call controller &24. No
lines available.

CPA58DB C Call to controller &24 on line &23 failed.
No answer tone.

CPA58D6 C Time-out occurred.

CPA58D7 C Modem aborted call.

CPA58D8 C Dial tone error.

CPA58D9 C Remotebusy.

CPA58DC C Call to controller &24 on line &23 failed.
No answer.

CPA5902 C Controller &24 not contacted. Call out
request failed.

CPA596D C Line &23 failed. Probable modem

problem.

You can cause RSF to add relevant entries to your systenlist@lgain at any time by
executing the following command:

CALL RSCLO38

Creating User Profile RSFSRV

Note: If you followed the automatic installation procedure, this step has already
been done for you. Skip erifying Installation

If you plan to use the server function of RSF (i.e. to answer incoming calls, allowing other
AS/400s to access your machine) you must create a user profile for the server function to run
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under. If you do not plan to have your machine answer incoming calls from remote RSF
requesters, you may skip this step.

RSF will attempt to create user profile RSFSRV automatically, the first time you start the server
function on your machine using t8 8 RRSFSRVcommand (option 21 on the RSF menu).
*SECADM special authority is required to create a user profile. Therefore, the security officer or
another user with *SECADM authority should enter the STRRSFSRYV command the first time, in
order to have RSF creatiser profile RSFSRV automatically. Once the profile is created, no
special authority is required to execute the STRRSFSRV command. If you prefer to create user
profile RSFSRYV yourself, follow the instructions below. Otherwise, you may skip this section.

To create the user profile, enter the following command at any command line:

CRTUSRPRF USRPRF(RSFSRV) PASSWORD(RSFSRV) PWDEXP(*NO) +
CURLIB(RSF) INLPGM(*NONE) INLMNU(*SIGNOFF) LMTCPB(*YES) +
PWDEXPITV(*NOMAX) JOBD(RSF/RSF) +
SPCAUT(*IOSYSCFG *JOBCTL *S AVSYS *SPLCTL)

Each command parameter must be specified exactly as shown for the RSF software to function
correctly.

Specifying*NONE for INLPGM, and*SIGNOFF for INLMNU insures that no one can sign on
with this user profile from any workstation. The pl@fis only used in RSF communications
sessions.

You may specify a different password for the RSFSRYV profile if either of the following apply:

T You will be using RSF in a TCP/IP environmeih. this case, the password is not used
but the profile must stilbe *ENABLED.

T Inan SDLC environment, the passwisdised by remote machines to connehy
remote machine must have RSF 6.2 or later installed and you must tell the new password
to an administrator at the remote site so that they can change theseRiS§s
appropriately. (From RSF menu optibn"Work With Connections to Servers", they
must key & to change the entry that refers to your machine, press F10 to see all
parameters and then enter the password in the Remote Signon par&eei®orking
With Serverdor more information.)

Verifying Installation

To verify installation, run the following command from any command line:
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GO RSF/RSF

If the RSF menu is disgyed showing "RSF 10.0" in the upgeft, installation is complete.

Setting Your Library List

Library RSF must be in the library list of jobs using Remote Software Facility, or RSF
commands must be qualified with the library RSF. Depending on gstallation and intended
use, do one of the following:

o Add library RSF to the initial library list parameter of job descriptions controlling
jobs that will use Remote Software Facility.

o Runthe commandDDLIBLE RSFin individual jobs requiring Remote §ware
Facility.

o Use the command;O RSF/RSFto access the Remote Software Facility menu.
Library RSF will be temporarily added to the product portion of the job's library
list.

Determine the best method for your installation and perform the changa®de

Note: Changing your system values to include library RSF in either the system
library list (QSYSLIBL) or the user library list (QUSRLIBL) et recommend,

as this will make it much more difficult to upgrade to a new release of the
product.

Seting Product Defaults (Optional)

You can change many of the parameters that govern the functioning of the Remote Software
Facility product. In most cases, the defaults shipped with the product will be adequate for your
installation. If you wish to accepli ®f the default run parameters for RSF, you may skip this
section. Refer to this section whenever you want to change the RSF defaults.

The Change RSF Defaults (CHGRSFDFT) command allows you to tailor RSF default values to
reflect the preferences of yomstallation. To access the command prompt, enter the following
at any command line:



CHGRSFDFT

Press F4.

When you press F4, the CHGRSFDFT command prompt appears with the current values filled

n.

Change RSF Defaults (CHGRSFDFT)

Type choices, press Enter.

Max times access allowed . . ..
Pre - processing program . . . ..

Library ... .. ...
Catalog pre - processing program
Library ... ... ...
Post - processing program
Library ... ... ...
Normal message queue . . .. ..
Library ... ... ...
Error message queue  ......
Library ... ... ...
Requester message queue
Library ... ... ...

Max splf pages to rceive . . ..
Max save file rcds to receive
SDLC requester info:
Line description . . ... ..
Resource name
Interface type . . . ... ..
Linespeed..........
1200...
Modem type . ... ...
Auto dial ... ...
Duplex ............
Call - back phone number . . ..
Switched connection group
+ for more values
Requester vary on wait (sec.)
Redial delay (0.5 sec.)
Dialretry . . .........
SDLC server info:
Line description.......
Resource name
Interface type . . . ... ..
Linespeed ..........
1200...
Modem type .. ........
Autodial ..., ...

+ for more values
Server vary on wait (sec.) . . .

*NOMAX

*NONE
*NONE
*NONE

QSYSOPR

*LIBL

QSYSOPR

*LIBL

QSYSOPR

*LIBL
200

10000

" RSFRQS

CMNO6

*RS232V24

19200

*V54
*YES
*HALF

'1 206 633 0512’

1- 9999997, *NOMAX, *SAME
Name, *SAME, *NONE
Name, *LIBL, *CURLIB
Name, *SAME, *NONE
Name, *LIBL, *CURLIB
Name, *SAME, *NONE
Name, *LIBL, *CURLIB
Name, *SAME, *NONE
Name, *LIBL, *CURLIB
Name, *SAME, *NONE
Name, *LIBL, *CURLIB
Name, *SAME, *NONE
Nare, *LIBL, *CURLIB
1- 9999997, *NOMAX, *SAME
1- 9999997, *NOMAX, *SAME

Name, *SAME

Name

*RS232V24, *V35, *X21...
Character value, 600,

*NORMAL, *V54, *IBMWRAP...
*YES, *NO
*HALF, *FULL

*NONE

. 15

10
o

" RSFSRV

CMNO6

*RS232V24

19200

*V54
*YES
*HALF

30

Name, *NONE

15- 180, *SAME, *NOWAIT
0- 254, *SAME
0- 254, *SAME

Name, *SAME

Name

*RS232V24, *V35, *X21...
Character value, 600,

*NORMAL, *V54, *IBMWRAP.
*YES, *NO
*HALF, *FULL

15- 180, *SAME, *NOWAIT
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Delay drop ping inactive line . .

PPP requester info:
Line description
Resource name
Interface type
Modem type
Call - back phone number . ...
Switched connection group

+ for more values

PPP dial attempts

PPP redial delay (sec.)

PPP server info:
Line description
Resource name
Interface type
Modem type

+ for more values

1

1800 0- 65535, *NOMAX, *SAME
_RSFRQP Name, *NONE, *SAME

CMNO5 Name

*INTMODEM *RS232V24, *V35, *X21...

'2793 Internal Modem '

'12066330512"

*NONE Name, *NONE

1- 10, *SAME

15 1- 60, *SAME

RSFSRP Name, *NONE, *SAME

CMNO5 Name

*INTMODEM *RS232V24, *V35, *X2

1...
'2793 Internal Modem '

PPP server IP address . .... '10.24.23.22'
PPP server validation list . . . *NONE Name, *NONE, *SAME
Encryption key data area . . . . *NONE Name, *NONE, *SAME
Library ... .. ... Name, *LIBL
SSL Status . .......... *ENABLED *ENABLED, *DISABLED, *SAME
Require client authentication *NO *YES, *NO, *SAME
TCP/IP send buffer size 8388608 16384 - 8388608, *SAME
TCP/IP receive buffer size . . . 8388608 16384 - 8388608, *SAME
TCP/IP record block size . . .. 1000 1- 5000, *SAME
TCP/IP keep - alive interval . . . 10 Number, *SAME, *DFT
Log local commands . . ... .. *NO *YES, *NO, *SAME
Log switched connections . . .. *NO *YES, *NO, *SAME
Server ID for this machine . . . HOMEBASE Name, *NONE, *SAME
Sync start program . .. .. .. SYNCTOPRD Name, *SAME, *NONE
Library ... .. ... RSFUSER Name, *LIBL, *CURLIB
Sync job display program . . .. WRKSYNCJOB Name, *SAME
Library ... .. ... RSFUSER Name, *LIBL, *CURLIB
Role swap to backup program SWAPTOBKP Name, *SAME, *NONE
Library ... .. ... RSFUSER Name, *LIBL, *CURLIB
Role swap to produc tion pgm SWAPTOPRD Name, *SAME, *NONE
Library ... .. ... RSFUSER Name, *LIBL, *CURLIB
Current replication role . . . . *PROD *SAME, *PROD, *BACKUP...
Outgoing mail server .. .. .. 'smtpauth.earthlink.net'
Outgoing mail port . ... ... *SMTP Numbe, *SAME, *SMTP...
Outgoing mail user ID ... .. 'MyMailUserID'

Outgoing mail password
Outgoing mail from address . . .
Outgoing mail encryption . . . .
Alert email address
+ for more values
Alert text message:
Phone number
Carrier

+ for more values
Software expiration date . . . . *PERM
Software release leve |
Optional features ~ .......

'me@MyCompany.com’
*NO *SAME, *NO, *YES
'support@bugbusters.net '

'206 -817-0946
*VERIZON

*SPRINT, *VERIZON...

*SAME
*SAME
*SAME
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F3=EXxit F4=Prompt F5=Refresh F10=Additional parameters F12=Cancel
F13=How to use this d isplay F24=More keys

Enter default values to reflect the preferences of your installation andgpress Key F12 to
cancel the CHGRSFDFT command.

Note: You can use the Retrieve RSF Defaults (RTVRSFDFT) command in a CL program to
retrieve the deifdt values you set.

The parameters for the CHGRSFDFT command are described below. Click on a parameter in the
figure to jump directly to its description.

Max times access allowed

The maximum number of times each remote AS/400 can access a given RSF
packageon your machine. This value may be overridden for individual packages.
If a requester attempts to access a package more than the number of times
allowed, an error message is sent and the request ends abnormally.

The possible values are:

*NOMAX: There is o systerrwide limit to the number of times
RSF packages can be accessed by each requester.

1-9999997:The system default for the number of times RSF
packages can be accessed by each requester.

Pre-processing program

The qualified name of a user prograncédl before granting access to an RSF
package. This value can be overridden for individual packages. If specified, this
program is called upon receiving a request to download data for an RSF package,
before an acknowledgment is sent to the requester. Degeapon how the

program returns, access to the package is either granted or deniBde See
Processing Progranfier more information.

The possible values are:
*NONE: No preprocessing program is called.

program name: The name of a system default ymecessing
program to call

The possible library values are:
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*LIBL : The job library list is used to locate the program.
*CURLIB: The current library is used to locate the program.

library name: The name of an existing library which contains the
specified program.

Catalog pre-processing program

The qualified name of a user program to call to determine whether information
about RSF packages should be sent to the requester for a AA¥F Aequest.

This value can be overridden for individual packages. If specified, this program is
called for each RSF package on your machine upon receiving a request for a
catalog. Depending upon how the program returns, catalog information about the
packaye is either sent to the requester or not. Gaelog Preprocessing

Programdor more information.

The possible values are:
*NONE: No catalog prgorocessing program is cedl.

program name: The name of a system default catalog pre
processing program to call.

The possible library values are:
*LIBL: The job library list is used to locate the program.
*CURLIB: The current library is used to locate the program.

library name: Thename of an existing library which contains the
specified program.

Postprocessing program

The qualified name of a user program to call to process RSF packages sent to
your machine by remote requesters with the SNDRSFPKG command. This value
can be overriden for individual requesters. If specified, this program is called

after all of the data associated with the RSF package has been received and only if
the data is received successfully. This program can be used to restore objects to
your machine from thease file sent for the RSF package. &estProcessing
Programdor more information.

The possible values are:

*NONE: No program is called when RSF data is received.
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program name: The name of a system default program to call
when an RSF package arrives on your machine, sent by remote
requesters with the SNDRSFPKG command.

The possible library values are:
*LIBL: The job library list is used to locate the program.

*CURLIB: Thecurrent library is used to locate the program.

library name: The name of an existing library which contains the
specified program.

Normal message queue
The gualified name of a message queue to receive normal transaction messages.
This value can be overridd for individual RSF packages. If specified,
information and completion messages generated during a successful RSF request
are sent to the message queue.

The possible values are:

*NONE: Information and completion messages generated from
successful transtons are not sent.

Name: The name of a system default message queue to which
information and completion messages generated from successful
transactions are sent.

The possible library values are:

*LIBL: The job library list is used to locate the messagriqu

*CURLIB: The current library is used to locate the message
queue.

library name: The name of an existing library that contains the
specified message queue.

Error message queue

The qualified name of a message queue to receive abnormal transactioresiessag
This value can be overridden for individual RSF packages. If specified, error
messages generated during an unsuccessful RSF request are sent to the message
queue.



The possible values are:

*NONE: Error messages generated from unsuccessful transactions
are not sent. Error message ids will still appear in the RSF log.

Name: The name of a system default message queue to which
error messages generated from unsuccessful transactions are sent.

The possible library values are:
*LIBL: The job library list is usito locate the message queue.

*CURLIB: The current library is used to locate the message
queue.

library name: The name of an existing library that contains the
specified message queue.

Requester message queue
The qualified name of a message queue toveaa hoc requester messages.
This value can be overridden for individual RSF packages. If specified, ad hoc
messages sent by requesters using the MSG parameter of one of the RSF
commands that initiate a transaction are sent to the message queue.
The posdile values are:
*NONE: Ad hoc requester messages are not sent. The messages
are still logged in the RSF log and can be viewed with the
WRKRSFLOG command.

Name: The name of a system default message queue to which ad
hoc requester messages are sent.

The postble library values are:
*LIBL: The job library list is used to locate the message queue.

*CURLIB: The current library is used to locate the message
queue.

library name: The name of an existing library that contains the
specified message queue.

Max spooledfile pages to receive



The maximum number of spooled file pages or cover letter records that requesters
can send to your machine. This value may be overridden for individual requesters.
If a requester attempts to send more spooled file pages than allowedor

message is sent and the request ends abnormally.

The possible values are:

*NOMAX: There is no systetwide limit to the number of
spooled file pages or cover letter records that requesters can send
to your machine.

1-9999997:The system default fahe maximum number of
spooled file pages and cover letter records a requester can send to
your machine, per request.

Max save file records to receive

The maximum number of save file records that requesters can send to your
machine. This value may be owvdden for individual requesters. If a requester
attempts to send more save file records than allowed, an error message is sent and
the request ends abnormally.

The possible values are:

*NOMAX: There is no systeswide limit to the number of save
file recorcs requesters can send to your machine.

1-9999997:The system default for the maximum number of save
file records a requester can send to your machine, per request.

Communications security id

A hex value used to verify the identity of your machine to atisers of Remote
Software Facility. Only machines that have the same value specified for
Communications security id can exchange data using RSF. If a requester attempts
to access a server, and their respective settings for Communications security id do
not match, the request will end in error.

The possible values are:
*SAME: The current value is not changed.
*STD: This is the recommended value. Your machine is set to the

standard communications security id value. This allows your
machine to communicate withe greatest number of other



machines. You must specify *STD for this parameter to
communicate with Bug Busters' AS/400.

*REL1: This is the setting used by machines that have release 1 of
Remote Software Facility installed. Specify *RELL1 if you wish to
useRSF to communicate with a machine which still has RSF
release 1 installed.

SDLC Requester info

Enter configuration information for up to eight SDLC requester liftesch line

must have a unique name and must be associated with a unique resource name.
Key a plus+ in the space labeled "+ for more values" and press Enter to specify
additional requester configuration information. Key a less thansigrthis

space and pregnter to delete configuration information for a line.

You can enter configuratiomf more than eight lines by directly editing file
RSLFO12A in library RSF with a file editor such as DFU.

When attempting to contact a remote server machine, RSF will select the first
available line in the list of requester lines you specify.

Line description

The name to use when creating a line description for one of the RSF commands
that initiates a transaction. RSF creates the line description before sending the
request to the server, and deletes the line description at the completion of the
transactionlf you specify the name of a pexisting line description, it will be
deleted by RSF.

The possible values are:
RSFRQS: The default name for the requester line description.

Name: The name of a line description to be created at the start of
each RSF transéon.

Resource name

The name of the physical hardware resource to which the line is attached. For
Electronic Customer Support (ECS) this is usually CMNOL1. Use the
WRKHDWRSC and WRKHDWPRD commands to determine the resource names
on your machine.

The possike values are:

CMNO1: The default resource name.



Name: The name of a physical hardware resource on your
machine.

Interface type
The type of physical interface on the input/output adapter of your machine.
The possible values are:

*RS232V24:RS232 physicalnterface, the default used by most
machines.

V35: V.35 physical interface.
X21: X.21 physical interface.
X21BISV24: X.21 bis/V.24 physical interface.
X21BISV35: X.21 bis/V.35 physical interface.
*INTMODEM: An internal modem is used.
Line speed
The line sped of your modem.
The possible values are:

2400: Specify 2400 if you have an IBM 5853 modem, or
equivalent.

9600: Specify 9600 if you have an IBM 7855 modem, or
equivalent. The 7855 will select the optimal communications speed

for each connection, dependion the capability of the server
modem.

other values: Specify the speed of your modem.
Modem type

The type of modem you will be using to send RSF requests. Check the manual
that came with your modem for more information.

The possible values are:

*\VV54: Usethis value with IBM 5853 and 7855 modems. Certain
modem diagnostics tests are run.



*NORMAL: No attempt is made to run diagnostic tests on your
modem.

*IBMWRAP: For IBM modems with wrap test capabilities.

*IBMLPDA1: For IBM modems Link Problem Determinatio
Aid 1 capabilities.

*IBMLPDA2: For IBM modems Link Problem Determination
Aid 2 capabilities.

Auto dial
Indicate whether the modem is capable of V25BIS auto dialing.
The possible values are:

*YES: RSF will pass the phone number directly to the modem and
the modem will automatically dial when connecting to remote
machines.

*NO: Phone numbers will not automatically be dialed by RSF
when using this line for a switched connection. When you initiate a
switched connection that uses this line, a message wilhappe
message queue QSYSOPR indicating that you should manually
dial the phone number to contact the other machine.

Duplex

Indicate whether to communicate using half or full duplex

Not all modems are capable of full duplex communications. Do not speltify fu
duplex unless you are sure that both the requester and server modems are set to
full duplex.

The possible values are:

*HALF: Half duplex is used. This is the value you should use
when communicating with Bug Busters via RSF.

*FULL: Full duplex is used. &h requester and server modems
must be setup to handle full duplex.

Call-back phone number



The phone number associated with this line. This number is sent to the remote
server when callback is requested and *RSFDFT is specified forli@ell phone
numbeft on one of the RSF commands that initiates a request.

The possible values are:

*NONE: No default callback phone number is associated with this
line.

phone number: Enter up to 32 characters for the phone number.
The number should include all digits necegda dial your modem
from a remote server, including a leading 1 plus area code where
necessary.

Switched connection group
The group name associated with the requester line. You can divide requester lines
into groups to insure that requests to certairoterfocations use a particular

group of linesClick herefor more information about tying line groups to a server
location.

The possible values are:
*NONE: No group namés associated with the line.

Name: The group name for the line.

Requester vary on wait

Redial delay

The number of seconds RSF waits for the requester line to be varied on when
sending a request to a server. If the line cannot be varied on in the time specified,
the transaction ends in error.

The possible values are:

15: Wait 15 seconds for the requester line to be varied on before
signaling an error.

16-180: Number of seconds to wait for the requester line to be
varied on before signaling an error.

*NOWAIT: Do not waitfor the line to be varied on. The line is
varied on asynchronously.
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Dial retry

The amount of time (in haeconds) to wait before trying to redial a number due
to a busy or failed connection when sending a request to a server.

The possible values are:
10: Recommended default.

0-254: Other possible values for redial delay.

The number of times to retry dialing a number due to a busy or failed connection
when sending a request to a server.

The possible values are:
0: Default.

1-254: Other possild values for dial retry.

SDLC Server info

Enter configuration information for up to eight server lines. This information is
used for inbound SDLC connections only. Each line must have a unique name and
must be associated with a unique resource name. Kieaxg +) in the space

labeled "+ for more values" and press Enter to specify additional server
configuration information. Key a less than sign (<) in this space and press Enter to
delete configuration information for a line.

You can enter configuration fonore than eight lines by directly editing file
RSLFO13A in library RSF with a file editor such as DFU.

Line description

The name to use when creating a line description for the STRRSFSRV
command.RSF creates the line description when you start the RSErse
function, and deletes the line description when you end the server function
(ENDRSFSRV). If you specify the name of aqapdsting line description, it will
be deleted by RSF.

The possible values are:
RSFSRV: The default name for the server line dgseon.

Name: The name of a line description to be created at the start of
the server function (STRRSFSRYV).



Resource name

The name of the physical hardware resource to which the line is attached. For
Electronic Customer Support (ECS) this is usually CMNU&e the

WRKHDWRSC and WRKHDWPRD commands to determine the resource names
on your machine.

The possible values are:

CMNO1: The default resource name.

Name: The name of a physical hardware resource on your
machine.

Interface type
The type of physical inteste on the input/output adapter of your machine.
The possible values are:

*RS232V24:RS232 physical interface, the default used by most
machines.

V35: V.35 physical interface.
X21: X.21 physical interface.
X21BISV24: X.21 bis/V.24 physical interface.
X21BISV35: X.21 bis/V.35 physical interface.
*INTMODEM: An internal modem is used.
Line speed
The line speed of your modem.
The possible values are:

2400: Specify 2400 if you have an IBM 5853 modem, or
equivalent.

9600: Specify 9600 if you have an IBM 7855 maaleor

equivalent. The 7855 will select the optimal communications speed
for each connection, depending on the capability of the requester
modem.



Modem type

other values: Specify the speed of your modem.

The type of modem you will be using to receive RS#eos from requesters.
Check the manual that came with your modem for more information.

The possible values are:

Auto dial

*V54: Use this value with IBM 5853 and 7855 modems. Certain
modem diagnostics tests are run.

*NORMAL: No attempt is made to run diagnostic testsyour
modem.

*IBMWRAP: For IBM modems with wrap test capabilities.

*IBMLPDAL1: For IBM modems Link Problem Determination
Aid 1 capabilities.

*IBMLPDA2: For IBM modems Link Problem Determination
Aid 2 capabilities.

Indicate whether the modemdapable of V25BIS auto dialing. For server lines,
this parameter is only used when your machine is acting as the server, and your
machine is requested to call another machine back.

The possible values are:

Duplex

*YES: RSF will pass the phone number directlylie modem and
the modem will automatically dial when calling back a remote
machine.

*NO: The callback number will not automatically be dialed by
RSF when using this line for callback. When a callback request is
initiated using this line, a message will appen message queue
QSYSOPR indicating that you should manually dial the phone
number to call the other machine back.

Indicate whether to communicate using half or full duplex



Not all modems are capable of full duplex communications. Do not sgaltify
duplex unless you are sure that both the requester and server modems are set to
full duplex.

The possible values are:
*HALF: Half duplex is used.

*FULL: Full duplex is used. Both requester and server modems
must be setup to handle full duplex.

Servervary on wait

The number of seconds RSF waits for server lines to be varied on when starting
the server function (STRRSFSRYV). If the line cannot be varied on in the time
specified, an error is signaled.

The possible values are:

30: Wait 30 seconds for thesrer line to be varied on before
signaling an error.

16-180: Number of seconds to wait for the server line to be varied
on before signaling an error.

*NOWAIT: Do not wait for the line to be varied on. The line is
varied on asynchronously.

Delay dropping inactive line

The number of seconds RSF should wait before hanging up an inactive server
line. The timer starts each time RSF answers an incoming call from a remote
requester machine. When the timer expires, RSF waits for any active transactions
on the linegto complete, and then disconnects the line and prepares to answer the
next incoming call.

The possible values are:

*NOMAX: The server will not hang up the line. The connection
remains active until the requester hangs up. The requester typically
disconnea after each transaction. To keep a connection active
after the completion of a transaction, HANGUP(*NO) must
specified for the requester in the requester directory on the server
machine, and HANGUP(*NO) must be specified by the requester
on the RSF commalthat initiates the request. S&eding

Requester Directory Entriésr more information about requester
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directory entries. Seghapter 6, Requester Operatidosmore
information about commands that initiate a request.

0-65535:The number of seconds to wait before disconnecting an
inactive server line.

PPP Requester info

PPP is the protocol used foalup TCP/IP connectiong=nter configuration
information for up to eight PPP requester linEsich line must have a unique
name and must be associated with a unique resource name. Keyanpine
space labeled "+ for more values" and press Entgpeoify additional server
configuration information. Key a less than sigim this space and preEsiter to
delete configuration information for a line.

You can enter configuration for more than eight lines by directly editing file
RSLFO18A in library RSkvith a file editor such as DFU.

When attempting to contact a remote server machine, RSF will select the first
available line in the list of requester lines you specify.

Line description

Enter the name to use when creating a line description for one BSk

requester commands. RSF creates the line description before sending the request
to the server, and deletes the line description at the completion of the
transaction.If you specify the name of a pexisting line description, it will be

deleted by BF.

The possible values are:
RSFRQP: The default name for the requester line description.

Name: Enter the name of a line description to be created at the
start of each RSF transaction.

Resource name

The name of the physical hardware resource to whiclinthés attached. For
Electronic Customer Support (ECS) this is usually CMNO1. Use the
WRKHDWRSC and WRKHDWPRD commands to determine the resource names
on your machine.

The possible values are:

CMNO1: The default resource name.
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Name: The name of a physichkardware resource on your
machine.

Interface type

Specify the type of physical interface on the Input/Output adapter of your
machine. The interface must be valid for the resource name specified above.

The possible values are:
*INTMODEM: An internal modenis used.
*RS232V24:RS232 physical interface.
V35: V.35 physical interface.
X21: X.21 physical interface.
X21BISV24: X.21 bis/V.24 physical interface.
X21BISV35: X.21 bis/V.35 physical interface.

RS449V36:An RS449 physical interface is used.
Modem type
Specify the type of modem that the line is attached to.
Note: The value specified here must exactly match a value listed in Work
With Modem Information display. (Option 22 from the CFGTCP menu,
and then select option 11.) Cassignificant.
The possiblevalues are:
2771 Internal Modem: The 2771 Internal Modem is used.
Modem-Type: Enter a valid modem type.
Call-back phone number
The phone number associated with this line. This number is sent to the remote
server when callback is requested and *RSFDFTasifipd for "Caltback phone

number" on one of the RSF commands that initiates a request.

The possible values are:



*NONE: No default callback phone number is associated with this
line.

phone number: Enter up to 32 characters for the phone number.
The numbeshould include all digits necessary to dial your modem
from a remote server, including a leading 1 plus area code where
necessary.
Switched connection group
The group name associated with the requester line. You can divide requester lines
into groups tansure that requests to certain remote locations use a particular
group of linesClick herefor more information about tying line groups to a server
location.
The possil# values are:
*NONE: No group name is associated with the line.
Name: The group name for the line.

PPP Dial Attempts

Enter the number of times to try dialing a number to establish a
connection.

The possible values are:

1-10: Specify a number greater thanf you want to try dialing
again when the remote modem is busy or does not answer.

PPP Redial Delay

Enter the amount of time (in seconds) to wait before trying to redial a number due
to a busy signal or no answer.

This parameter is ignored unless a va@usater than 1 is specified for PPP Dial
Attempts.

The possible values are:
15: Wait 15 seconds before trying a busy number again.

1-60: Enter the the number of seconds to wait before trying a busy
number again.
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PPP Server info

PPP is the protocol uséar dial-up TCP/IP connectionsEnter configuration
information for up to eight PPP server lindsach line must have a uniqgue name
and must be associated with a unique resource name. Key-aipltle space
labeled "+ for more values" and press Emtespecify additional server
configuration information. Key a less than sigm this space and preEsiter to
delete configuration information for a line.

You can enter configuration for more than eight lines by directly editing file
RSLFO17A in libraryRSF with a file editor such as DFU.

Line description

Enter the name to use when creating a line description for the STRRSFSRV
command. RSF creates the line description when you start the RSF server
function, and deletes the line description when you eadever function
(ENDRSFSRV).

The possible values are:
RSFSRP:The default name for the server line description.

Name: Enter the name of a line description to be created at the
start of each RSF transaction.

Resource name

The name of the physical hardwaesource to which the line is attached. For
Electronic Customer Support (ECS) this is usually CMNO1. Use the
WRKHDWRSC and WRKHDWPRD commands to determine the resource names
on your machine.

Note: The resource name specified here can be the same aktbre
resource names specified for PPP Requester Information. In that case, RSF
intelligently shares the resource and modem between the requester and
server functions.

The possible values are:

CMNO1: The default resource name.

Name: The name of a physithardware resource on your
machine.

Interface type



Specify the type of physical interface on the Input/Output adapter of your
machine. The interface must be valid for the resource name specified above.

The possible values are:
*INTMODEM: An internal modm is used.
*RS232V24:RS232 physical interface.
V35: V.35 physical interface.
X21: X.21 physical interface.
X21BISV24: X.21 bis/V.24 physical interface.
X21BISV35: X.21 bis/V.35 physical interface.

RS449V36:An RS449 physical interface is used.
Modem type
Specify the type of modem that the line is attached to.
Note: The value specified here must exactly match a value listed in Work
With Modem Information display. (Option 22 from the CFGTCP menu,
and then select option 11.) Cassignificant.
The possiblevalues are:
2771 Internal Modem: The 2771 Internal Modem is used.
Modem-Type: Enter a valid modem type.
PPP Server IP Address
Specify an IP address to use to identify this machine to remote PPP clients. The
address must be specified in nnn.nnn.nnn.nmdbrwhere nnn is a number from

1 to 255.

It is good practice to begin this type of IP address with 10, indicating that it is part
of a private network. (For example 10.222.223.224).

Note: When a central machine will be contacting many remotes via PPP,
ead remote must have a unique value for this parameter.

The possible values are:



*CALC: RSF calculates a pseudaique IP address based on the
machine model and serial number. After pres&intgr, prompt

the Change RSF Defaults command again to view tlcelated IP
address.

IP-address:Specify a valid IP address.
PPP Server Validation List

Specify a validation list to use to authenticate user ID and password information
sent by PPP clients.

The validation list is stored in library QUSRSYS. If it doesalodady exist, the
validation list is created the next time you start the RSF server function (RSF
menu option 21.)

There are two ways to add user IDs and passwords to your validation
list:

1. Edit the validation list using Operations Navigator. Select
Network/Pointto-Point/Connection Profiles. Right click on an existing
answer profile or create a new answer profile. Select "Properties”. Select
the Authentication tab. Check "Require remote system identification",
select your validation list from the dralewn box and click "Open".

2. Use RSF commands ADDRSFVE and RMVRSFVE to and/remove
validation list entries for your RSF PPP server configuratrampt
either command and preB& for more information.

The possible values are:
*NONE: No user ID or passgord is required to establish a
connection. However, after connecting, the client must still supply
a valid user ID and password to establish a telnet or ftp session.
name: Specify a validation list name.

Encryption key data area

Enter the qualified namd a data area containing the basic encryption key to use.
The data area must be at least 128 bytes long.

This parameter is only used for TCP/IP connections where the client requests
*BASIC encryption. The client specifies TCP/IP encryption options with the
Add/Change Server directory Entry commands. S#ging Server Directory
Entriesfor more information.
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SSL status

The first 128 bytes of the data area are used as the encryptiorr&iing blanks
in the key are ignored. The key can be from 1 to 128 bytes long and may contain
any valid hex or character data. Longer keys provided greater security.

The data area does not need to exist at the time this command is run but it must
existat the time of transmission.

The possible values are:
*NONE: No data area is used. A default key is supplied by RSF.
Data-area-name: The name of a data area to use.

The possible library values are:
*LIBL: The job library list is used to locate the dateaar

Library -name: The name of the library containing the data area.

Specify whether to enable or disable RSF's Secure Sockets Layer (SSL) support.
SSL is used to encrypt TCP/IP connections.

When SSL support is enabled, RSF modules that hand®IF Connections are
linked to SSL rurtime routines. This linkage will only be successful if the SSL
run-time routines exist on your system. The SSL-tiore routines are included
with the Internet Connection Secure Server licensed program from IBM (US
version: 5769NC1; International version: 5769NCE.) Therefore, RSF's SSL
support can only be enabled if the ICSS licensed program is installed.

Note: If you enable RSF's SSL support, and later delete the ICSS licensed
program, be sure to then disable RSF's S$pport. Otherwise you will
not be able to connect via TCP/IP.

The possible values are:

*DISABLED: SSL encryption is not available.

*ENABLED: SSL encryption can be used over TCP/IP
connections.

Client authentication

Specify whether to perform client agllvas server authentication for TCP/IP
connections encrypted using the Secure Sockets Layer (SSL) protocol.



This parameter is only used for TCP/IP connections where the client requests
*SSL encryption. The client specifies TCP/IP encryption options \uith t
Add/Change Server directory Entry commands. Agding Server Directory
Entriesfor more information.

Note: In order to use SSL encryption, The Internet Connection
Secue Server licensed program must be installed on both the client
and server machines. (US version: 5769NC1. International version:
5769NCE.) Contact your IBM sales representative for more
information.

The possible values are:

*NO: Only server authenticatias performed during the SSL
handshake.

*YES: Client and server authentication are performed.
TCP/IP Send Buffer Size
Specify the send buffer size to use when sending or retrieving objects over
TCP/IP connections. Increasing the buffer size requires meneory during a

transmission, but it can improve performance.

This value affects the requester job when sending data, and the server job when
retrieving data.

The possible values are:
65536:The default value is used.
number: Enter a valid send buffer €zfrom 16384 to 8388608.
TCP/IP Receive Buffer Size
Specify the receive buffer size to use when sending or retrieving objects over
TCP/IP connections. Increasing the buffer size requires more memory during a

transmission, but it can improve performance.

This value affects the server job when sending data, and the requester job when
retrieving data.

The possible values are:

65536:The default value is used.
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number: Enter a valid send buffer size, from 16384 to 8388608.

TCP/IP record block size

Specify the number of records to transmit at once when sending or retrieving
objects over TCP/IP connections.

Increasing the block size can improve performance. However, specifying too
large a block size could degrade performance if it becomes difficult for T&P/IP
keep up. You must experiment to determine the best setting for your environment.

Setting this parameter on a given machine controls the block size to use when
sending data from or retrieving data from that machine.

Note: A value of 1 is assumed forishparameter if the RSF release of the
other machine is less than 7.2.1, or if afi@P/IP connection is used.

The possible values are:

1000:This is a reasonable starting point for block size. Experiment
to determine the optimal value for your enviromme

number: Enter a valid block size, from 1 to 5000.

TCP/IP keep-alive interval
Specify the number of minutes between kabpe messages.

When sending data with RSF over a TCP/IP connection, the target machine sends
keepalive messages after the datslibeen received, until the data has been
restored or processed. This ensures that the connection is not dropped for
inactivity before the target can report the final status back to the source machine.

Be sure to set this value on the target machine ierdodhave the desired effect
for a send operation.

This value only effects RSF jobs and does not effect other TCP/IP applications on
your system.

Note: This parameter is ignored for machines running an earlier version
of the operating system than V6RA.such a case, use the Change TCP/IP
Attributes (CHGTCPA) command on the target machine to set the keep

alive interval globally.

The possible values are:



10: A keepalive signal is sent every ten minutes when the RSF
transmission is otherwise idle forathlong.

*DFT: The default keeqalive interval set by the Change TCP/IP
Attributes (CHGTCPA) command is used.

number: Enter the number of minutes between kaéype
messages.

Log local commands

Specify whether an entry should be placed in the RSF logtmaelone of the
RSF commands that initiates a request is executed on your machine.

The possible values are:

*NO: Local commands are not logged. Only requests received
from remote machines are logged.

*YES: Local commands and requests received from remote
machines are both logged.

Log switched connections

Specify whether an entry should be placed in the RSF log each time RSF dials a
remote server from your machine.

The possible values are:
*SAME: The current value is not changed.
*NO: Switched connectiong@not logged.
*YES: An entry is placed in the RSF log for each switched RSF
connection initiated by your machine. The log entry shows the
number called, the start date, start time and end time.

Server ID for this machine
Enter the server ID that other nidrwes would typically use to contact this
machine. The server ID must still be defined in the server directories of other

machines.

Certain RSF functions will pass this ID to remote machines so that those
machines can contact this machine back at a iater t



At install time, RSF initially sets this value to the system name.

The possible values are:
*SAME: The current value is not changed.
name: Enter the ID that other systems should use to contact this
one. This should match the value specified for sdiven the

server directory of other machines, for the entry that points to this
machine.

Sync start program

Enter the qualified name of a useritten program to call to start High
Availability synchronization.

See the help text for tHgtart Synchronization (STRSYNCRSEgmmand for
more information about the useritten program and about starting
synchronization.

The possible single values are:

*NONE: No defaut synchronization start program is specified.
The possible program values are:

name: Enter a valid program name.
The possible library values are:

*LIBL: The library list is used to find the program.

*CURLIB: The program is found in the current library.

name: Enter the name of the library containing the program.

Sync job display program

Enter the qualified name of a useritten program to call to work with active and
submitted synchronization jobs. The specified program is called #&en
pressed from @ Work With Sync Attributes (WRKRSFSA) display.

The program should accept no parameters.

A model program, WRKSYNCJOB, is provided in library RSFTOOLS. The
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source can be found in RSFTOOLS/QCLSRC. To modify the program, copy the
source to another librafguch as RSFUSER) and make your changes to the copy.

The possible program values are:

WRKSYNCJOB: This is the default program provided in
RSFTOOLS.

name: Enter a valid program name.
The possible library values are:

RSFTOOLS: The default program is locatéd library
RSFTOOLS.

*LIBL: The library list is used to find the program.

*CURLIB: The program is found in the current library.

name: Enter the name of the library containing the program.
Role swap to backup program

Enter the qualified name of a useritten program to call to perform a role swap
from production to backup.

See the help text for the Role Swap to Backup (SWAPBKPRSF) command for
more information about the useritten program and about role swapping. See
alsoRole Swapsection in High Availability chapter.
The possible single values are:

*NONE: No productiorto-backup role swap program is specified.
The possible program values are:

name: Enter a valid ppgram name.
The possible library values are:

*LIBL: The library list is used to find the program.

*CURLIB: The program is found in the current library.

name: Enter the name of the library containing the program.
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Role swap to production program

Enter thequalified name of a useavritten program to call to perform a role swap
from backup to production.

See the help text for the Role Swap to Production (SWAPPRDRSF) command for
more information about the useritten program and about role swapping. See
alsoRole Swapsection in High Availability chapter.
The possible single values are:

*NONE: No backupto-production role swap program is specified.
The possible programalues are:

name: Enter a valid program name.
The possible library values are:

*LIBL: The library list is used to find the program.

*CURLIB: The program is found in the current library.

name: Enter the name of the library containing the program.

Current replication role
Specify the replication role of this machine.
Note: This value is changed automatically during a role swap.

The possible values are:

*PROD: This machine is currently acting in the production
(source) role.

*BACKUP: This machine is currentlgcting in the backup
(target) role.

Outgoing mail server
Specify the address of your outgoing mail server.
The possible values are:

address:Enter a valid mail server address. For example:
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smtpauth.earthlink.net
Outgoing mail port
Specify the port to us® connect to the outgoing mail server.
The possible values are:
*SMTP: The default SMTP port of 587 is used.
*SMTPSSL: Port 465 is used and an encrypted connection is
required. Note that most SMTP servers prefer to handle both
encrypted and neancryped connections using port 587 (*SMTP).
*SMTPOLD: The older SMTP port of 25 is used.
port: Enter a valid port number.
Outgoing mail user ID
Specify the user ID to use when verification is required by the mail server.

The possible values are:

*NONE: No use ID or password are sent. However, depending on
the mail server, a user ID and password may be required.

user-ID: Enter a character string of up to 128 characters. Case is
significant.

Outgoing mail password
Specify the password to use when verificati® required by the mail server.
The possible values are:

password: Enter a character string of up to 128 characters. Case is
significant.

Outgoing mail from address

Specify the default email address from which mail from this system is sent. This
is the email address to which replies to your outgoing email will be directed.

Note: You can use th€hange RSF User Options (CHGRSFUO)
command to override this value for imgtlual users.
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The possible values are:

email-address:Enter the email address to which replies should be
directed. For example:

fred.jones@your_company.com
Outgoing mail encryption
Indicate whether to use SSL/TLS to encrypt the connection to your enadrs
Note:

1. Some mail servers, such as smtp.gmail.com, require encryption; most mail
servers do not.

2. Because internet mail is relayed from one server to another as it makes its
way from the source to the target, an encrypted connection to the initial
mail server does not guarantee that the message will remain encrypted as it
moves through the Internet.

3. To use an encrypted connection, you must configure SSL on your iSeries
for use with RSF mail. Se®ppendix Gfor details.

The possible values are:
*NO: Outgoing mail is not encrypted.

*YES: Outgoing mail is encrypted.

Alert Email Address
Specify up to eight email addresses to which to send alerts and status.uuates
information entered here may be used by RSF system monitors and other RSF
functions. You can enter more than eight email addresses by directly editing file
RSPFO056 in library RSF.
The possible values are:

*NONE: No email addresses are specified.

email-address:Enter one or more valid email addresses.

Alert Text Message
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Specify up to eight phone numbers to which to send text messages for alerts and
status updates. The information entered here may be used by RSF system
monitors and other RSF functiang¥ou can enter more than eigphhone

numbers by directly editing file RSPF057 in library RSF.

The possible

The possible

The possible

single values are:

*NONE: No text message recipients are specified.

phone number values are:

phone-number: Enter a valid cell phoneumber, as you would
dial it from another cell phone. Spaces, dashes and other non

numeric characters may be inserted wherever you like for clarity.

email-to-phone-number: Enter the the complete email address to
use to send a text message to a specibo@lvia email.

Note: This format should only be used if *OTHER is specified for
the "Carrier" element.

Seethis link for information about emailing a text message (SMS)
to various carries.

carrier values are:

*SPRINT: The message is formatted to send to the cell phone of a
Sprint user.

*VERIZON: The message is formatted to send to the cell phone
of a Verizon user.

*TMOBILE: The message is formatted to send to the cell phone
of a T-Mobile user.

*ATT: The message is formatted to send to the cell phone of a
AT&T user.

*BELLSOUTH: The message is formatted to send to the cell
phone of a Bell South user.

*OTHER: All the formatting necessary to email a text message to
the desired ptne must be specified in the "Phone number"
element. Seethis link for information about emailing a text
message (SMS) to various carriers.
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If You Upgrade Your AS/400

If you upgrade youiSeries after installing RSF, use the following procedure to ensure that RSF
is installed correctly on the new machine.

If your upgrade replaces your AS/400 hardware with a new AS/400, you will need to obtagn a
new RSF authorization code from Bug Busters

To obtain a new authorization code, send an email, listing the upgrade circumstarmes, th
AS/400 serial number and thewAS/400 serial number, wupport@bugbusters.ngiUse the
DSPSYSVAL QSRLNBR command to determine the system serial number.)

If you are upgrading theperating system onlyou do not need a new RSF authorization
code. However, you should run the following command after upgrading to ensure that user
profile RSFSRV continues to hawaeathority to itself:

GRTOBJAUT OBJ(RSFSRV) OBJTYPE(*USRPRF) USER(RSFSRV) AUT(*ALL)

If you are migrating to a new machine and you have obtained a new authorization code from Bug
Busters:

1. Use the SAVLIB command to save libraries RSF and RSFTOOLS from timeaaldine.
2. Sign on to the new machine @SECOFR.
3. Use the RSTLIB command to restore libraries RSF and RSFTOOLS to the new machine.

4. Apply the authorization code to the new machine at this time by following the
instructions provided with the code.

5. RuntheRSF/INZRSF command to complete the installation.

If you would like RSF to use the default ECS modem for both dialing out and for
answering incoming calls, specfy ES for the "Initialize SDLC Configuration™
parameter.Otherwise, specifyNO for this parameterSee the otline help text for the
INZRSF command for more information.

6. Modem resource names may change when you upgrade your hardigarthe
WRKHDWRSC *CMN command, together with the CHGRSFDFT command to ensure
that RSF is configured tase the proper resource names for dialing out (requester
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configuration) and answering incoming calls (server configuration).

. Run the following command on the new machine to ensure that profile RSFSRV has
authority to itself:

GRTOBJAUT OBJ(RSFSRV) OBJYPE(*USRPRF) USER(RSFSRV) AUT(*ALL)
. If your RSF maintenance coverage is current, you are eligible to receive new releases of
the product at no additional chargdse the GO RSF/RSF command to determine the

release of the RSF software currently instalad/our machineThe release level is
displayed in the uppdeft corner of the display.

You can download the latest release fromaw.bugbusters.net
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Chap4aerMaki ng Connect |

This chapter describes how to connect your machine to other iSeries machines witB&&(fe.
you can use RSF functions between machines, you must define an RSF connection.

Two RSF concepts are important for connectiaih&server directoryand therequester
directory. Each machine has both directories.

The server directoryis used for outbound connectioriBhis is where you store information and
options that tell RSF how you want to connect to other machines or partifonsyive each
entry in the servedirectory a tercharacter name @erver IDwhich can then be used with
various RSF functions to indicate who you want to connect to.

The requester directoryis used for inbound connectioni.lets you control the rights and
options that apply to otheranhines when they contact you.

The term equester machinis used to refer to the machine that initiates a transacfiba.

server machines the one that responds to the requésgiven physical machine can act as both

a requester and a server.

Referrhng to machines as source and target can be confusing in some contexts, particularly when
a requester machinerstrievingobjects from a server machintn this case, the server machine

is the target of the request but the requester machine is theftartpet objects.

The following sections explain how to create the most common connections.

TCP/IP Over a LAN

To connect to another machine with TCP/IP over a LAN or WAN:

Add Server Directory Entries

Add Server Directory Entry (A DDRSFSDE)

Type choices, press Enter.

o

l



ServerID ... ... > TEST Name

Connection method  ....... > *TCPIP *SDLCDIAL,
*TCPIP...

Remote system  ......... > '10.3.4.5'

RSF dataport  ..... C 602 Number

Local tunnel access port . . . . *NONE 1- 65534, *JOB,
*NONE

Encryption........... *BASIC *NONE, *BASIC,
*SSL

Encryption key data area . . . . *NONE Name, *NONE

Library  ..... ..., Name, *LIBL

Run- time compression . . . . .. *NONE *NONE, *BASIC,
*MAX

Text 'description’ . ... ... My test machine

1. Access the Work With RSF Servers display by running/the<RSFSRYV command or
by selecting ofion 1 from the RSF menu.

2. Key F6to define a new connectiomt the command prompt, specify any name you like
for "Server ID". Specify TCPIP for "Connection Method"PressEnter.

3. Further command prompts will be displayespecify the IP address ®CP/IP network
name of the other system for "Remote SysteRressEnter. More prompts will be
displayed. Accept all the defaults and prdsster again. Specify a value for "Text",
accept the other defaults and prEsser one last time to complete thetgy.

4. Repeat steps 1 through 3 above on the other machine if you want to be able to initiate the
connection from either machine.

Start the Server Function

On the server machin®r on both machines if two way communication is desistdrt the RSF
saver function by prompting the commaBd RRSFSRVor by selecting option 21 from the
RSF menu.Be sure to specifyYES for "Start RSF TCP/IP support'Specify*NO for Dialup
SDLC, Dialup PPP and Broadcast support if machines will not be connecting dn¢hising
those protocolsYou can specify YES for "Save as new defaults” if you would like the values
specified to become the new command defaults.

Start RSF Server Function (STRRSFSRV)

Type choices, press Enter.



Start dialup SDLC s upport . . . *NO *YES, *NO

Start dialup PPP support . . .. *NO *YES, *NO
Start RSF TCP/IP support . . .. *YES *YES, *NO
Start broadcast support . . . . *NO *YES, *NO
Save as new defaults . . . . .. *YES *YES, *NO

Whenyou pres€nter, additional prompts will be displayedccept the defaults and press
Enter again as necessary.ou should see a message indicating that the RSF TCP/IP server
started normally.

Test the Connection
From the Work With RSF Servers displayyke"T" for test in the option field beside the
connection you want to tesA successful completion message indicates that the connection is
working.
Add Requester Directory Entries (Optional)
Requester directory entries control such things as:
1 Where reeived save files go and how they are named.
T Whether passhrough, remote program calls, generic object retrieval, etc. are allowed.
1 The minimum level of encryption required for you to accept the connection.
You can add requester entries which are tietieéaéquesting machine's serial number, system
name, or bothlIf you do not add requester directory entries to handle incoming requests from a

specific machine, RSF will use the entry named ANY to determine the options that apply.

See the oiline help texfor the Add Requester Directory Entry (ADDRSFRDE) command for
more details.

TCP/IP Over the Internet

Note that RSF transmissions are encrypted by def&eleAppendix G: Configuring Ecrypted
Connectiongor more information.

To connect to another machine with TCP/IP over the Internet:

On the Target (Server) Machine.

1. Determine the public IP address of your network or firewiéljou need help, you can
access the following web siteofn a PC attached to the same network as your iSeries
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http://www.whatsmyip.org/

You will need to give this IP address to anyone who will be contacting your iSeries over
the Internet.

2. Open port 602 in youirewall and forward incoming traffic to your iSerieBven better,
ask for the public IP address of those allowed to contact your iSeries and open port 602
only for traffic from those specific IP addressdere is no need to open the FTP or
Telnet pors; all RSF traffic passes through port 602.

3. Start the server function as descriladbve Note that no one can use RSF to connect to
your machine unlesthe RSF server function is startdehding the RSF server function
is an effective way to block incoming connections.

4. Optionally, add requester directory entries as descabete

On the Source (Requester) Machine.

1. Obtain the public IP address for the machine you vigshontact. Specify the IP address
for "Remote System" and create an RSF server entry as desaiines]

Important: For Internet connections, be sure to pfes8when adding the server entry
and specify* JOB (recommended) or some value other tWRd@NE for "Local Tunnel
Access Port."This will ensure that RSF telnet and other traffic is routed over port 602.

2. Provide your public IP address to the target location so that they can use this to restrict
access to their firewall.

3. Confirm that the RSF TCP/IP server function has beetesdtat the target
location. Then test the connection as describbdve

TCP/IP Dial-Up (PPP)

PPP is a switched (dtalp) protocol used with TCP/IP networkall RSF functions can be used
over PPP connections with the following limitations:

1 RSF releasé.2or later should be installed on the machines at both ends of the
connection.

1 PPP requires amsynchronousmodem. This is in contrast to the old ECS dems
which were configured for synchronous SDLC communicationternal modems
shipped with newer iSeries machines can be used without ch@hggr.,, synchronous
modems must be reconfigured for asynchronous communications.
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1 RSF creates all of the nessary line, controller and device descriptions, as well as the
PPP profiles.You just need to tell RSF how to establish contact between the machines.

On the server (answering) machine:

Change RSF Defaults (CHGRSFDFT)

Type choices, press Enter.

PPP server
info:
Line description . ... ... RSFSRP Name, *NONE,
*SAME
Resource name  ........ CMNO5 Name
Interface type . ....... *INTMODEM *RS232V24,
*V35, *X21...
Modemtype.......... ‘2793 Internal Modem'

+ for more values
PPP server IP address
'10.24.23.22'

1. Select option 31 from the RSF menu to change the product defRalie down to PPP
Server Info. Enter the following:

Line description: RSFSRP

Resource name:The name of the resource that esponds to your internal modem or an async
external modem(For internal modems, this is typically the first resource listed with type 2771,
2772, 2793, or 2805 on the WRKHDWRSC *CMN displdyh e t ext shoul d say

Interface type: *INTMODEM for an internal modemOtherwise*RS232V24

Modem type: Enter a modem description tretactlymatches one of the entries in the PPP

modem list (CFGTCP then opti@2,then optionl1to see the list.)Tip: If you page down and

then page back up, RSF Wil f i | | in A2771 1 nt er nlasttypdlavete mo f o
the A277106 with the actual type of your adapt

PPP server IP address:This is the IP address that the remote machine uses to contact your
machine via PPPIt should be dferent than your network addresa.default value should have
been filled in for you.If *CALC shows for this parameter, retype *CALC, pr&sder and then
prompt the command again to see the default IP address chosen by RSF.

2. Run the Display Network Atibutes (DSPNETA) command?age all the way to the
end Make sure that the correct country I D is
| D df not, use the CHGNETA command to change it.



3. Select option 21 from the RSF menu to start the server funciipacify *NO for SDLC
and *YES for both AStart dialup PBP suppor
may type *YES for ASave as neWherdyeufpessl t so i
Enter, additional parameters are displayAdcept the defaults angress Enter again.

Start RSF Server Function (STRRSFSRYV)

Type choices, press Enter.

Start dialup SDLC support . .. *NO *YES, *NO
Start dialup PPP support . . .. *YES *YES, *NO
Start RSF TCP/IP support . . .. *YES *YES, * NO
Start broadcast support . . . . *NO *YES, *NO
Save as new defaults . . . . .. *YES *YES, *NO

4. If you like, you can also enter PPP Requester Idfssuming you have only one modem,
the information you enter hear should be nearly the seméhat was entered for PPP
Server Info. The only difference is that you should specify RSFRQP for Line
Description.

5. The following information should then be provided to someone at the remote location so
that they can configure the connection to your nraeh

Connection type: Tell them you are configured for a PPP (*TCPDIAL) connection.

Phone number: The phone number to use to reach your mod¥ou can confirm that you
have the correct number by dialing from a regular phone and listening for the noodem t
answer.(Make sure to start the RSF server function first.)

IPaddress: The | P address shown for APPPSeeerver | P
above.)
Call-back: | f the remote | ocati on wackfeatupegthegwillhn nect i n

need to know if an initia® or other sequence should precede an outgoing phone number when
dialing from your modem, and whether any access code must follow the phone number when
dialing long distance.

On the requester (calling) machine:

1. Select optior81 from the RSF menu to change the product defaBlége down t&PP
Requesteinfo. Enter one block of information for each available outgoing PPP
line. Call the first line RSFRQP, the second RSFRQP2, and sB@sure to enter a
default caltback phoneaumber if caliback is to be usedKey a plus sign in the blank
after A+ f or mdnte toddine wpets Blinealon defing maestigan 8
lines, use DFU to edit fle RSF/RSPF018



Change RSF Defaults (CHGRSFDFT)

Type choices, press Enter.

PPP requester

info:
Line description . ... ... RSFRQP Name,
*NONE, *SAME
Resource name  ........ CMNO5 Name
Interface type . . ...... *INTMODEM *RS232Vv24,
*V35, *X21...
Modem type .......... '2793 Internal
Modem'
Call - back phone number. . .. 12066330512
Switched connection group .. *NONE Name, *NONE
+ for more values
PPP dial attempts ~  ....... 1 1- 10, *SAM E
PPP redial delay (sec.) Ce 15 1- 60, *SAME

2. Select optiorl from the RSF menu to Work With ServeRBressEnter at the initial
prompt. Either key & beside an entry in the list to change it, or pfe&&# create a new
entry. Foreach location to be contacted by PFpecify:

Server ID: A server ID
Connection method: *TCPDIAL
RSF phone number: The number to reach the server via PPP

RemotesystemThe | P address specified on the server
the RSF defaults

3. 3. Run the Display Network Attributes (DSPNETA) command. Page all the way to the

end. Make sure that the correct country 1| D
| DO . I f not, use the CHGNETA command to ch
SDLC Dial-Up

SDLC requires asynchronousexternalmodem. Internal modems shipped with newer iSeries
machines can not be used for SDLC connections.



RSF creates all of the necessary line, controller and device descriptiongust need to tell
RSF how to establish contdmetween the machines.

On the server (answering) machine:

Change RSF Defaults (CHGRSFDFT)
Type choices, press Enter.

SDLC server info:

Line description ... .... RSFSRV Name, *SAME
Resource name  ...... . CMNO6 Name
Interface type . .. ... .. *RS232V24 *RS232V24, *V35,
*X21...
Linespeed.......... 19200 Number, 600,
1200...
Modem type . ......... *VV54 *NORMAL, *V54,
*IBMWRAP.
Auto dial e e *YES *YES, *NO
Duplex . ........... *HALF *HALF, *FULL
+ for more values
Server vary on wait (sec.) . 30 15- 180, *SAME,
*NOWAIT
Delay dropping inactive line : 1800 0- 65535, *NOMAX,
*SAME

1. Select option 31 from the RSF menu to change the product defRalje. down to
SDLC Server Info. Enter the following:

Line description: RSFSRV

Resource name:The name of the resource that corresponds to your external mddsraure
what resource name to us&eeAppendix D: SDLC Configuration Tipgor more information.

Accept the defaults for the other parameters.

2. Select option 21 from the RSF menu tatstiae server functionSpecify *YES for
SDLC and *NO for other protocol options unless you plan to use them as¥eellmay
type *YES for fASave as new Wherfyawptess&nter,i f t h
additional parameters are displayaktcept the defaults and press Enter again.
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Start RSF Server Function (STRRSFSRYV)

Type choices, press Enter.

Start dialup SDLC support . .. *YES *YES, *NO
Start dialup PPP support .. . .. *NO *YES, *NO
Start RSF TCP/IP support . . .. *NO *YES, *NO
Start broadcast support . . . . *NO *YES, *NO
Save as new defaults . . . . .. *YES *YES, *NO

4. If you like, you can also enter SDLC Requester IMd@suming you have only one
modem, the information you enter hear shdadchearly the same as what was entered for
SDLC Server Info.The only difference is that you should specify RSFRQS for Line
Description.

5. The following information should then be provided to someone at the remote location so
that they can configure themection to your machine:

Connection type: Tell them you are configured for a SDLC (*SDLCDIAL) connection.

Phone number: The phone number to use to reach your mod¥ou can confirm that you
have the correct number by dialing from a regular phone stahing for the modem to
answer. (Make sure to start the RSF server function first.)

Call-back:  f t he remote | ocati on whackifeatubeethegwilin nect i n
need to know if an initiad or other sequence should precede an outgdioggnumber when

dialing from your modem, and whether any access code must follow the phone number when

dialing long distance.

On the requester (calling) machine:

1. Select optiorB1from the RSF menu to change the product defatleégye down to
SDLC Requeser Info. Enter one block of information for each available outgoing
SDLC line. Call the first line RSFRQS, the second RSFRQS2, and s8@sure to
enter a default catback phone number if cdllack is to be usedKey a plus sign in the
bl ank+afoer mar e vBEnteutedefine up to @ linpsioaedsfine more
than 8 lines, use DFU to edit file RSF/RSPF012

Change RSF Defaults (CHGRSFDFT)
Type choices, press Enter.

SDLC requester info:

Line description..  ..... RSFRQS Name, *SAME
Resource name  ........ CMNOG6 Name
Interface type . . ... ... *RS232V24 *RS232V24, *V35,

*X21...



Linespeed.......... 19200 Number, 600,
1200...

Modemtype..... ..... *V54 *NORMAL, *V54,
*IBMWRAP.

Autodial  .......... *YES *YES, *NO

Duplex............ *HALF *HALF, *FULL

Call - back phone number. . .. '1 206 633 0512

Switched connection group .. *NONE Name, *NONE

+ for more values

Requester vary on wait (sec.) 15 15- 180, *SAME,
*NOWAIT

Redial delay (0.5 sec.) 10 0- 254, *SAME

Dialretry .. ......... 0o 0- 254, *SAME

2. Select optionl from the RSF menu to Work With ServeBressEnter at the initial
prompt. Either key & beside an entry in the list to change it, or pf&& create a new
entry. For each location to be contacted by dialup SDBpecify:

Server ID: A server ID
Connection method: *SDLCDIAL
RSF phone number: The number to reach the server

Text: A useful description of the remote location.

SDLC LAN and WAN

On both the requester and server machines:

1. Create a line, controller and device descripticuitable ones do not already existhe
type for the device and controller controller should be *APP®e line type must be
compatible with Advanced Program To Program Communications (APP@&sible line
types include SDLC, X.25, Token Ring anth&net and TCP/IPThis step only needs
to be performed once, before the first time you attempt to connect to thenaticline.

2. Be sure that the line, controller and device are varied on for both the server and the
requester machines.

3. Use the Display Bvice Description (DSPDEVD) command to display the device
description you will be using. Note the following values from the device description:

éRemote | ocation name



éDevice name
éLocal | ocati on name

4. Add an entry to the server directory on your machia¢ téfers to the othemachine
(option 1 on the RSF menu).

Specify*SDLC for "Connection Method", and preEster. Fill in the Remote location
name, Device name, and Local location name on the server directory entry from the
information obtained in step above.

Add Server Directory Entry (ADDRSFSDE)

Type choices, press Enter.

ServerID ... ... > TEST Name
Connection method  ....... > *SDLC *SDLCDIAL, *SDLC,
*TCPIP..
Use existing connection:
Remote | ocation name. . ... > THEM Name, *NONE
Device............ > MY DEV Name, *LOC
Local location name —  ..... > us Name, *LOC,
*NETATR
Mode ............. BLANK Name, *NETATR
Remote network identifi er .. *LOC Name, *LOC,
*NETATR, *NONE
Vary existing controller . . . . *NONE Name, *NONE
Vary existing line . . . . . .. *NONE Name, *NONE

Text 'description’ . . ... .. > '‘My SDLC connection to TEST'




Chaptdrgh:Avail abil ity

Overview

RSF supports replication of libraries, IFS directories, user profiles and other system objects for
high availability and recovery.

1 You decide which libraries, IFS directories and system information to replicate.

T You can exclude individual and generic objects from replication.

1 You can replicate physical files at the object level or at the record |Bah areas can
be replicated at the object level or the byte lel@ta queues are replicated at the byte

level. All other library objects are replicated at the object level.

T You can replicate changes to user profiles, system values, network attributes and
authorization lists.

T You can replicate authority changes for library objects.

T Source and targetdirary names need not be the sarSeurce and target IFS directory
names need not be the same.

1 You can replicate a given library to a different library on the same machine, or to a
library on a differentmachine.

1 A given library may be replicated tme or many different target machind2eplicating
to additional machines requires additional overhead.

1 All journals needed for replication are created automatically by RSF.

T The target library can be in use during replication.



1 Two-way replication isupported, allowing changes to be made and synchronized on
both the source and target machinkuilti-way replication is supported with various
topologies.

1 Both planned and unplanned role swaps are supported.

Menu Options

Replication functions are detted on two High Availability menusYou can access the source
machine menu by selecting option 40 from the main RSF menu followed by option 7 from the
Advanced Functions menu, or by simply running the command

GO RSF/RSFHA

For more infomation about any of the commands accessed from this menu, prompt the
command and press F1 to view the online help text.

RSFHA RSF - High Availability

Connections Sto p

Synchronizing

1. Define outbound connections 30. Libraries, system info,
IFS

2. Start server function 31. Spooled files 32.

Message queues
3. End server function

Monitor
Set Sync Attributes: 40. Work with sync
attributes
10. Library 12. IFS 14. List 41. View log 44,
RSFSRYV jobs
11. Group 13. System 42. Purge log 45, RSF*
jobs
43. Sync jobs 46. Job
logs
Start Synchronizing
20. Custom 24. System
info Other
21. Libraries 25. From list 80. Defaults 83.

Integrity tools
22. Group 26. From sync attr 81. Edit source 88.



Target menu
23. IFS 27. Message queues 82. Tools menu 89. Role
swap

Selection or command
=_==>

Option 1.

This option is usetb define the connection between the source and the target machinés
the same as option 1 on the main RSF menu, repeated here for convedsmtas option to
define an RSF Server Directory Entry for the target machHgez=Chapter 4. Making
Connectiongor more information about defining an RSF connection.

Option 2.

Use this option to starthe RSF server functionlThe server function must be started on the each
machine in order for other machines to initiate contact.

This is the same as option 21 on the main RSF menu, repeated here for convenience.
Option 3.

Use this option to endhe RSF server function on this machine.

This is the same as option 22 on the nkR8F menu, repeated here for convenience.
Options 10- 14.

Use these options to set synchronization attributé® commands for changing synchronization
attributes can also be accessed fromMoek With Sync Attributes display (option 40).

Among otherhings, changing synchronization attributes lets you establish:

T Whether to replicate files at the object or record level. (See the Journal (JRN) parameter.)

1 Whether to replicate IFS objects at the object or byte level. (See the Journal (JRN)
parameter.)

1 Whether or not to use remote journalinGee the Remote Journal Library (RMTJRN)
parameter.)

1 Whether to set user profiles to *DISABLED status on the target machine to prevent
accidental use.
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1 Which objects to include/omit.

Change Library S
Type choices, press Enter.

Library
Tolibrary ...........
*FROMLIB
Server ID
Journal
*NONE
Library . ..........
Remote journal . ........
*NONE, *JRN
Library . ..........
RSF manages the journal
*SAME
Change receiver every
*SYS, *SAME
Days to keep receivers . . . ..
*SAME
End jrn for excluded objects . .
*SAME
Fix obj using wrong journal
*SAME
Apply journal entries by . . . .
*SAME
Refresh on journal apply error
*SAME
Sync object authorities
*SAME
Objects to omit:
Object............
generic*, *NONE...
Object type
*BNDDIR...

+ for more values

ore...

ync Attributes (CHGRSFSA)

Name
*FROMLIB *FROMLIB Name,

Name
*NONE *SAME Name, *SAME,

Name, *FROMLIB

Name, *SAME,

Name, RMTJOURNAL
*YES *SAME *YES, *NO,
*DAY *INTERVAL, *DAY,
*SYNC Number, *SYNC,
*YES *SAME *Y ES, *NO,
*YES *SAME *YES, *NO,
*KEY *SAME *KEY, *RRN,
*YES *SAME *YES, *NO,
*NO *SAME *YES, *NO,
*NONE *SAME Name,

*ALL, *ALRTBL,




Use the Change Library Sync Attributes (CHGRSFSA) command (option 10) to determine how
a library is synchronizedA view of the CHGRSFSA command prompt is shown above.

Use theChange Group Sync Attributes (CHGRSFGSA) command (option 11) to determine how
groups of libraries are synchronized.

Use the Change IFS Sync Attributes (CHGRSFISA) command (option 12) to determine how IFS
directories are synchronized.

Use the Change Systeync Attributes (CHGRSFSSA) command (option 13) to determine how
system objects are synchronized.

Use the Set Sync Attributes For a List (SETRSFSA) command (option 14) to set synchronization
attributes for many libraries and system object types at ddoeall attributes can be set with

this option, but many of the most common ones &ris option helps you get started when you
have many libraries you would like to define for synchronization.

Options 20- 27.
Use these options to begin replicatingdites, IFS directories, user profiles and so on.

Use the Start Synchronization (STRSYNCRSF) command (optioticd2€¥art all replication
tasks on your system in a consistent, customized Wae you are familiar with RSHA, this

is the option you wiluse most often to start synchronizati®@eeCreate a Synchronization Start
Programin the Where to Begin section for more information.

Synch ronize Libraries (SYNCLIBRSF)
Type choices, press Enter.

Library specifications:

Fromlibrary . ........ Name, generic*,
*ALLUSR

Tolibrary .. ........ *FROMLIB Name,
*FROMLIB

Restore to ASP device C *SAVASPDEV Name,
*SAVASPDEV

Restore to ASP number C *SAVASP 1- 32,
*SAVASP

+ for more values

ServerID ... . ... Name
Targetrelease . ........ *CURRENT Character value,
*TARGET...
Data compression . . ...... *YES *YES, *NO

Run- time compression . . . ... *NONE *NONE, *BASIC,
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*MAX, *SERVER
Repeat every:

Interval .. ......... 0 Number, *ATTR

Units T, *HOURS *HOURS, *MINUTES
Job description. . ...... *NONE Name, *NONE,
*USRPRF

Library . .......... Name, *LIBL,
*CURLIB
Jobname............ SYNCLIB Name

More...

Use the Synchronize Libraries (SYNCLIBRSF) command (option 21) to begin replication of one
or more libraries.A view of the SYNCLIBRSF command prompt is shown above.

Use the Synchronize Group (SYBRPRSF) command (option 22) to begin synchronizing a
replication group.

Use the Synchronize IFS Directories (SYNCIFSRSF) command (option 23) to begin replicating
IFS directories.

Use the Synchronize System Info (SYNCSYSRSF) command (option 24) to bdgiatieg
user profiles, authorization lists and other system information.

Use the Synchronize List of Items (SYNCLSTRSF) command (option 25) to begin replicating a
list of items. Source for the command and command processing program are included in
RSFTOQ.S.

Use the Synchronize From Attributes (SYNCATRRSF) command (option 26) to start replication
for some or all of the

libraries libraries and IFS directories defined on your Work With Sync Attributes (WRKRSFSA)
display.

Use the Start Message Queue Monf®FRRSFMSGM) command (option 27) to begin
replicating message queues.

Options 30- 31.

Use these options to erméplication for libraries, IFS directories, user profiles and so on.

Option 40.

This is an option you will use oftenWith this option you amess th&Vork With Sync
Attributes display. You can choose to view all libraries, IFS directories and system information
currently being synchronized or those itemasbeing synchronizedOn the display you can see



the last synchronization date for Batem. You can also easily edit synchronization attributes,
view error logs, submisynchronization jobs and more.

10/29/10 Work With Synchronization Attributes
15:25:00
Position to Group. .

ltem . .

Type options, press Enter.

2=Attributes 4=Delete 5=Display
log 8=Sync 10=DSPJRN 12=WRKJRNA

----  LastSync = ---- - -
Last Error
Opt
From Server To Date Time Date
Time
_ *AUTL BOB QSYS 2009/10/01 21:47:23
_ *NETA BOB QSYS 2009/10/01 21:47:19
_ *SYSVAL BOB QSYS
_ *USRPRF BOB QSYS 2009/10/01 21:47:09
~_[gibm/user BOB rdata/icss 2009/10/01 12:56:29
__ Iwww/webse BOB Iwebserver 2009/10/01 12:56:32
__INVEN LOCAL INVEN2
__INVEN LOOPBAK INVEN3
~ RJTEST LOOPBACK RTTEST2
~ ELF BOB ELF 2009/10/01 21:40:58
~_ PRODINFO BOB PRODINFO 2009/10/01 21:40:55
~_ ACCTAPP BOB ACCTAPP 2009/10/15 10:46:23
More...

F3=Exit F4=Prompt F5=Refresh F6=Create F23=More options F24=More
keys

Option 41.

Use this optionto display the synchronization error logn entry is placed in the log any time
an error is detected sghronizing libraries, IFS directories or system information.

The Display Synchronization Log (DSPRSFSL) command is also accessible fruviortke
With Sync Attributes display.



Option 42.

Use this option to delete selected entries from the synchronizatrics.

Option 43.

Use this option to view synchronization jobs that are active jobs in subsystem RSFHA or waiting
on job queue RSFHA.

Option 44.

Use this option to view RSF server jobs running on this system.

Option 45.

Use this option to work with arigSF control jobs.
Option 46.

Use this option to work with any RSF related job logs.
Option 80.

Use this option to change global RSF defaultse Change RSF Defaults (CHGRSFDFT)
command prompt is displayed.

Option 81.

Use this option to work with sourcerfusermodified programs in library RSFUSER.

Option 82.

Use this option to display the RSFTOOLS menu.

Option 83.
Use this option to display the Integrity Tools (RSFINT) meRtom this menu you can compare

libraries and IFS directories, archive/refreindries and directories, and mor@ome of the
integrity functions can also be accessed from the Work With Sync Attributes display (option 40.)

Option 88.

Use this option to display the target machine HA menu, RSFHAT.

Option 89.



Use this option to chandke role of this machineSee thdrole Swasection for more
information.

Target Machine Options

You can access the backup machine HA menu by selecting optfoon8€he from the source
machine HA menu, or by simply running the command

GO RSF/RSFHAT.

For more information about any of the commands accessed from this menu, prompt the
command and press F1 to view the online help text.

RSFHAT RSF - High Availability
Connections Other
1. Options for inbound connections 80. Defaults
2. Start server function 84. Purge  joblogs
3. End server function 88. Source menu

89. Role swap
Set Sync Attributes:
10. Change unique key mapping

Monitor

43. Sync jobs 47. History lo g
44. RSFSRYV jobs 48. Set USRDTA
45. RSF* jobs

46. Job logs

Selection or command
=_==>

Option 1.
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Use this option to set the rights and options that apply when the sowhmeneontacts this (the
target) machine.

This is the same as option 23 on the main RSF menu, repeated here for convenience.
Option 2.

Use this option to starthe RSF server functionlThe server function must be started on the
target machine in order foeplication to begin.

This is the same as option 21 on the main RSF menu, repeated here for convenience.
Option 3.
Use this option to endhe RSF server function on the target machine.

This is the same as option 22 on the main RSF menu, repeatddriemmevenience.

Option 10.

Use this option to invoke the Change Unique Key Associafi@iHGRSFUKEY)
command.With the CHGRSFUKEY command you can:

1 Specify the unique key access path that RSF should use when processing updates by
key. This is optional;RSF will automatically choose a suitable access path.

T Indicate that a user exit program should be called to process updates for a particular
file. SeeTwo-Way Mirroring for more information.

Option 43.

Use this option to view synchronization jobs that are active jobs in subsystem RSFHA or waiting
on job queue RSFHA.

Option 44.

Use this option to view RSF server jobs running on this system.

Option 45.

Use this optiond work with any RSF control jobs.

Option 46.

Use this option to work with any RSF related job logs.
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Option 47.

Use this option to view any RSF entries in the system historyR&F: history log entries are
generated for each journal apply error as welbaspply jobs that end in error.

Option 48.

Use this command to set the user data for certain RSF job logs to a value that reflects the purpose
of the job that created the log.

Option 80.

Use this option to change global RSF defaultse Change RSF Beults (CHGRSFDFT)
command prompt is displayed.

Option 84.

Use this option to purge RSF job logs by date.

Option 88.

Use this option to access the sourachine HA menu, RSFHA.

Option 89.

Use this option to change the role of this machigee théRole Swapsection for more
information.

Where to Begin
This section outlines the basic steps required to begin replicating from one system to another.
1. Install the RSF Software

If you haven't done so already, install libraries RSF and RSFTOOLS onto both the source and
target machinesSee thdnstall chapter for more details.

2. Startthe RSF Server Function

Run the Start RSF Server Function (STRRSFSRV) on both the source and target m3dtenes.
recommended command default values should already be set for you as follows:
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Start RSF Serverunction (STRRSFSRV)
Type choices, press Enter.

Start dialup SDLC support..*NO  *YES, *NO
Start dialup PPP support. ... *NO *YES, *NO
Start RSF TCP/IP support . . .. *YES*YES, *NO
Start broadcast support. . . *NO  *YES, *NO
Save as new defaults . .. . .. *NO *YES, *NO
TCP/IP port to monitor . . . .. 602 Number

If the server function was already started, the message "RSF TCP/IP support already active" is
displayed. Otherwise, the message "RSF TCHUpport started" is displayed.

3. Set the Replication Role

Prompt the Change RSF Defaults (CHGRSFDFT) command and set the replication role on both
the source and target machin€age down to the "Current replication role" (ROLE)
parameter.Specify *PRM for the source machine and *BACKUP for the target.

4. Initialize the HA Setup

Use the Initialize RSHHA Setup (INZRSFHA) command on the source machine to set up your
HA environment. This command will:

1 Create RSF server IDs that refer to the product@hlackup machines.
The server IDs are defined on both machines to facilitate future role
swaps.

1 Create library RSFUSER and configuration objects used by replication.
These include:

Job descriptions RSFUSER/RSFHA and RSFUSER/RSFHAC.

Job queues RSFUSER/RSKNd RSFUSER/RSFHAC.

Susbystem RSFUSER/RSFHA.

Message queue RSFUSER/RSFHA.

o Source files RSFUSER/QCLSRC and RSFUSER/QCLCPY.

1 Define standard synchronization attributes for libraries RSF and
RSFUSER, and for system items *USRPRF, *AUTL and *CFG.

T Set other dtibutes that control the running, monitoring and maintenance
of the replication environment.

1 Confirm there is sufficient disk space on the target machine for
replication.

1 Install default versions of all of the usswnfigurable programs for
controlling ard monitoring the HA environmeniThese include:

o Source and target synchronization start programs.
o A program for viewing active and waiting replication jobs.

O O O O



o A program to monitor the status of replication and notify you if
there is a problem.

o Programs to mnage role swaps.

o A program to manage cleanup, maintenance, auditing and other
recurring tasks.

These programs are stored in library RSFUSER. Each can be modified or customized as desired
to meet your needs.

The prompted version of the INZRSFHA commasdhown below:

Initialize RSF - HA Setup (INZRSFHA)

Type choices, press Enter.

Replace sync start program . . . *AUTO *AUTO, *YES, *NO
Replace sync job program . ... *AUTO *AUTO, *YES, *NO
Replace monitor program coF AUTO *AUTO, *YES, *NO
Replace role swap programs . . . *AUTO *AUTO, *YES, *NO
Replace job schedule entries . . *AUTO *AUTO, *YES, *NO
Role swaptype . ........ *NOSWAPIP *NOSWAPIP, *SWAPIP...

Journal library ... ... JRNLIB Name, JRNLIB, *SAME
Remote journal library . . . .. RMTJRNLIB Name, RMTJRNLIB,

*SAME

Sync new libraries . ... ... *NO *YES, *NO, *SAME
Sync new directories . . . . .. *NO *YES, *NO, *SAME
Check disk space .. ...... *NO *YES, *NO
Company name . ......... ‘My Company Name'

Primary machine info:

Production server IDs ....PROD Name, *SAME
+ for more values

System name ......... LEON Name, *SAME
IP address . . .. .. ..0'1.2.34
System start program ....STARTUP Name, *SAME

Library ......... BBPRGM Name, *LIBL, *CURLIB
System test start program .. STARTUPTST Name, *SAME

Library  .......... BBPRGM Name, *LIBL, *CURLIB
Replicate library RSF to . . . RSFPRD Name, RSFPRD, *SAME
Replicate *CFGto ...... RSFCFGPRD Name, RSFCFGPRD,

*SAME

Secondary machine info:
Backup server IDs  ...... BACKUP Name, *SAME



+ for more values

Systemname ......... QUASAR Name, *SAME
IPaddress.......... '‘8.9.10.11"
System start program . . . . . STARTUPBKP Name, *SAME
Library  .......... BBPRGM Name, *LIBL, *CURLIB
Replicate library RSF to . . . RSFBKP Name, RSFBKP, *SAME
Replicate *CFGto ...... RSFCFGBKP Name, RSFCFGBKP,
*SAME

Alert email address  ......

'support@bugbusters.net '

+ for more values

Alert text message:
Phone number......... '123
Carrier  ........... *VERIZON

+ for more values
Check for problems:

Times perday  ........ 3

Repeatevery.  ........ 4

Startingat ~  ......... '10:00:00" Time
Clean libs and directories:

Weeklyon  .......... *SAT
*THU...

Startingat ~  ......... '10:00:00" Time
Compare libs and dire ctories:

Monthly on first. ... ... *SUN
*THU...

Startingat ~  ......... '10:00:00" Time
Purge main log:

Daystokeep......... 2

Startingat ~  ......... '22:00:00" Time
Purge sync log:

Daystokeep......... 7

Startingat ~  ......... '22:10:00" Time
Purge RSFSRYV spooled files:

Daystokeep......... 7

Startingat ~  ......... '22:20:0

5. Synchronize User Profiles

- 456- 7890’

*SPRINT, *VERIZON...

Number, *SAME
Hours

*MON, *TUE, *WED,

*MON, *TUE, *WED,

Number, *SAME

Number, *SAME

Number, *SAME

0' Time
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Before synchronizing any other objects, you should ensure that all user profiles defined on the
production machine also exist on the backup machiigs will avoid operating system
authority errors when synchrizing and restoring objects to the backup machine.

The easiest way to accomplish this is to synchronize user profiles from the production to the
backup machineThe following user profile replication definition should have been created for
you in the pevious step.

CHGRSFSSA SERVER(your_server_ID) TYPE(*USRPRF) OPTION(*OMIT) ITEMS(Q*)
DISABLEPRF(*NO)

As shown above, system profiles are omitted, and no user profiles are disabled on the target
machine. (To automatically disable profiles on the target niaehspecify
DISABLEPRF(*YES) instead.)

Run the Work With Sync Attributes (WRKRSFSA) command, or RSFHA menu option 40, to
display the list of items ready to be synchronized.

At the Work With Sync Attributes display, preds$3to set some user default&nsure that
*YES is specified for "Run in batch" and RSFUSER/RSFHA is specified for "Job description".

Then, key optio8 beside the *USRPRF entry and press Enter to launch user profile replication.
Important Note: When synchronizing user profiles for tfiest time, it is common to see some
errors. Often, objects needed by one or more user profiles have not been replicated to the target
system yet.These errors can safely be ignored at this titherrors are detected, do a quick

visual check to be serall profiles from the source machine were copied to the target and then

run the following command to establish a synchronization check point for user profiles:
SYNCSYSRSF TYPE(*USRPRF) SERVER(backup_server_ID) FULLSAVE(*MANUAL)

Here's a summary of thestes involved in this step

1 Synchronize user profiles.

T Check to be sure all profiles appear on the backup macBiafely ignore
any other errors at this time.

T If necessary, establish a manual synchronization point, telling RSF to send
only changes toser profiles going forward.

6. Set Synchronization Attributes



Synchronization attributes can be set for each library, IFS directory and system object type
(*USRPRF, *SYSVAL, etc.) to tailor how RSF synchronizes these to the target machine.

There are seval ways to define sync attributes for a new item:

1 Run a command directly. Prompt the Change Library Sync Attributes
(CHGRSFSA), Set Lib Sync Attributes (SETRSFSA), Change IFS Sync
Attributes (CHGRSFISA), Set IFS Sync Attributes (SETRSFISA),
Change Grouync Attributes (CHGRSFGSA) or Change System Sync
Attributes (CHGRSFSSA) command at any command I@e.

T Run a menu option. Run any of options 1014 from the RSFHA
menu. Or,

T Work With Sync Attributes. Run the Work With Sync Attributes
(WRKRSFSA) conmand (or RSFHA menu option 40) to display the
Work With Sync Attributes displayFrom the display, pres$s to create a
new item. Key a "1" beside the appropriate item in the pgplist and
pressEnter.

Note: You can use the Set Lib Sync AttributeETIRSFSA) and Set IFS Sync Attributes
(SETRSFISA) commands to set sync attributes for many libraries or IFS directories at once.

For libraries you can specify:

T Whether files are replicated at the object level or the record level, using
the Journal (JRN) pameter.Journaling is recommend for most libraries
being replicated.

T Whether to use remote journalinfSee the Remote Journal (RMTJRN)
parameter. Remote journaling is also recommend for most libraries being
replicated.

Note: When using remote jonaling, be sure to specify different libraries
for the local and remote journals in order to be ready for a role siap.
recommended name for the remote journal libraRNSTIJRNLIB .)

T Whether to synchronize changes to object authorities as welahagehto
the objects themselves.

T Which objects to include/omit.
T And more.
For IFS directories you can specify:

1 Whether objects are replicated at the object level or the byte level, using
the Journal (JRN) parametefournaling is recommend for all IFS



directories being replicated.

1 Whether to use remote journalinfSee the Remote Journal (RMTJRN)
parameter.Remote journaling is also recommend for all IFS directories
being replicated.

Note: When using remote journaling, be sure to specify diffelibraries
for the local and remote journals in order to be ready for a role siap.
recommended name for the remote journal libraRRNSTIRNLIB )

T Which objects to include/omit.

T And more.

For system information you can specify:

T Which objects toriclude or omit

T  Whether to set target user profiles to *DISABLED status when they are
synchronized.

1 The name of the library in which to store configuration information when
synchronizing *CFG information..

7 And more.

7. Start Synchronization

You arenow ready to begin synchronizatioBeelnitial Library Copy in the Things to Consider
section below to understand the different options for establishing sheynchronization
boundary.

A Synchronization Start Program was created in step 4, so you can use the Start Synchronization
(STRSYNCRSkcommand or RSFHA menu option 20 to bedinyou prefer, you can use the
following commands to begin:

Libraries Synchronize LibrariesYYNCLIBRSH
IFS Directories Synchronize IFS DirectorieSYNCIFSRSH
Systen .
Information: Synchronize System InfGYNCSYSRSI
Group Synchronize Replication Group (SYNCGRPRSF)
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For any of the above commands, specifgtadescription and a nexero value (or *ATTR) for
the "Repeat Every" (REPEAT) parameter to synchronize incremental changes at regular
intervals.

Note: You can also start a synchronization job by keyrgeside an entry on the Work With
Sync Attributes (VRKRSFSA display. Key "WJ" beside an entry to work with the job and
view its status.Key F9 to view replication jobs currently runningnter from there to see jobs
currently waiting on the job queue, alBdter again to return to the Work With Sync Altintes
display.

For more information about numeric and udefined options you can key beside entries on the

Work With Sync Attributes display, position the cursor to the option field on the display and
pressF1.

8. Configure Email Support

To send nofications, RSF's email support must be configur8dethis link for more
information.

9. Modify Your System Start Program

To ensure that replication is started autooadly whenever you IPL your system, you should

add some instructions to your system start prograhe system start program is run by the
operating system automatically when your controlling subsystem is started at the end of the IPL
process.

You can usé¢he following command to determine the name and library of your system start
program:

DSPSYSVAL SYSVAL(QSTRUPPGM)

See source member STRUPPGM in file QCLSRC in RSFTOOLS for the recommended RSF
instructions to add to your system start program.

Simply copy the code from the STRUPPGM model in RSFTOOShe source for your
system start programlhen, recompile your program into the library indicated in your
QSTRUPPGM system value.

There are a few things to consider regarding system start programs:

T You slould create distinct system start programs for the production and
the backup environments.
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1 The system start program for the backup environment should only start
items needed on the DR machin&void starting any production jobs or
subsystems.

T Both startugprograms (source and object) should be stored and
maintained on the production machine, in a library that is replicated to the
backup machineln this way, both startup programs will reside on both
machines.

Following these guidelines will put you oneptcloser to being prepared for a future role swap.

Library Sets

Library replication entries are unique by the combinatiomarf-library, to-library, serverlD
andsetname Multiple replication sets can be defined for a library by specifying difteset
names with the same frehbrary, tolibrary and serveiD.

Generally, you should define a single set for each library. However, there are cases where might
want to define multiple sets:

1 When performance is critical and you want to have multgiget journal apply jobs run
for the library.
1 When different objects in the library must be journaled to different journals due to user
requirements or some other reason.
1 When different objects in the library must have different sync attribute settingsnar
other reason.
Note that sets are only needed when some of
others, and you are replicating the objecthtosamearget machine and library. In the
following cases, while you would need to aefimultiple replication entries, you would not need
to define multiple sets; the sync entries in each case below could all be defined with the *DFT
set:

1 Replicating a library to two or more target machines. In this case, the sync entries would
have the sae fromlibrary and telibrary values, but different server IDs.

1 Replicating a library to two or more target libraries on the same target machine. In this
case, the sync entries would have the same-htaary and server ID values, but
different taelibrary values.

Use a Different Journal for Each Set

When defining multiple sets for a single library, always define a different journal (and associated
remote journal) for each set. This is needed to ensure that each target journal apply job sees only
the enties related to the appropriate set.



For example, if replicating library ABC with sets *DFT, SET2 and SET3, you might assign
journal JRNLIB/ABC and remote journal RMTJRNLIB/ABC to the *DFT set, following the
usual standard; then assign journal JRNLIB/AB®D2@ remote journal RMTJRNLIB/ABC2 to

SET2; and journal JRNLIB/ABC3 and remote journal RMTJRNLIB/ABC3 to SET3.

Use Include/Omit to Ensure Each Set is Unique

When defining multiple sets for a library, define include/omit specifications so as to ensure that
no object is included in more than one set. Objects included in more than one set may not
replicate properly.

Take Care When Starting Replication From Scratch

Starting replication for a library from scratch means starting replication for the very fiesbtim
refreshing the whole library after replication has been running for a while. The whole library is
sent from the source to the target. After the library is successfully restored, incremental changes
can be sent.

When starting from scratch for a lilbyathat has multiple sets defined, special considerations
apply.

T You must manually clear the target library. Sync jobs for libraries with multiple sets
defined assume a value of *NO for the ACI e
on the Synchrong Libraries (SYNCLIBRSF) command. Normally, when replication is
started from scratch, a value of CLEAR(*YES) is used and-R&FRutomatically clears
the target library to ensure the initial restore is done cleanly. With multiple sets,
however, each entigends a unique set of objects to the same target library. Since the
order in which sync jobs run is unpredictable, any set that clears the target library could
delete objects belonging to other sets.

T If multiple sets are defined for a library and youaesreplication for one of the sets
from scratch, you must restart all of the sets for the library from scratch. This follows
from the fact that the target library will be manually cleared at the beginning of the
refresh process.

1 Due to the difficulty réreshing a whole library for which multiple sets are defined, you
Sshould specify *NOMAX for the fAMax i tems t
attributes for libraries with multiple sets.

Once an initial sync point is established for all sets fofiltinary, only incremental changes are
sent. From that point forward, the sync jobs for the various sets behave like all other sync jobs.

Replication Groups

Replication groups provide a way to collect replication entries for different libraries andlcontr
them as a single entityReplication groups are optional; libraries can be replicated individually
or as part of a replication group.



Replication groups use a single replication journal for all libraries in the gfeupthis reason,
using groups mabe slightly less efficient than replicating libraries separately.

Use replication groups when:

1 An application uses multiple libraries and you want to be able to start and stop replication
for the entire application easily.

T You want to ensure that chgas across multiple libraries are processed on the target
machine in the same order that they occurred on the source machine.

T An application uses commitment control in a way that spans multiple libraries, where
objects in multiple libraries can be parttbé same commit transaction.

Assigning Items to Groups

There are two ways to assign a library to a grovdpu can prompt the Change Group Sync
Attributes (CHGRSFGSA) command and add one or more library entries to the group.

Change Gr oup Sync Attributes (CHGRSFGSA)

Type choices, press Enter.

Group . ............ > GROUP1 Name
GroupserverID........ BACKUP Name, *SAME
Library information:
From library .. ....... LIB1 Name, *NONE, *SAME
Tolibrary .......... LIB1 Name, *FROMLIB
Library serverID  ...... BACKUP Name, *GRPSERVER
Sethame........... ONE Name, *DFT
Fromlibrary . ........ LIB2 Name
Tolibrary .. ..... . LIB2 Name, *FROMLIB
Library serverID  ...... LOC4 Name, *GRPSERVER
Sethame........... *DFT Name, *DFT
+ for more values
Create library entries . . . .. *NO *YES, *NO
Library managemen toptions. .. *ENDJOB  *ENDJOB,
*ENDRMTJRN...
Journal  ............ GROUP1 Name, *SAME, *NONE,
*GROUP

Library — ........... JRNLIB Name, JRNLIB



Or, you can prompt the Change Library Sync Attributes (CHGRSFSA) comimasd, F10 to
see all parameters, page down and change the Replication Group (GROUP) parameter to the
desired group.

Change Library Sync Attributes (CHGRSFSA)
Type choices, press Enter.

Replication group . . .. ... GROUP1 Name *NONE, *SAME
Ignore remote error . . .. .. *NO *YES, *NO

When using the Change Library Sync Attributes to assign a library to a group, the group must
have been previously created with the Change Group Sync Attributes command.

When using th€hange Group Sync Attributes to assign one or more libraries to the group,
either the sync attribute entries for the libraries must already exist or you must specify *YES for
the Create Library Entries (CRTLIBENT) parameter.

Note that there can be muligpsync entries for a given library when:

1 Replicating a library to more than one target machine.
1 Replicating a library to more than one target library on the same target machine.
1 Alibrary is divided into logicakets

However, a given library can only be assigned to a group dhtieere is more than one sync
attributes 4ntboy oot yaomer ofm them Thasis be assi
because:

1 There is a single journal and single remote journal apply job for the entire group.

1 While journal entries tell us the library for a changed object on the source machine, they
contain no additional information that would allow RBR to distinguish between
multiple sync attribute entries for the library.

Attributes of the library sync entry determine how a library is replicated for the group, including
select/omit criteria to use, the target library name, and more.

Working With Groups

You can use the followmg commands and options to work with replication groups:

Can be
Command Description Usage Accessed From
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CHGRSFGSA Change Group | Create a new group | RSFHA menu
Sync Attributes| or change the option 11.
attributes of an
existing group. F6 from the
Work With
Sync Attributes
display.
DLTRSFGSA Delete Group | Delete a group Option 4 beside
Sync Attributes| definition. a group item on
the Work With
Sync Attributes
display.
SYNCGRPRSF Synchronize Start replicating a RSFHA menu
Replication group. option 22.
Group
Option 8 beside
a group item on
the Work With
Sync Attributes
display.
CHKGRPRSF Check Compare the source| Option 16
Replication and target objects in| beside a group
Group a group, produce a | item on the
list of mismatches | Work With
and refresh Sync Attributes
mismatched objects.| display.
CLNGRPRSF Clean Detect and remove | Option 20
Replication orphan objects from | beside a group
Group the target machine. | item on the
Work With
Sync Attributes
display.

Groups can also be controlled by various commands thbt @pmultiple sync attribute types:

Synchronize From Attributes (SYNCATTRSF)
End Synchronization Job (ENDSYNCRSF)
Check Defined Items (CHKATTRSF)

Clean Defined Items (CLNATTRSF)

Work With Sync Attributes (WRKRSFSA)

Group Precedence

Some sync attrilites can be set at both the library and group letsvever, all group sync
attributes (journal, server ID, etc.) override similar sync attributes that may be specified at the
library level.



Library Sync Entr
From To Server Set Remote
Lib Lib ID Name Journal Journal
ABC DEF | TEST *DFT JRNLIB/ | RMTJRNLIB
ABC /ABC
Group Sync Entry
Server Remote
Group ID Journal Journal
GROUP | BACKU | JRNLIB/ | RMTJRNLIB
1 P GROUP | / GROUP1
1

In the above example, when the entry for library ABC is added to GROUP1, the searet ID
journal information (and more) specified in the library sync entry are overridden at run time by
the values specified for the groubdowever, the To Lib, include/omit specifications and other
attributes that can only be specified at the library lavelstill honored.

Things to Consider

Initial Library Copy

When you first synchronize a library or IFS directory, RSF will copy the entire library or
directory to the target to ensure the versions are iden#dhlsource and target objectamust
begin with identical ownership and attributes, as well as identical data.

If you know the libraries are identical or you would like to copy the library manually, follow
these steps:

1. Define sync attributes for the library in questidrhis can be done by
o Running option 10 on menu RSFHA, or
o Keying F6 from the Works With Sync Attributes display, or
o Prompting the Change Library Sync Attributes (CHGRSFSA) command at
any command line.

Be sure to specify a journal name and remote journal name on the syncesttrTing journal

and remote journal names should be the same and should be similar to the libraryiname.
recommended journal library nameJRNLIB . The recommended remote journal library name
isRMTJRNLIB .

2. Set a manual sync point using FULLSAVE(*MAML *BEGIN). To do this,
key an 8 beside the entry on the Work With Sync Attributes displapress F4
instead of EnterPress F10 to see all parameters and page dGwange the
"Full save" parameter to *MANUAL*BEGIN. Press EnterWait for this jd to




finish before doing your savelhis will start journaling for all objects in the
library.

3. Save the library, specifying *LIB for the "Save active" paramefdso, be sure
to specify the following: PRECHK(*YES)ACCPTH(*YES)

4. Make sure the target liary is empty or does not exist before trying to restore to
the target.Make sure the restore completes successfully.

5. Use the following two commands to disable any triggers and constraints in the
library just restored:

CHGTRGRSF FILE(your_library/*ALL) SRTE(*DISABLED)
CHGCSTRSF FILE(your_library/*ALL) STATE(*DISABLED)

6. After the restore completes successfully, repeat step (2) above, only this time,
specify *MANUAL *END for the "Full save" parameter.

Logicals and Physicals in Different Libraries

If you sore logical files in a different library from the physical files they're based on, you have a
crosslibrary dependencyThis is not the recommend way to organize your data because it is
more complicated to manage.

Tip: Use the Display Croslsib Dependen@s (DSPDBRRSF) command in library RSFTOOLS
to check for crostibrary dependencies.

In most cases, you can replicate your libraries in any order and RSF will manage any cross
library dependencies automatically.

Note that when a library is synchronized floe first time, RSF sends the entire library to

establish a clean synchronization bounddnythe process, RSF will want to clear the library on

the target machine before restoring the copy saved from produdtiamy objects cannot be

cleared, inquy message RSF3136 is sent to the system operators message queue on the target
machine. The text for message RSF3136 is

Message . . . . : Unable to clear library &1. (CR I)

Cause . ....:An RSF synchronization job needs to clear library &1 on ttignadoefore it
can continue but one or more objects in the library can not be deleted.

Recovery . . . : Do one of the following:
-- Type C to cancel the synchronization job.

-- Determine which objects in &1 can not be deleted, correct the problethemtype R to



retry the operation and let the synchronization job continue.

-- Type | to ignore the clear operation and let the synchronization job try to continue without
clearing the library.

To resolve the problem, manually delete any remainingotdjn the target library and then
answer the message with an 'R’, allowing the replication of the library to continue.

When to Journal

When in doubt, use journaling and remote journaling for replicating all of your libraries and IFS
directories.Rementer:

1 For all IFS directories, and for any library that contain database files which
change frequently, using journaling and remote journaling is the only way to go.

1 For libraries that don't contain many journalable objects or that don't change
frequently,any journals created for replication will be small and insignificant.

Either way, you can't go wrong using journaling.

When not to Journal

Though it's easiest to just go ahead and specify journaling and remote journaling for all of your
libraries and IFSlirectories, you might consider omitting journaling when:

T The library contains no database files, data areas or data queues. Or,
1 The library contains only source files and other-filznobjects

Remote Journaling

Important: Remote journaling uses TCPrm446(DRDA), and447(DDM) and3777(remote
journaling proper).If you intend to use remote journaling and your source and target machines
are separated by a firewall, be sure to open ports 446, 447 andiB@&tdition, you should use
the Change DBl TCP/IP Attributes (CHGDDMTCPA) command on the target machine to
change the "Lowest authentication method" optioHU8RID, as other options do not work in
most environments.

In general, you can use remote journaling any time journaling is used tatelikbrary or IFS
directory.



Advantages of remote journaling:
1 The journal changes are sent more quickly and efficiently.

1 The journal changes are sent continuously and applied continuously. At
synchronization intervals, RSF checks the progress gbtineal apply process
but does not need to send the journal entries.

Disadvantages of remote journaling:
T All journal entries are sent, even those that are not needed for replication.

T Filtering is not supported. *NO is assumed for the "Filter JouEn#iies"”
(FLTIRN) parameter.

Triggers and Library List Considerations

To avoid duplicate updates on the target machine, it is recommend that triggers be disabled on
the target.The easiest way to accomplish this is to use the default vahY&e& for "Disable
triggers on target” (DISTRG) when setting the sync attributes for a library.

If you leave target triggers enabled, you must ensure that the trigger programs exist on the
target. In addition, the RSF job that applies journal changes on the tatggtbe able to find
any trigger programslf necessary, add libraries containing trigger programs to the Initial
Library List parameter of job descriptions RSF/RSFTCP2, RSF/RSF and RSF/RSHaAT.
can use the Print Trigger Programs (PRTTRGPGM) commarideosource machine to help
identify triggers.

Note: If your trigger programs update files that are being replicated by RSF, there is no need to
run these programs on the target mach®eecify*YES for "Disable triggers on target"

(DISTRG) when settinghe sync attributes for a librarfrthe RSF commands Change PF

Triggers (CHGTRGRSF) and Change PF Constraints (CHGCSTRSF) also make it easy to
disable triggers and constraints for all files in a librafyhen triggers are disabled on the target,
the triggers are automatically+enabled after a role swap.

Multiple Journals Per Library

It's simpler if all objects in a given library are journaled to the same jourwaliever, if you
have a need to use multiple journals for a single library, RSF careptittate all of the
changes.To accomplish this



Use differentSet Names Library sync entries are unique by From Library, To
Library, Server ID and Set Name.

Use tle Change Library Sync Attributes (CHGRSFSA) command to define
replication with journaling for each "from library", "to library", "to server ID" and
"set name" combinationWith multiple journals per library, specify the same
"from library" and "to library but a different set name for each journal.

For each Synchronization Attributes specification, exclude the files that are
journaled by thetherjournal. For all but one of the Synchronization Attributes
specifications, exclude all ngournaled objectypes (all objects other than

physical files, data areas and data queues) to avoid replicating those objects more
than once.

Use multiple instances of the Synchronize Libraries (SYNCLIBRSF) command to
replicate the "from" and "to" library to each setm& thus replicating all of the
changes from all of the journals used with the library.

System 36 Environment

If you are running the System 36 environment on your systems:

il

f

Be sure that the job used to submit replication tasketisunning in the S/36
environment. One way to do this is to specify *NONE for "Special Environment"
on the user profile that will be used to submit replication jobs.

Be sure that user profile RSFSRV has *NONE specified for "Special
Environment” on both the production and baghknachines.

When replicating #LIBRARY, omit objects of type *S3@/hen #LIBRARY is
replicated for the first time, the library on the backup machine may not be able to
be cleared completely if it contains an *S36 objdttnquiry message RSF3136

is ©nt and the *S36 object is the only one that could not be cleared, take option
"I" to ignore the message and allow the replication to continue.

Is Everything OK?

How can you tell if the synchronization process is doing its job, without errors?


http://www.bugbusters.net/rsf_manual/Chapters/HA_Mirror.htm#sets

The bestvay is to use a System Monitor Program to notify you by email or text message if
there's a problemSeeherefor more info. You can also do the following:

On the prduction (source) machine:

T Use the Work With Sync Attributes (WRKRSFSA) displayhe last synchronization
date and error date for each item can be seen at a gidoaecan also display the
detailed synchronization status for any item.

1 Run the Display Ibrary Sync Status (DSPRSFSS), Display IFS Sync Status
(DSPRSFISS), Display System Sync Status (DSPRSFSSS) or Display Group Sync Status
(DSPRSFGSS) command independently.

1 To make doubly sure, you can use the Check Libraries (CHKLIBRSF), Check IFS
Directay (CHKDIRRSF) or Check System Items (CHKSYSRSF) command to compare
the contents of libraries, directories and system informatiau can also access these
functions from the Work With Sync Attributes display by keying option 16 beside any
entry.

1 Look for RSF job logs.Select optior5 from the RSFHA menu.
On the backup (target) machine:

T Look for history log messageSelect optiort6 from the RSFHAT menu.

1 Look for RSF job logs.Select optior5 from the RSFHAT menu.

T When an error occurs applyifjmurnal entries on the target machine, the save file
containing the transmitted journal entries is renamed to Jdddddhhmm, where ddddd is the
Julian date and hhmm is the time in hours and mindfks. library containing the file is
determined by the RSIequester entry on the target machine (WRKRSFRDE), but the

default library is RSFTEMPA save file renamed in this way is not deleted by RSF;
these must be deleted manually.

Remember: RSF repairs most synchronization errors automatically, within a cyt¥eoo If
you see an error that appears to go away after a few cycles, it has most likely been fixed already
by RSF.

Role Swap

Overview
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At any given time in a typical twmachine High Availability environment, one machine acts as
the sourceor producton machine and the other acts astdrgetor backupmachine.Users

interact only with the production machinReplication keeps the backup machine synchronized
with the production machine; changes to the production machine are automatically minrored o
the backup machine.

The machine that usually plays the production role is calledrthary machine. The machine
that usually plays the backup role is calleddbeondarymachine.

A role swap switches the perspective and the flow of dataefore he role swapA was the
production machine arlwas the backupmachine, then after the role swBjacts as the
production machine andl (when available) acts as the backup machlideally, users
experience minimal disruption while the swap is occurri@gce the role swap is complete,
users should not be able to detect the difference.

A role swap can bplannedor unplanned
A planned or deliberate role swap might occur for many reasons, including:

1 As atest of the backup system and the integrithefreplication
environment.

1 To allow software or hardware maintenance to occur on the primary
machine.

An unplanned role swap occurs when a hardware or other error on the production machine forces
that machine out of serviceln such a case, the bagkmachine is swapped into production and

the former production machine will act as the backup machine and target for replication once the
error is corrected and again becomes available for use.

Preparation

There are several steps you must take iermota be prepared for a role swaphe more
thorough your planning and advance preparation, the smoother your role swaps will be.

1. Ensure that all needed system informatibbraries and IFS directories
are being replicatedAfter having performed a relswap is the wrong
time to discover that a needed library was not being replicdteid. is the
most important item in the list.

2. Synchronize configuration information from production to backug
from backup to productionWhen synchronizing from pduction to
backup, we recommend synchronizing to target library name
RSFCFGPRD. When synchronizing from backup to production, we



recommend synchronizing to target library nadR&CFGBKP.

The Change System Sync Attributes (CHGRSFSSA) command is used to
define the target library to use when synchronizing *CFG

information. The Synchronize System Info (SYNCSYSRSF) command is
used to perform the actual synchronization.

We recommend synchronizing configuration information at least daily, in
both directions.

3. Ensure that library RSF is synchronizadoth directionsas follows:

o Do not journal the objects in RSF (specify *NONE for the Journal
parameter.)Otherwise, it will be very difficult to upgrade to a
future release of RSF.

o Synchronize to a differemarget library name(Important!)

o Synchronize library RSF from production to baclanal from
backup to productionWhen synchronizing from production to
backup, we recommend synchronizing to target library name
RSFPRD. When synchronizing from backup production, we
recommend synchronizing to target library naR&FBKP.

o We recommend synchronizing library RSF every hour or two, in
both directions.

o You can use the Change Library Sync Attributes (CHGRSFSA) to
omit all RSF *PGM objects from synchraation. Only non
program RSF objects need to be synchronized.

4. Create Synchronization Start Programs on both the production and backup
machines so that your replication environment can be started
consistently. Seeabovefor more details.The Synchronization Start
Program on the backup machine only needs to start synchronization for
configuration information and for library RSF, as described in points 2 and
3 aboe.

5. Create a Production to Backup role swap progr&eebelowfor more
information.

6. Create a Backup to Production role swap progr&eebelowfor more
information.
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7. Use the Change RSF Defaults (CHGRSFDFT) command (option 80 on
menu RSFHA) to set the value for the Current Replication Role (ROLE)
parameter.

Create a Produwction-to-Backup Role Swap Program

A Production to Backup Role Swap Program contains all the steps needed to convert the
production machine to the backup roféreating your own program allows you to customize the
role swap process.

Two model programs afacluded in RSFTOOLSSee source members SWAPTOBKP and
SWAPTOBKP2 in file RSFTOOLS/QCLSRCIo create your own program, copy one of the
two programs to your own library and modify it thei2o not store your program in libraries
RSF or RSFTOOLS or it méye lost the next time you upgrade R3tar complete system
integrity, you should replicate the library containiggur program to the target machine.

We recommend creating a new library called RSFUSER in which to store source and objects for
userwritten role swap andynchronization stagrograms.

The difference between SWAPTOBKP and SWAPTOBKP?2 is that the former assumes IP
addresses and system configuration laél swappedThe latter does not.

Note that your Production to Backup Role Swap Program will be passed no parameters.

Once you've created your program, tell RSF where to find it by using the Change RSF Defaults
(CHGRSFDFT) commandPrompt the commandage down almost to the end and set the
"Role swap to backup" (SWAPTOBKP) parameter.

Note: Library RSFUSER and your Production to Backup Role Swap Program are created for you
automatically when you use the Initialize RBR Setup (INZRSFHA) command to setypur
HA environment.

Create a Backupto-Production Role Swap Program

A Backupto Production Role Swap Program contains all the steps needed to convert the
backupmachine to the production rol€reating your own program allows you to customize the
role svap process.

Two model programs are included in RSFTOOISRe source members SWAPTOPRD and
SWAPTOPRD?2 in file RSFTOOLS/QCLSRQ.0 create your own program, copy
SWAPTOPRD to your own library and modify it ther®o not store your program in libraries
RSFor RSFTOOLS or it may be lost the next time you upgrade FFSFcomplete system
integrity, you should replicate the library containing your program to the target machine.

We recommend creating a new library called RSFUSER in which to store sourcgeats faip
userwritten role swap andynchronization stagrograms.
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The difference between SWAPTOPRD and SWAPTOPRD?2 is that the former assumes IP
addresses and ggs configuration will be swapped.he latter does not.

Note that your Backup to Production Role Swap Program will be passed no parameters:

Once you've created your program, tell RSF where to find it by using the Change RSF Defaults
(CHGRSFDFT) commandPrompt the command, page down almost to the end and set the
"Role swap to production" (SWAPTOPRD) parameter.

Note: Library RSFUSER and your Backup Production Role Swap Program are created for you
automatically when you use the Initialize RBR Setup (NZRSFHA) command to setup your
HA environment.

Performing an Unplanned Role Swap

In the event that the primary machine unexpectedly goes down, swap the secondary machine into
production:

1. On the secondary machine, select option 89 from the RSFHAT
menu. You must be signed on as QSECOFR or equivalénti you
must also run the option from the system console or specify *YES for
"Run in batch.".

Role Swap to Production
(SWAPPRDRSF)

Type choices, press Enter.

Runinbatch...  .......
*NO *YES, *NO
Are you sure?  .........
*NO *YES, *NO
Currentrole.......... *PROD

Fill in the command prompts and press Enter to begin the role

swap. Status messages keep you informed of pssyi/hen the process
completes, users can resume their wdrke former backup machine is
now acting as the production machine.



2. Once the problem with the primary machine is resolved and the machine
becomes available, convert it to the backup roleunying option 89 from
the RSFHA menuAgain, you must be signed on as QSECOFR or
equivalent and you must either run the option from the system console or
specify *YES for "Run in batch.".

Note: When you first IPL the primary machine after fixing threlggem that caused it to go
down, it's likely that it will try to start replication from itself to the secondary machifier all,
when the primary machine went down, it was acting as the production madlireoid
causing a problem, make sure theH®rver is ended on the secondary machine before
restarting the primaryThen, swap the primary to the backup role as soon as the IPL
completes.After that, you can restart the RSF server on the secondary machine.

Role SwaptoBa ckup (SWAPBKPRSF))

Type choices, press Enter..

Runinbatch........... *NOO *YES, *NOO
Are you sure?  .......... *NOO *YES, *NOO
Currentrole.......... *PRODD

3. You will now be replicating from theecondary to the primary machine,
with the secondary machine functioning as productibmswap back,
wait until all replication jobs are caught up and then follow steps 4
through 6 of glanned, full swap

Performing a Planned Role Swap

A planned role swap can take several formke following table summarizes the options.

Type Description Relative Benefits
Full Complete swap of both Takes the longest, but exercises role swaps ir
machines both directions on both machine&ny user data
changes made during the role swap are prese
Archive Primary machine is taken offFaster tharull, but slower thalCompare Good

line but is not swappedOnly [simulation of an unplanned role swagser data|
the secondary machine is |changes made during the role swap are disca
swapped.RSF's
archive/refresh tools are us¢Before swapping the secondary machine to th
to roll back any changes mgproduction role, all libraries and ditecies are

on the secondary machine |archived. After returning the secondary machi
while testing the role swap.
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to the backup role, all libraries and directories
refreshed from the archive.
Compare Primary mabine is taken off [Faster thai\rchivebut slower thaiRead
line but is not swappedOnly [Only. Good simuléon of an unplanned role
the secondary machine is [swap. User data changes made during the rol
swapped.RSF's compare |swap are discarded.
tools are used to roll back a|
changes made on the After returning the secondary machine to the
secondary machine while [backup role, a compare of all libraries and
testing the role swap. directories is launched from the primary
machine. Objects that were chgad on the
secondary machine are refreshed when replic
from the primary to the secondary machine
resumes.
ReadOnly Primary machine is taken ofFastest optionlUsers can view but not change
line butis not swappedOnly jany data during the role swap.
the secondary machine is
swapped. (RSF does not enforce the reawly restriction
during the role swapThe system administrator
responsible for enfaement.)
TestWhile- [The "TestWhile-Active This has all the benefits of "Compare" Read
Active (Most [swap" is like the "Compare"|Only", plus it allows you to perform a test swa|
Recommende(or "ReadOnly" swap, excepiduring working hours, while users continue
that work continues on the [updating files on the primary machine.
primary machine during the
test.

To perform &ull role swap:

1. Warn uses to sign off t

2. Swap the primary machine to the backup role by running option 89 from

he primary (production) machine.

the RSFHA menu.You must be signed on as QSECOFR or equivalent
and you must either run the option from the system console or specify
*YES for "Run in batch.".Wait for the swap to complete.

Swap the secondargnachine to the production role by running option 89
from the RSFHAT menu.When the swap completes, users can sign back

on and resume workThe secondary machine is now thedarction

machine.

4,
machine.

When you're ready to swap back, warn users to sign off the secondary
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5. Swap the secondary machine to the backup role by running option 89 from
the RSFHA menu.Wait for the swap to complete.

6. Swap the primarymachine to thenoduction role by running option 89
from the RSFHAT menu.When the swap completes, users can sign back
on and resume workThe primary machine is again the production
machine.

To perform arArchive role swap:
1. Warn users to sign off the primary machine

2. Take the primary machine offline by doing one of the following,
depending on the requirements of your environment:

o End subsystem QINTER, end the RSF server function and hold the
synchronization job queue RSFUSER/RSFHA.

o End all subsystems

o Power downhe system.

3. Swap the secondargnachine to the production role by running option 89
from the RSFHAT menu.The secondary machine is now the production
machine, but the next step should be completed before any changes are
made to user libraries.

4. Use the Achive from Sync Attributes (ARCATTRSF) command to
archive all production libraries and IFS directories on the secondary
machine.When the the archive is complete, users can sign on and make
changes.

5. When you're ready to swap back, warn users to sigih@fsecondary
machine.

6. Use the Refresh from Sync Attributes (REFATTRSF) command to refresh
all production libraries and IFS directories on the secondary
machine.Note: Be sure to omit library RSF from the refresh.

7. Swap the secondary machine to tiaekup role by running option 89 from
the RSFHA menu.Wait for the swap to complete.

8. Restart the primary machin&Vhen the machine comes back up, users can
sign back on and resume workhe primary machine is again the
production machine.



To perfom aComparerole swap:
1. Warn users to sign off the primary machine.

2. Take the primary machine offline by doing one of the following,
depending on the requirements of your environment:

o End subsystem QINTER, end the RSF server function and hold the
synchraization job queue RSFUSER/RSFHA.

o End all subsystems

o Power down the system.

3. Swap the secondamachine to the production role by running option 89
from the RSFHAT menu.When the swap completes, users can sign on
and make changed.he secondary machimgnow the production
machine.

4. When you're ready to swap back, warn users to sign off the secondary
machine.

5. Swap the secondary machine to the backup role by running option 89 from
the RSFHA menu.Wait for the swap to complete.

6. Restart the primargnachine.As soon as the primary machine is available,
users can sign on and resume wofke primary machine is again acting
as the production machine.

7. Use the Check Defined Items (CHKATTRSF) command on the primary
machine to identify changed objects thhe secondary machin®e sure to
pressF10to see all parameters and specify REFRESH(*YES) and
CMPACT(*AUTO). Specify RSFUSER/RSFHA or something equivalent
for Job Description Any changed objects on the secondary machine will
be refreshed in the nmal course of replication.

To perform eRead-Only role swap:
1. Warn users to sign off the primary machine.

2. Take the primary machine offline by doing one of the following,
depending on the requirements of your environment:



o End subsystem QINTER, end tR&F server function and hold the
synchronization job queue RSFUSER/RSFHA.

o End all subsystems

o Power down the system.

3. Swap the secondarmnachine to the production role by running option 89
from the RSFHAT menu.When the swap completes, users can sign on
view items without making any changeBhe secondary machine is now
the production machine.

4. When you're ready to swap back, warn users to sign off the secondary
machine.

5. Swap the secondary machine to the backup role by running option 89 from
the RSFHAmMenu. Wait for the swap to complete.

6. Restart the primary machin&/hen the machine comes up, users can sign
back on and resume workhe primary machine is again the production
machine.

To perform arestWhile-Active role swap:

Note: Users can aatinue working and making changes to the primary machine throughout all of
the following steps.

1. Make the primary machine invisible to the secondary machine from the
point of view of RSF:

o End the RSF server function on the primary mach{lRSFHA
menu opion 3.)

o End all replication jobs on the primary machine using a command
similar to the following, or RSFHA menu option 30:

RSF/ENDSYNCRSF JOB(*ALL) RMTIJRNJOB(*ALL) WAIT(5)
DELAY(15)

2. Swap the secondargachine to the production role by runniogtion 89
from the RSFHA menu.When the swap completes, users can sign
on. The secondary machine is now behaving like the production
machine. Decide whether you want to allow changes to be made to the
secondary machine during the test.

3. When you're ready to swédgack, warn users to sign off the secondary
machine.



4. Clear job queue RSFUSER/RSFHA on the secondary machine to to
remove any synchronization jobs that may have been submitted in a
previous step:

CLRJOBQ JOBQ(RSFUSER/RSFHA) LOG(*NONE)

5. Swap the secondary ntane to the backup role by running option 89 from
the RSFHA menu.Wait for the swap to complete.

6. Restart RSF on the primary machine:

1 Start the RSF server functiofRSFHA menu option 2.)
T Start replication (RSFHA menu option 20.)

7. If you allowed changet® be made to the secondary machine during the
test, use the Check Defined Iltems (CHKATTRSF) command on the
primary machine to identify objects that were changed during the test on
the secondary machin&e sure to preds10to see all parameters and
spedfy parameters as shown below:

CHKATTRSF SERVER(my._server) IFS(*YES) CMPACTWAIT(500) ALWDHRLS)
JOBDRSFUSER/RSFHAQ REFRESH{YES)

Replace "my_servewith the RSF server ID used to access the secondary machine from the
primary machine Any objects tlat were changed during the test on the secondary machine will
be refreshed in the normal course of replication.

Special Considerations for TweWay Mirroring

Two-way mirroring is needed if the objects being synchronized can be updated on both the
source and target machineBhis type of replication can present special challenges.

A more typical application mix on a single machine would allow different users and different
applications to be interacting with and updating a single datdrs#tis scenario, integrity is
maintained by the operating system via record and object locks.



Even a distributed application which accesses a single data set via DDM or SQL gets a lot of
help from the operating system in maintaining integrity.

With replication @ mirroring, however, there are two distinct copies of the dataen both
copies can be updated directly by user applications, extra care must be taken to ensure that the
copies do not divergeRSF helps facilitate twavay mirroring in the following was.

1 RSF can process target updates by unique key rather than by relative record
number. This helps ensure that a given record is referred to consistently across
systems.

1 RSF understands which changes to files being replicated were made by the RSF
synchraization process itself and by user exit programs, thus preventing these
changes from being applied redundantly to the original machine.

T User exit programs can be tied to target files, giving you full control over how
files are updated in a twway mirraing environment.

User Exit Programs

Some file updates require special handling in away mirroring environmentHere's a classic
example:

Assume a given file contains a counter or total field called NUMBER. NUMBER could
represent inventory on handstaised order number, last date accessed, etc. Witvane
replication, changes to the file on machikean be applied literally to machiie With two-way
mirroring, however, an increment to NUMBER in a record on machisieould result in an
equivalenincremento NUMBER in the same record on machBie&keeping in mind that
NUMBER may have been incremented by a program local to maBle&re the change from
Alis received. This can easily be handled by an exit program which looks at the beforterand af
values for NUMBER and increments the field in the target record appropriately.

Exit programs are passed the following parameters:

File name (CHAR 10)
Library name (CHAR 10)
Member name (CHAR 10)
Image length (BIN 4)
Before image (CHAR *)
After image (GHAR *)

=A =4 -4 -4 -4 4

It is the user's responsibility to ensure that exit programs are well behaveakticular, they
should:

1 Run quickly.
1 End with an exception if an error is encountered.



f
f

Handle internal errors. Don't hang waiting for a message reply.
Remain activ€in RPG, don't set on LR) between calls to improve performance.

See source member UPDATEEXIT in RSFTOOLS/QCSRC for a sample exit program.

To associate an exit program with a target file, use the Change Unique Key
Association (CHGRSFUKEY) command on thertget machine.Specify the physical file name
for the PFILE parameter and the qualified exit program name for the EXITUPD parameter.

Do not place your exit programs in libraries RSF or RSFTOOLS as they may be lost at the next
RSF upgrade.

Setup Recommendtions

Apart from any needed user exit programs, here are additional recommendations for setting up
two-way replication for a library.

1.

f

f

First, decide if one machine should be considered the prinfdry.primary

machine has the final say if there's a diparey. When any new object is created
on the primary machine, it is always sent to the secondary macheeprimary
machine is also allowed to refresh whole objects to the secondary machine when
they get out of sync.

A new object that appears on a@edary machine is not sent to the other
machine unless:

The object is journalable (a database file, *DTAARA or *DTAQ) and it was
originally created on the secondary machine, or
The object isiotjournalable and it does not already exist on the other machi

Where appropriate, you can designate both machines as secondary machines.

1.

w N

Use different journal names for replicating the library in each directaon.
example, when replicating library TEST from machine A to B, you might specify
JRNLIB/TEST for thgournal and RMTJRNLIB/TEST for the remote journal as
usual. Then, for replicating from B to A, use different journal names such as
JRNLIB/RTEST for the journal and RMTJRNLIB/RTEST for the remote

journal. (In this example, the "R" at the beginning of jbernal names stands for
"reverse".)

Replicate by unique keySee the recommended sync attribute settings below.)
Start replication on the primary in the normal wayhen the first replication

cycle completes, usemaanual sync poirtb start replication on the secondati.
neither machine is designated as primary, treat one machine as primary for the
purposes of starting replication.
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4. Make sure that your sync starograms set the PRIMARY parameter
appropriately on all SYNCxxxRSF commands when starting replication jobs for
this library.

5. On a secondary machine, use the following values when setting sync attributes for
the library:

Change Library S ync Attributes (CHGRSFSA)
Type choices, press Enter..
Apply journal entries by ... *KEY *KEY, *RRN, *SAME

Refresh on journal apply error *NONE *DATA, *ALL,
*NONE, *SAME

Create standby journal ..... *NO *YES, *NO, *SAME

6. On a primary machine, you can use the same values as shown above, or you can
specify *DATA for "Refresh on journal apply error" if desired.

Additional HA Tools

RSF provides additional tools to help you fio@e your HA environmentMany ofthese are
used internally by RSF in the course of replicating your systeveral are used in the model
Sync Start and Role Swap programs provided in RSFTO@ash tool has a corresponding CL
command with extensive online help text.

Compare

The following commands allow you to compare objects in one or more libraries or directories.

Option on
Work
With
Sync
Attributes
Display

Command Description Menu



Check Libraries
(CHKLIBRSF)

Check Objects
(CHKOBJRSF)
Check IFS
Directory
(CHKDIRRSF)

Check IFS Obiject
(CHKIFSRSF)
Check Defined
ltems
(CHKATTRSF)

Used to determine if the  RSFINT 16
objects in two libraries

match. A report or an dput

file is generated, listing any
unmatched objects.

In a replication environmen
you can use the "Refresh
unmatched objects”
(REFRESH) parameter to
cause any unmatched obje
to be automatically
refreshed.

Usedto determine if two RSFINT
objects match.

Use this command to RSFINT 16
determine if two IFS

directories, their contents a
subdirectories match. A

report or an output file is

generated, listing any

unmatched objects.

In a repication environment
you can use the "Refresh
unmatched objects”
(REFRESH) parameter to
cause any unmatched obje
to be automatically
refreshed.

Used to determine if two IF RSFINT
objects match.

Use this command to checlRSFINT
the objects in some or all o
the libraries and IFS
directories defined on your
Work With Sync Attributes
(WRKRSFSA) display. The
libraries and directories are
compared to their
counterparts on the target
machire to determine if the
match.

The Check Libraries



(CHKLIBRSF) command is
run for each selected librar
The Check IFS Directory
(CHKDIRRSF) command i¢
run for each selected IFS
directory.

Clean

The following commands allow you to delete orploaects from a DR target machin®bjects

that are replicated without journaling are not always deleted from the backup machine when the
associated object ideleted from the production machine. These commands provides a way to
periodically clean up ths® orphan objects.

Option on
Work
With
Sync
Attributes
Display
Clean Library Use thiscommand ona  RSFINT 20
(CLNLIBRSF) backup machine to delete

objects that do not exist in

the associated library on th

production machine.

Clean Directory  Use this command ona  RSFINT 20
(CLNDIRRSF) backup machine to delete

objects that do not exist in

the associated directory on

the production machine.

Clean Defined Iterr Use this command to clean RSFINT

(CLNATTRSF) some or all of the libraries
andIFS directories defined
on your Work With Sync
Attributes (WRKRSFSA)
display. The libraries and
directories on the target
machine are cleaned, using
libraries and directories on
the production machine for
reference.

Command Description Menu

The Clean Library
(CLNLIBRSF) commands
run for each selected librar



The Clean Directory
(CLNDIRRSF) command is
run for each selected IFS
directory.

Journal Management
The following commands help you manage your journals and remote jouNwksthat:

1 RSF can create replicatigournals and remote journals for you when you define
sync attributes using the Change Library Sync Attributes (CHGRSFSA), Change
IFS Sync Attributes (CHGRSFISA) and Change System Sync Attributes
(CHGRSFSSA commands.

1 RSF can manage replication journalaeers for you-creating new ones and
deleting old ones per your specificatiefry properly setting the "RSF manages
the journal" (MNGRSF), "Change receiver every" (CHGRCV) and "Days to keep
receivers" (KEEPRCV) parameters on the three sync attribute andsnm
mentioned above.

Option on
Work
Command Description Menu With
Sync
Attributes
Display
Analyze Journal  Use this command to RSFINT2
Entries analyze the entries in a

(ANZJRNRSF) journal to determine the
number of entries
attributable to objects with
names thabegin with each
letter of the alphabet. This
can be useful, for example
in deciding how to devide
up journaling for a library
when the transaction rate
such that journaling all
objects in the library to a
single journal would not b
efficient or converent.

Check Journal Use this command to RSFINT2 18

Usage determine the oldest journ

(CHKJRNRSF) receiver still in use by RSI
HA and the synchronizatic
entry that is using it.



Clear Journal
(CLRIRNRSF)

Delete Journal
(DLTIJRNRSF)

Display Journal
(DSPJRN)

End Remote

Journaling
(ENDRJRSF)

Retrieve JRNRCV
Boundary
(RTVIRBRSF)

Work with Journal
Attributes
(WRKJRNA)

Replication Management

Use this command to cleaRSFINT2
all of the awirrent journal

entries from one more

journals in a given library.

Use this command to RSFINT2
completely delete a journe

and all of its associated

journal receivers.

The IBM Display Joural 10
command.

Use this command to RSFINT2
suspend or remove remot

journals associated with o

more local journals.

Use this command within RSFINT2
CL program to determine

the first purnal receiver

containing entries generat

on or after a specific date.

The IBM Work With 12
Journal Attributes
command.

The following commands allow you to manage your repbcag¢nvironment,

Command

Option on
Work

Description Menu With
Sync
Attributes
Display

Use this option to wake a RN

replication job that is

currently sleeping on the

job queue and cause it to

run now.

Use this option to work WS

with spooled files
asso@ted with a sync
entry.



Use this option to delete DS
spooled files associated
with a sync entry.

Change Library Sync Use this command to RSFHA 2, F6

Attributes
(CHGRSFSA)

Change IFS Sync
Attributes
(CHGRSFISA)

change the synchronizati
attributes for a given
source library, target
library andserver
combination.

Use this command to RSFHA 2, F6
change the synchronizati

attributes for a given

source directory, target

directory and server

combination.

Change System SyncUse this command to RSFHA 2, F6

Attributes
(CHGRSFSSA

Delete Library Sync
Attributes
(DLTRSFSA)

Delete IFS Sync
Attributes
(DLTRSFISA)

Delete System Sync
Attributes
(DLTRSFSSA)

Delete All Sync
Spooled Files
(DLTSSPLRSF)

Display LibrarySync

change the synchronizatis
attributes for system

information such as user
profiles, system values, e

Use this command to del 4
the synchronization

attributes for library.By

default, journals associatt

with the sync entry are al:

deleted.

Use this command to del 4
the synchronization

attributes for directoryBy

default, journals associatt

with the sync entry are al:

deleted.

Use this command to del¢ 4
the synchronization

attributes for system

information.

Use this command to delt DA
all replication spooled file

Use this command to 5

Status (DSPRSFSS) display information about

library synchronization
task.



Display IFS Sync Use this command to 5
Status (DSPRSFISS)display information about

an IFS synchronization

task.

Display System Sync Use this command to 5
Status (DSRSFSSS) display information about

system synchronization

task.

Display Defined Item Use this command to

Status (DSPRSFDS<S display information about
some or all of the items ir
your Work With Sync
Attributes list.

End Synchonization Use this command to encRSFHA EJ, ER
Job (ENDSYNCRSF)one or more local or
remote replication jobs.

Set Sync Attributes Use this command to RSFHA
For a List change the synchronizatis
(SETRSFSA) attributes for several

libraries at once.

Stat Synchronization Use this command to statRSFHA
(STRSYNCRSF) replication of all of your

libraries, IFS directories

and systeminfo in a

customized manner, as

defined in your custom

Sync Start Program.
Synchronize LibrariesUse this comrand to RSFHA 8
(SYNCLIBRSF) launch a new replication

job for a library.
Synchronize IFS Use this command to RSFHA 8
Directories launch a new replication
(SYNCIFSRSF) job for an IFS directory.
Synchronize System Use this command to RSFHA 8
Info (SYNCSYSRSF)launch a new reptation

job for system

information..
Synchronize List of Use this command to RSFHA
Items launch new replication jolt
(SYNCLSTRSF) for all libraries in a user

defined list.
Synchronize From  Use this command to RSFHA
Attributes launch new eplication job:

(SYNCATTRSF) for each item defined in



your Work With Sync
Attributes list.

Work with Job The IBM Work with Job wWJ
(WRKJOB) command.Use this to
work with a replication jok

Work With Sync Jobs Use this command to wor RSFHA F9
(WRKRSFSJOB) with acive and waiting
replication jobs.

Archive/Refresh

The following commands allow you to save a copy of a library or directory, experiment with
changes, and then restore the library or directory to its previous state.

Option on
Work
With
Sync
Attributes
Display
Archive Library Use this command to take RSFINT
(ARCLIBRSF) snhapshot of a library and

store it in another library.

The archive can be used ii

the future to restore the

library to the state it had a

the time the archive vga

Command Description Menu

created.
Archive IFS Use this command to take RSFINT
Directory snapshot of an IFS directo

(ARCDIRRSF) and store it in a library. Th
archive can be used in the
future to restore the
directory to the state it hac
at the time the archive was

created
Archive from Sync Use this command to RSFINT
Attributes archive some or all of the
(ARCATTRSF) libraries and IFS directorie

defined on your Work Witk

Sync Attributes

(WRKRSFSA) display.

Refresh Library Use this command to refsk RSFINT
(REFLIBRSF) a library from an archive



Refresh IFS
Directory
(REFDIRRSF)

that was created previousl|
with the Archive Library
(ARCLIBRSF) command.

Use this command to refre RSFINT
an IFS directory from an

archive that was created
previously with the Archive

IFS Directory

(ARCDIRRSF) command.

Refresh from Sync Use this command to refre RSFINT

Attributes
(REFATTRSF)

Miscellaneous

Command

Purge Spooled
Files
(PRGSPLFRSF)

Get Bandwidth

Info
(GETBWRSF)

Display
Bandwidth
Requirements
(DSPBWRSF)

Change PF
Constraints
(CHGCSTRSF)

some or all of the libraries
and IFS directories definec
on your Work With Sync
Attributes (WRKRSFSA)
display.

Option on
Work
With
Sync
Attributes
Display
Use this command to delete RSFADV

selected spooled files that ¢

more than n days old.

Use this command to collecRSFINT
informaton about the

bandwidth required to hand
replication in your

environment.

Use this command to disple RSFINT
or print bandwidth

requirement information. Th
nformation must have been
collected previously usmthe

Get Bandwidth Info

(GETBWRSF) command.

Use this command within ar
RSF High Availability role
swap program to enable or

Description Menu



Change PF
Triggers
(CHGTRGRSF)

Change User
Profiles
(CHGPRFRSF)

Is IFS Object
Omitted?
(CHKIOMTRSF)

Copy IFS
Authority
(CPYIAUTRSF)

Set Condition
Parameters
(SETCDNRSF)
Check Condion
(CHKCDNRSF)

disable physical file
constraints for many files at
once.

Use this command within at
RSF High Availability role
swap program to enable or
disable physical file triggers
for many files at once.

Use this command within ar
RSF High Availability role
swap program to séte
*ENABLED/*DISABLED
status of many user profiles

Use this command to RSFINT2
determine whether a

particular IFS object is

excluded by the omit

specifications associated w

the sync attributes for a

directory.

Use this command to copy RSFINTZ
the private authorities from
one IFS object to another.

Use this command to promj
for parameters for any
predefined condition.

Use this command within a
CL program to check a
condition. The condition ma
be predefined by RSF or us
defined.

Set User Conditio Use this command to promy

Parameters
(SETCDNUSR)

for parameters for a user
defined condition.

Display Condition Use this commanehlong

(DSPCDNRSF)

with either the Set Conditior
Parameters (SETCDNRSF)
or the Set User Condition
Parameters (SETCDNUSR!
commane-to test a conditior
program.



Change PF While Active

Use this function to chandbke layout of a physical file with minimal disruption. The file can be
in use during the change except for a brief time at the end when the new format is installed.

For large files, using the system CHGPF or the ALTER TABLE functions to change a filé¢ layou
is not always practical because these operations run for a long time during which the file is
unavailable.

The Change PF While Active (CHGPFRSF) command makes changing large file layouts
practical. The file format is changed in the background andceedird and member changes
made during the update process are preserved.

Note:

1. As always when changing a file layout, you must coordinate the installation of this
change with updated programs that reference the new file format.

2. During the change processga@py of the original file is made in a temporary library. You
must ensure that adequate disk space is available in the auxiliary storage pool (ASP) of
the original file to allow for the temporary copy.

The prompted version of the CHGPFRSF command is shmmhw. Click on the image to jump
to a particular command parameter description.

Change PF While Active (CHGPFRSF)

Type choices, press Enter.

Physical file . . . ... ... Name

Library .. ......... *LIBL Name, *LIBL, *CURLIB
Action to perform . . ... .. *PREP *PREP, *SYNC, *ENDSYNC...
Restart............ *NO *YES, *NO
Ignore inquiry messages . . . . *NO *YES, *NO
Ignore journal apply errors . . *NO *YES, *NO
Sourcefile.......... Name

Library .. ......... *LIBL Name, *LIBL, *CURLIB
Source member . ........ *FILE Name, *FILE
Sourcetype . ......... *AUTO *AUTO, *DDS, *SQL
Message queue......... Name

Library . .......... *LIBL Name, *LIBL

The parameters for the CHGPFRSF command are described below in the order that they appear
on the command prompt.

Physical File
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Enter the qualified name of a file to change.

The possible file values are:

name: Enter he name of an
"existing physical file.

The possible library values are:

*LIBL: The file is found in the job library list.
*CURLIB The file is found in the current library.

Enter the name of the library that

NaME- " contains the file to be changed.

Action to Perform
Specify the action to perform.
Note: The file must be prepared before it can be synchronized or installed.

The possible values are:

*PREP: The file is prepared. A temporary
work library is created, a copy of tf
file is placed in the work litary and
the record layout of the copy is
changed. This operation may run f
a long time. The original file is fully
accessible during this step.

*SYNC A batch job is launched which kee|
the file copy up to date with the
original.

Note: The *SYNC steps launched
automatically upon successful
completion of the *PREP step. Use
the *SYNC option to restart
synchronization if it was ended
manually or the system was powet
down before the changed file coulc
be installed. When restarted,
synchronization autoatically picks
up where is left off.



The original file is fully accessible
during this step.

*ENDSYNC: Use this option to end
synchronization between the origir
file and the copy, if desired.

*INSTALL  Use this option to install the update
file into production. The file cannot
be used during the install step. An
outstanding changes to the file
are applied before it is installed.

To minimize the time during which
the file is inaccessible, wait until
most record and member level
changes have beapplied to the file
copy before beginning the
installation. You can use the Mess
Queue (MSGQ) parameter to be
notified when this occurs.
*CANCEL Use this option to cancel the
operation for a file that has been
prepared but not installed.

Restart
Specify whether to restart the *PREP operation.
This parameter is ignored unless *PREP is specified for "Action to Perform".

The possible values are:

*NO: If preparation of the file has started and th
install step has not completed, the operati
will endin error.

*YES: The *PREP operation is restarted for the f
even if the file was already prepared and
ready to be installed.

Ignore Inquiry Messages

Specify whether to ignore certain inquiry messages during the *PREP and *INSTALL steps.
Specify *YES for this parameter if you want to ensure that the operation runs unattended.

The possible values are:



*NO: Any inquiry messages must be answered
explicitly.

*YES: Inquiry messages CPA7027 and CPA32B
are ignored. A default response of "I" is
assumed.

Ignore Journal Apply Errors

Specify whether to install the changed file even if some of the réewvetichanges made by
users while the file was being prepared could not be replicated successfully.

This parameter is ignored unless *INSTALL is specified"Action to Perform".

Note: You can use a command like "DSPLOG MSGID(RSF4211)" to obtain more information
about any journal apply errors.

The possible values are:

*NO: If any recordlevel changes could not be
replicated to the work file, the work file
cannot be installed in production.

*YES: The updated file can be installed even if s
recordlevel changes made during file
preparation could not be replicated to the
work file.

Source File
Specify the source file that contains DDS or SQL instrustion changing the file layout.

This parameter is required if *PREP is specified for "Action to Perform". Otherwise, it is
ignored.

The possible file values are:

_Enter the name of an

name: _ . .. :
existing source file.

The possible library values are:

Thesource file is found in the job
library list.

The source file is found in the current
library.

*LIBL:

*CURLIB



name: Enter the name of the library that
: contains the source file to use.

Source Member
Specify the source member that contains DDS or SQL instnsctay changing the file layout.
This parameter is ignored unless *PREP is specified for "Action to Perform".

The possible values are:

*FILE: The member name is the same as the na
of the file being updated.

name: Enter the name of the member to use.

Source Type
Indicate whether the source member contains DDS or SQL specifications.

The possible values are:

*AUTO: The source type of the source member i
used to determine the type of specificati
contained in the member. If the source t
begins with'PF", *DDS is assumed.
Otherwise, *SQL is assumed.

*DDS: The source member contains DDS
specifications suitable for use with the
CRTPF or CHGPF command.

*SQL: The source member contains SQL
statements, including at least one "ALTE
TABLE" statement.

Note: The name of the file specified on
ALTER TABLE statements in the source
member is ignored. RSF replaces the fil
name in ALTER TABLE statements witl
w/n, where w is the name of the work
library for this operation, and n it the nar
of the file to be banged.

Message Queue



If specified, this is the queue to which massages are sent indicating the progress of the change
operation. You can monitor this message queue in another job to determine when the *PREP,
*SYNC and *INSTALL steps have completed.

Themessages and their meanings are as follows:

RSF7270 Sent when the *PREP step complete

RSF7271 Sent the first time all recofgvel
changes to the file have been proces
This includes all changes made since
the beginning of the *PREP step.

RSF7272: Sent when installation of the updatec
file is complete.

The possible message queue values are:

_Enter the name of an

name: _. ..
existing message queue.

The possible library values are:

The message queue is found in the jc

* .
HBLY Jibrary list.
Themessage queue is found in the
*
CURLIB current library.
i Enter the name of the library that
name:

contains the message queue.

Chapéemwhat You Can Do

This chapter describes the kinds of things you can do with RSF.

Replication

With RSF's optional Highvailability feature installed, you can replicate libraries, IFS
directories, user profiles, system values, network attributes authorization lists and more to a

secondary machine or partition.

You define replication attributes for each library with the@de Library Sync Attributes
(CHGRSFSA) command or the Set Sync Attributes For a List (SETRSFSA) comiviand.

\



define replication attributes for system information with the Change System Sync Attributes
(CHGRSFSSA) command.

Start replicating libraries witthe Synchronize Libraries (SYNCLIBRSF) command or the
Synchronize List of Items (SYNCLSTRSF) commar8tart replicating system information with
the Synchronize System Info (SYNCSYSRSF) command or the Synchronize List of Items
(SYNCLSTRSF) command.Stat replicating IFS directories with the Synchronize IFS
Directories (SYNCIFSRSF) command.

Menu RSFHA and the Work With Sync Attributes (WRKRSFSA) display provide a central
place from which to manage your HA environment.

SeeChapter 5:High Availability and Mirroringfor more information.

Object Distribution

RSF makes it easy to send and retrieve all kinds of objects between iSeries machines.

Objects. For objects storeith libraries, use the Send ObjedSNDOBJRSF) and Retrieve
Objects (RTVOBJRSF) commands.

File Members. To copy database file members between systems, use the Copy File Using RSF
(CPYFRSF) command.

Libraries. For entire libraries, use the Send LibrariN{83.IBRSF) and Retrieve Library
(RTVLIBRSF) commands.

IFS Objects. For IFS objects, use the Send IFS Objects (SNDIFSRSF) and Retrieve IFS Objects
(RTVIFSRSF) commands.

Save FilesTo send and retrieve save files you've prepared yourself, use the Send&ave F
(SNDSAVFRSF) and Retrieve Save File (RTVSAVFRSF) commands.

Broadcast. Have a set of objects you would like to distribute to 10, 100 or 1,000
machines?RSF's broadcast support allows you to send it to all of giemltaneously Just
specify*BROADCA ST for "Connection method" on the Add Server Directory Entry
(ADDRSFSDE) commandSee the command help text for more informatigiso see
Appendix F: Sending BroadcastgBroadcast is supported for TCP/IP networks only.)

Whole System.To copy an entire systeafrom user profiles and libraries to spooled files and
system valuesuse the Copy Entire System (CPYSYSRSF) command.
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Spooled File Management
RSF makes it easy tesd and retrieve spooled files between machines.

Ad Hoc. To send or retrieve one or more spooled files immediately, use the Send Spooled Files
(SNDSPLFRSF) and Retrieve Spooled Files (RTVSPLFRSF) commands.

Work With. To work with a list of spooled fileand select spooled files to send from the list,
use the Work With Spooled Files Using RSF (WRKSPLFRSF) commiaraim the list, key 1
beside a spooled file to send it; key 3 beside a spooled file to copy it or split it into multiple parts.

Automatic. To automatically forward spooled files to another system as they show up in an
output queue, use the Start Monitoring Output Queue (STRMONOUTQ) comruaedhe

End Monitoring Output Queue (ENDMONOUTQ) command to stop forwarding the spooled
files.

Search. To find a spooled file containing a particular character string , use the Find Spooled File
(FNDSPLFRSF) command.

Send Emaill

RSF makes it easy to send email and text messages from any iSeries program or command
line. You can also attach libraries, objgcspooled files and IFS objects to your email.

General. To send a general email message, with or without attachments, use the Send Email
(SNDEMLRSF).

Quickly Mail Objects. To quickly email objects, use the Email Library (EMLLIBRSF), Email
Objects (EML@JIRSF) and Email IFS Objects (EMLIFSRSF) commands.

Quickly Mail Spooled Files. To quickly email spooled files, use the Work With Spooled Files
Using RSF (WRKSPLFRSF) commanBrom the list, key 1 beside a spooled file to email it.



Automatic System Maitoring

RSF let's you check any numberaoinditionson your machine and take action if anything needs
attention. You can tell RSF to monitor things like:

1 The health and status of your High Availability environment.

1 The status of a user application.

1 Error conditions, such as the creation of a particular job log or the appearance of a
particular message on a message queue.

1 Critical system run attributes, such as CPU or disk utilization.

And much, much moreln fact, there's no limit to the things RSF eaanitor for you on your
system.When a critical condition is detected, RSF can send an email or text message to the
recipients of your choice.

See theCheck Condition (CHCDNRSF)command for more information.

Distribute Fixes and Object Packages

RSF lets you definpackage®f objects which can be transmitted between systeéxsackage
consists of a save file containing the objects, and these optional parts:

Cover leter

Automatic installation program
Preprocessing program
Postprocessing program

=A =4 =4 A

You can send and retrieve packages using the Send RSF Package (SNDRSFPKG) and Retrieve
RSF Package (RTVRSFPKG) commands.

Users can also work with a list of packages availabtbem with the Work With RSF Catalog
(WRKRSFCAT) command and associated displayom the display, users can select packages
to be downloaded and installed according to the instructions in the custom installation program
included with the packagednstallation programs are written by the package creator.

SeeChapter 11:Package$or more information about RSF packages.

System Management and Remote Support
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In additionto Object Distributiorand Automatic System MonitoringRSF provides manytoer
powerful system management tools.

Submit Repeating Job. Use the Submit Repeating Job (SBMRJOBRSF) command to submit a
job that will repeat at regular intervals.

Forward MessagesUse the Start Message Queue Monitor (STRRSFMSGM) command to
monitor renote message queues from a central iSeries. This function is sometimeReaiie
Console Suppottecause it allows you to forward system console messages from remote
machines to a central machine.

Messages forwarded from remote machines are direzi@dnessage queue on the central
machine. Answering forwarded inquiry messages on the central machine causes the specified
reply to be sent automatically to the originating remote machine.

Forward Spooled Files. To automatically forward spooled files another system as they show
up in an output queue, use the Start Monitoring Output Queue (STRMONOUTQ)
command.Use the End Monitoring Output Queue (ENDMONOUTQ) command to stop
forwarding the spooled files.

Forward Data Queue MessagesTo automatically fovard data queue entries to another
system, use the Start Data Queue Link (STRDTAQLNK) comméalse the End Data Queue
Link (ENDDTAQLNK) command to stop forwarding queue entries.

Copy Entire System. Ideal for streamlining hardware upgrades and machplagements, the
Copy Entire System (CPYSYSRSF) command lets you copy everything from your old to your
new machine .User profiles, libraries, spooled files, system values, IFS directboepy it all

with a single command.

Location Lists. With RSF, you ca create lists of remote locations to work withou can then
use various RSF commands to:

T Schedule a transmission to each locatiSchedule RSF Transmission
(SCDRSFTNS).
1 Send objects, libraries, and packages to each location:
Send Objects Using$&F (SNDOBJRSF)
Send Library Using RSF (SNDLIBRSF)
Send RSF Package (SNDRSFPKG)
Send IFS Objects (SNDIFSRSF)
Run Command (RUNCMDRSF)

Seelocation Listsin Chapter 9, Requester Operations for more information about location lists.
Ensure Needed User Profiles ExistWhen sending objects to remote machines, the operating

system will complain if the user profile that owns an object on the original masbbé@senot
exist on the targetfor this reason, RSF provides the Check Object Owner (CHKOWNRSF)
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command.Running this command for a given library on the source machine will indicate any
owner profiles that are missing on the target.

Events. RSF helps yowoordinate interdependent functions across multiple machines by
allowing you to define eventsyou can then condition the start of othfainctions on the status
of various events.

For example, condition the running of a report on machine A with theletorpof various
tasks on machines B, C and D.

SeeEventsin Chapter 9, Requester Operations for more information on using RSF events.

Call Remote Programs. RSF nakes it easy to call programs on other machines, passing input
and output parameterslse this feature to build your own tools.

SeeChapter 12:Calling Remote Progranisr more information.Also see the help text for the
Run Command (RUNCMDRSF) command.

Pass Through/Telnet. To access another iSeries interactively, use the StarTRassgh Using
RSF (STRPASRSF) commantVhether connected via SDLC or TCP/IP, dial orLAN, RSF
makes the connection and presents a-eigdisplay to the remote machine.

Tunneling. You can run any TCP/IP applicatietelnet, ftp, DDM and morethrough an RSF
tunnel. RSF tunnels encrypt the communications traffic and funnel the conmélctaugh the
standard RSF port: 6020 need to open additional firewall portSee the Start RSF Tunnel
(STRRSFTNL) command for more information.

Integrity Tools

RSF helps you determine if all of your libraries and IFS directories are in order.

Check Library. Compare the contents of one library to another, on the same or on different
systems.You can even compare the contents of files to see if they maAtghmismatched
objects are shownincludes display, printer and outfile suppo®ee theCheck Libraries
(CHKLIBRSF) command.

Check IFS directory. Compare the contents of two IFS directoridgain, the directories can
be on the same or different systenkar fast results, RSF can compare only the object
attributes. For a thorough compaon, direct RSF to examine the contents of stream files as
well. See the Check IFS Directory (CHKDIRRSF) command.
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Archive and Refresh. Ever need to run some tests against a library or IFS directory, change
some objects and then roll the clock back tatittne before you made any changeR3F's
archive and refresh functions make this easschive one or more libraries and IFS directories
and then experiment to your hearts contéihen finished, refresh the libraries and directories
to the point at whah the archive was mad&ee the Archive Library (ARCLIBRSF), Archive
IFS Directory (ARCDIRRSF), Refresh Library (REFLIBRSF) and Refresh IFS Directory
(REFDIRRSF) commands.

Delete Orphan Objects. Suppose you have two libraries that are supposed telsathe, but

the backup library has more objects than it shotld.problem. Use the Delete Orphan Objects
(DLTOBJRSF) command to delete objects in the backup library that do not exist in the
associated production library.

Delete a Journal. If you've ever needed to delete an AS400 journal, you've likely discovered

that it can be harder than you thoughturnals have multiple pieces and objects that use

them. To successfully delete a journal, you have to end journaling and delete all of the pieces in

just the right order Struggle no moreRSF's Delete Journal (DLTJRNRSF) command does the
whole thing for you, just specify the qualified journal name and press Enter.

ChapZTerSi mpl e Exampl es

This chapter describes the simplest way to:
o Retrievea package of objects from a remote machine.
o Send a miscellaneous object to another machine.
o Send a data base file member to another machine.

Before proceeding with the examples in this chapter, you should follow the steps outlined in the
Installationchapter to properly install Remote Software Facility.
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For detailed information about the CL commands and displays shown in this chapter, see chapter
6, Requester Operations

See chapter ackagesfor more information about RSF packages. Sggendix Bfor a

description of the RSFTOOLS library and more information about how you can send and
retrieve objects without having to create a new RSF package each tinteB8éeg Remote

Filesfor more information about sending and retrieving data base file members that are not part
of a package.

See chapter 1R SF Expressfor more inbrmation about sending and retrieving objects
graphically in a Windows environment.

Retrieving a Package from a Remote AS/400

When you retrieve a package from a remote iSeries or AS/400 with Remote Software Facility,
your machine is functioning as thequester or client. The remote machine is functioning as the
server.

To retrieve a package from a remote AS/400, follow these steps.

1. For dial up connections, you must know the RSF phone number for the server machine. If
you do not know the server's RSFoplke number, contact the server for assistance.

Bug Busters' RSF phone number is -B33-0512.

2. Ensure that library RSF is in your job's library list by entering the following command at
any command line:

ADDLIBLE RSF
3. Prompt the following command ahy command line:
ADDRSFSDE

When you presB4, the Add Server Directory Entry prompt is displayed
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Add Server Directory Entry [(ADDE

Jerwver ID s 8 o8 o8 8 s s a8

Connection method . . . . . . . = SDLCDTAL 3 CDIAL, *3DLC, *TCPDIAL...
‘53F phone numnber
phone number . . . . . *HNONE
onnection group . . . am *ANY, *BLANE

Nunber

*NONE, *BASIC, *35L
*NONE Name, *NONE

Name, *LIEL
*NONE *NONE, *BASIC, *MiX
*CHAP *CHAT, ¥*PAT

BEottonm

4. Enter an ID of up to 10 characters for "Server id". The server ID must be a valid system
name.

For diatup connections, enter eitie&8DLCDIAL or *T CPDIAL for "Connection
Method", and then enter the server's RSF phone number. Include all of the digits
necessary to dial the server, including a lead®igf'necessary to reach an outside line,
and a leadingl" plus area code.

For TCP/IP connectiongnter the network name or the IP address for "Remote
System".

Enter text describing the server location.
PressEnter to add an entry to the server directory on your machine for this server.

5. Key the following command at any command line, replacingwitix the actual ID for
the server directory entry you just added:

WRKRSFCAT SERVER(xxx)

When you press Enter, the Work With RSF Catalog display is presented.



Worlk With ESF Catalog
Safeco Properti

Fo=zition to

Opt Package Text

(Ho catalog entries to display)

6. Pres$15to request an updated catalog from the server machine. The request should take
under five minutes to process.

When the request completes, catalog information for the server is available on your
machine. If the request ends in error, follow the procedure outlined Rrotfxéem
Determinatiorchapter.

Work With ESF Catalog
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7. Find the package that you want to access in the list.
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Key an '8" to the left of the entry for the package and pies®r. A request for the
package will be sent to the server. If you have not changed thdtsletiae package will
be placed in a save file in library QGPL. The save file will have the same name as the

package you are accessing.

If the package contains an automatic installation program, RSF will run the program to
install the package automatiaall

Any cover letter associated with the package will be placed on your job default output
queue.

Sending an Object

The simplest way to send an object to another machine is to use the Send Objects Using RSF
(SNDOBJRSF) command provided in library RSFEICs.

To send program ABC in library QGPL to another machine with the SNDOBJRSF command,
follow these steps:

1. Display the SNDOBJRSF command prompt by either:
Selecting optior6 from RSF menu

Or by keying SNDOBJRSF at any command line and pre$3ing



2. When the command prompt is displayed, fill in the name and library of the
objects you want to send, the library to which the objects should be sent on the
Send 0Objects Using BSF (SNDOEBJRSF)

Obhjects P T AEC am generic®, ¥*ALL
+ for more walues
Library . . . .« .« « « & « & . . QGPL Name
SgerweE ID - &+ &« &« & & & & & & & CINCINNATI Name, *CUREENT
Object L¥pe . . + o« + 4 . . . *PEM Character walue, *ALL...

+ for more walues
Target re s & 8 8 & @ & & = a h ter walue, *CUREENT...
Data conp ]

Fun-time comp P e e e s 3 * FEASIC, *MAX, *3ERVER
ore Lo libr ¥ o x x a a s l ] all FEHAN ] *HONE

e active

Hang up
Call-back phone nunh

Eotton

remote machine, and theerver ID of the remote machine to be contacted. When
you pres€nter, the djects are saved, transmitted and restored to the library you
specified on the remote machine.

In this example, program ABC is sent to a location referred to as CINCINNATI.
A server directory for CINCINNATI was added previously, defining the phone
numberand other connection information for the location.

Sending a File

The simplest way to send a file member to another machine is to use the Copy File Using RSF
(CPYFRSF) commandNote, however, that if the file is large, or if you will be sending timeesa

file repeatedly to one or more remote locations, it is more efficient to use the Send RSF Package
(SNDRSFPKG) command. S&ending Packagder more information.

To ser all members that begin with "A" in file MYFILE in library QGPL, follow these steps:
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1. Display the CPYFRSF command prompt by either:

Selecting optiorY from the main RSF menu
Copy Fil szing R5F (CPYFRAF)

Jend or retriewe data . . . . . *AND *RTY *5ND
From file . s e e s ¥
Librar¥ « &« v & & 5 & 2 5 s al *LIEL, *CURLIE
Gerver ID . . . . . . 0 4 4 e . NEWYORE AT *CURRENT
From membher . . . . . . . . . . L* am generic®*, *FIRST, *ALL
To file . . . .+ « «+ « &« & &« & . *FEOMFILE ATl *FEOMFILE
Library . . .« +« « « &« & « & . ame, *FROMLIE
To member s & s & 8 8 & = L MEE Name, *FROMMEER

Feplace or add records . . . . . L *REPLACE, *ADD
Optimize £0E . & & + & & & & & & . *APACE, EED
Fun-time compression . « « « « SERVEER *NONE, *EBALA3ZIC, *MAX, *3ERVER

Bottom

Or by keying CPYFRSF at any command line and pregsing

2. When the commandrpmpt is displayed, speciff&ND for "Send or receive
data", and fill in the name, library and member name of the file to be sent. You
must also specify the server id of the remote machine to be contacted. When you
pressEnter, the file members are trandted to the remote machine. If the target
file or members do not exist on the remote machine, they are created.

In this example, file MYFILE is sent to a location referred to as NEWYORK.

server directory for NEWYORK was added previously, defining thenp and
other connection information for the location.

Chap&erMenus




This chapter explains how to access the RSF menus, reviews the functions that can be performed
from each menu, and explains how you can customize the menus with Screen Design Aid
(SDA).

Accessing the Menus

ThemainRemote Software Facility menu is called RSF. The most commonly used RSF
functions are grouped on this menu.

The other menus are:

o RSFHA(High Availability - Source Machine Menu

o RSFHAT High Availability - Target Machie Meny

o RSFTOOLS Tools and Sample Prograjns

o RSFINT (ntegrity Tool9

o RSFRQS Additional Client Functions

o RSFSRV Additional Server Functions

If library RSF is in your job's librarlist, you can access any menu by keyiGg" followed by
the menu name:

GO RSF

If library RSF is not in your job's library list, you must qualify the menu name. Library RSF will
be added to the product portion of the job's library list while the meaispkyed:

GO RSF/RSF

Main Menu
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RSF Rel 10.0 Remote Software Facility Menu

Client Functions Server Functions

1. Work with connections to servers 21. Start server function
2. Start pasghrough 22. End server function

3. Work with catalog 23. Work with client rights

24. Work with RSF log
Send/Retrieve (Email)

4/44. Package 30. More server functions
5/55. Library (50)

6/66. Objects (60) General

7/77. Members 31. Change defaults
8/88. IFS Objects (80) 32. Work with packges
9/99. Spooled Files 33. Tools Menu

34. All RSF menus
20. More client functions 40. Advanced functions

Selection or command
=_-==>

The RSF menu provides access to the most commonly used functions.

Options in the first column of this menu are Client Functions. As a client, your machine initiates
contact with other AS/400s to send/retrieve objects and spooled files, pass through and ca

remote programs. Clients are also referred teqsesters

Options 21 through 30 on this menu are Server Functions. As a server, your machine responds to
requests from clients. A single machine can perform both client and server functions

simultaneouly.
Options 31 through 40 apply to both clients and servers.
The RSF menu options are each discussed below.

1. Work With Connections to Servers.

Use this menu option to work with a list of remote locations you can contact (servers).
You make servers knowto your machine by creating server directory entries.

The server directory on your machine functions like atirephone book. You store
phone numbers and other connection information in the server directory so you don't

have to key the information f@very request.



While working with servers, you can easily add, remove, change, copy, and rename
server directory entries and initiate connections to server locations. You can also work
with catalogs of RSF packages that are available from each server.

SeeWorking With Server$or more information.

2. Start PassThrough.

Use this menu option to start a péissough or telnet session with a given server. You
will be promped for parameter§ee Starting Pasghroughfor more information.

An operator on the server machine must grant you permission tthpasgh by adding

an entry to theequester directory on their machine. If the installation defaults were not
changed, a generic entry has already been added for yoad8ee Requester

Directory Entriefor more information.

3. Work With Catalog.

Use this menu option to work with a list of RSF packages available from a given server.
You will be prompted for the server you want to work with.

While working with an RSF catalog, you can easily displayd®ldte catalog entries.
You can also retrieve the package associated with any catalog entry.

To refresh the catalog, you can use a function key to send a special request to the server.
The data returned for this request is used to build a catalog omgahine of the
packages available from the server.

SeeWorking With RSF Catalog®r more information.

4/44. Send/Retrieve Package.

Use option 4 to send a package ofealtg to another machine, or option 44 to retrieve a
package of objects from another machine. You will be prompted for parameters. See
Sending PackagesdRetrieving Packageer more information.

With these menu options, you can transmit objects that have been defined as an RSF
package or previously saved to a save file.

Use the Copy R Using RSF (CPYFRSF) command (options 7 and 77 on this menu) to
transmit files that are not part of a package.

Use options 5/55, 6/66, and 8/88 on this menu to transmit files or other objects that are
not part of a package.
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5/55. Send/Retrieve Library.

Use option 5 to send an entire library to another machine, or option 55 to retrieve a
library. You will be prompted for parameters.

Source for the commands and programs used by these menu options can be found in
library RSFTOOLS. Se@ppendix Bfor more information.

These menu options allow you to transmit a library that is not part of a predefined RSF
package. The library is saved, transmitted and restored to the target system.

6/66. Sen/Retrieve Objects.

Use option 6 to send selected objects to another machine, or option 66 to retrieve objects.
You will be prompted for parameters.

Source for the commands and programs used by these menu options can be found in
library RSFTOOLS. Seé&ppendix Bfor more information.

These menu options allow you to transmit individual objects that are not part of a
predefined RSF package. The objects are saved, transmitted and restoecdrget
system.

7/77. Send/Retrieve Members.

Use option 7 to copy database file members to another machine, or option 77 to copy
members from another machine. You will be prompted for parameter€.dpgang
Remote Filesor more information.

An operator on the server machine must grant you permission to copy files by adding an
entry to the requester directory on their machine. If the installation defaults were not
charged, a generic entry has already been added for yolAdsideg Requester

Directory Entriefor more information.

8/88. Send/Retrieve IFS Objects.

Use option 8 to sendIseted Integrated File System objects to another machine, or
option 88 to retrieve IFS objects. You will be prompted for paramegesSending IFS
Objectsfor more infamation.

9/99. Send/Retrieve Spooled files.
Use option 9 to send one or more spooled files to another machine, or option 99 to

retrieve spooled files. You will be prompted for parameters Seeeling Spooled Files
for more information.
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20. More Client Functions.

Select this option to display the RSFRQS menu that contains additional client functions.
21. Start Server Function.

Use this menu option to start the RSF sefuection on your machine. The server

function must be started to enable remote machines to access your machine to transfer

objects, pasthrough or call remote programs. Sgtarting The Server Functidar more
information.

In order to start the server function, user profile RSFSRV must exist on your machine. If
you followed the recommended installation procedure, this user profile has already been
created for you. Se€reating User Profile RSFSRgr more information about creating

this user profile.

22. End Server Function.

Use this menu option to end the RSF server function on yaahime. Ending the server
function prevents clients from accessing your machine.

See the otline help text for the End Server Function (ENDRSFSRV) command for more
information.

23. Work With Client Rights.

Use this menu option to work with a list of ¢lte or requesters. You make clients known
to your machine by adding requester directory entries.

The entries in the requester directory of your machine determine the rights and
restrictions that apply to other machines that contact your machine.

While working with requesters, you can easily add, change, copy, remove, and rename
requester directory entries.

SeeWorking With Requesterf®r more information.

24. Work With RSF Log.

Use this menu option to display or print selected RSF log entries. A log entry is generated
each time a client contacts your machine. You will be prompted for parameters.

SeeWorking With The RSF Lodor more information.
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30. More Server Functions.

Select this option to display the RSFSRV menu that contains additional server functions.
31. Change Defaults.

Select this option to view or change the default valbnasaffect the Remote Software
Facility product. You will be prompted for parameters. Current values are displayed as

parameter defaults.

SeeSetting Product Defaulf®er more information.

32. Work With Packages.

Use this menu option to work with a list of RSF packages on your machine. You make
objects available to be retrieved from your machine or sent to other machines by creating
RSF packages.

While working withRSF packages, you can easily create, delete, change, copy, and
rename packages on your machine. You can also display detailed information about RSF
packages, display the cover letters associated with RSF packages and display the save file
associated with 8F packages.

SeeWorking With Packagefr more information.

33. Tools Menu.

Select this option to display the RSFTOOLS menu. RSFTOOLS is a collection of tools
and sam@ programs that enhance the function and ease of use of Remote Software
Facility.

SeeAppendix Bfor more information about RSFTOOLS.

40. Advanced Functions.

Select this option to dispfahe RSFADV menu that contains functions for advanced
users.

Integrity Tools

RSFINT Rel 10.0 RSF
Integrity Tools
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Compare Clean
1. Libraries 4. IFS Directories 27. Library 29. From List
2. Library objects 5. IFS Objects  28. IFS

3. From List

Archive/Refresh Sync Status

11/21. Library 30. Library 32. System Info
12/22. IFS Directory 31.IFS 33. From List
13/23. From List

Bandwidth Estimate Conditions

14. Collect data 40. Check

15. Display data
60. More

Selection or command
=_==>

The RSFINT menu provides various integrity tools.
Options 1- 5 allow you to compare libraries and IFS diies.
Options 11- 13 allow you to archive libraries and IFS directories.

Options 21- 23 allow you to refresh libraries and IFS directories from a previously created
archive.

Options 14 15 allow you to collect and display bandwidth information, ailit@ayou to
estimate the impact of HA replication on your network.

Options 27- 29 allow you to delete orphan objects in target machine libraries and IFS
directories.When, for example, library LIB1 is being replicated from machine A to machine B,
an orpha object would be one that exists in LIB1 on B but do&sxist in LIB1 on A.

Options 30 33 allow you to display the replication status for libraries and IFS directories.
Option 40 prompts the Check Condition (CHKCDNRSF), allowing you to familiarinesgtf

with RSF's condition monitoring capabilitieBor more information about conditions, see
Conditionsin the Requester Operations chapter.

Option 60 displays menuSFINT2.
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RSFINT?2 RSF
More Integrity Tools

Journal Management Authority Management
1. Clear journal 20. Check object owners
2. Delete journal

3. End remote journaling

4. Check RSF journal use

5. Analyze journal entries

6. Retrieve receiver boundary

IFS

11. Is IFS object omitted?
12. Copy IFS authority 60. Integrity tools

Selectiomn or command
=_==>

The RSFINT2 menu provides additional integrity tools.
Options 1- 6 allow you to manage journals.
Options 11- 12 can be used to aid in setting up IFS replication.

Option 20 will tell you if the the user profiles that own objects in a given library on machine A
exist on machine B.

Option 60 displays menu RSFINT.

Additional Client Functions
RSFRQS Rel 10.0 Remote Software Facility

Additional Client Functions



1. Schedule transmission 12. Log event

2. Create location list 13. Wait for events

3. Change location list

4. Change location listentry ~ 14. RSFLINK information

5. Display locawn list 15. Start dialup connection
16. End dialup connection (Hang up)

6. Install package 17. Check connection status
7. List installed packages 18. Start tunnel

8. Start forwarding spooled files 19. Export server entries
9. Stop forwarding spooled files 20. Import server entries
10. Start forwarding messages

11. Stop forwarding messages  21. Send email

Selection or command
=_==>

The RSFRQS menu provides access to additional functions that pertain to RSF clients. The menu
options are each discussed below.

1. Schedule Transmission.
Use this menu option to schedule a future RSF transmission to one or more remote

locations. You will be prompted for parameters. Seleeduling Transmissiotfigr more
information.

2. Create Location List.

Use this menu option to create a working listevhote locations. You will be prompted

for parameters. Once you have created a location list, you can use the Schedule RSF
Transmission (SCDRSFTNS) command or your own CL program to transmit objects to
or from each location in the list. SE€eeating Location Listéor more information.

3. Change Location List.

Use this menu option to change an existing location list. You will be prompted for
parameters.

See the oiline hep text for the Change Location List (CHGRSFLL) command for more
information.

4. Change Location List Entry.

Use this menu option to change the attributes of an entry in an existing location list. You
will be prompted for parameters.
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SeeChanging Location List Entrider more information.

5. Display Location List Entry.
Use this option to display or print the contents of an RSF location
list. See the oitline help text fo the Change Location List (DSPRSFLL) command for
more information.

6. Install Package.

Use this menu option to install an RSF package that you previously retrieved.

See the oiline help text for the Install RSF Package (INLRSFPKG) command for more
information.

7. List Installed Packages.

Use this menu option to display a list of RSF packages that have been downloaded to
your machine.

8. Start Forwarding Spooled Files.

Use this menu option to start monitoring an output queue on the local machine and
autamatically forward the spooled files to an output queue on another machine.

Source for the commands and programs used by this menu option can be found in library
RSFTOOLS. Seéppendix Bfor more information.

9. Stop Forwarding Spooled Files.
Use this menu option to stop automatically forwarding spooled files.

10. Start Forwarding Messages.
Use this menu option to monitor message queues on different AS/400s from a central
site. Messages cagither be sent from your machine to a central machine, or retrieved

from remote machines back to your machine.

This function is often called "Remote Console Support” because it allows you to forward
system console messages from satellite machines tdralgeachine.

Forwarded messages are directed to a message queue on the central machine. Answering
forwarded inquiry messages on the central machine causes the specified reply to be sent
automatically to the originating machine.
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SeeRemote Console Support: Forwarding Messdgemore information.

11. Stop Forwarding Messages.
Use this menu option to stop automatically forwarding messages.
12.Log Event.

Use this menu optih to log an event. RSF events can be used to coordinate dependent
processes running on one or more machines.

You can retrieve the status of an event in your own CL programs by using the Retrieve
Event Attributes (RTVEVTRSF) command. You can scheduleetifon to run when

one or more events attain a specific status by using the Wait For Events (WAITEVTRSF)
command (option 12 on this menu). $&gging Eventdor more infamation.

13. Wait For Events.

Use this menu option to schedule a function to run when a set of conditions on one or
more machines has been met.

SeeWaiting For Event$or more information.

14.RSFLINK Information.

Use this menu option to display-tine help text for the RSFLINK API. Because
RSFLINK is a callable API, you must access RSFLINK from a program. Only the help
text can be accessed from the menu. See chapfadlbhg Remote Program$or more
information about RSFLINK.

15. Start Dialup Connection.

Use this menu option to start a dialup connection to another machine. The connection is
stared only. Once started, you can make use of the connection by running separate
commands to transfer data or start pssugh.

16. End Switched Connection (Hang Up).

Use this command to explicitly hang up a phone connection to a remote server. RSF
automaically hangs up after each transaction, unless HANGUP(*NO) was specified.
Where HANGUP(*NO) was specified for a previous request, the line will remain active
until either another request for the same server specifies HANGUP(*YES), or this option
is used taexplicitly end the connectionSeeExplicitly Ending Switched Connectiorisr

more information.
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17.Check Connection Status.
Use this menu option to see if an RSF corinads operational.

You can also check connection status by keyifigogside an entry on the Work With
Servers display.

18. Start Tunnel.

Use this option to start an encrypted tunnel to a remote machine. Once activated, you can
route any TCP/IP applican through the tunnel.

19. Export Server Entries.
Use this option to export RSF server directory information to a database file member.
The exported data can then be imported to the server directory of another machine. This
is the recommended way to cop$Rserver information from one machine to another.
20.Import Server Entries.
Use this option to import RSF server directory information from a database file member
that was previously created using the Export Server Entries (EXPRSFSRV) command.
This is the recommended way to copy RSF server information from one machine to
another.

21.Send Email.

Use this option to send an email message. Text files, save files, spooled files and IFS
stream files can be attached to the message.

Additional Server Functions

RSFSRV Rel 10.0 Remote Software Facility
Additional Server Functions

1. Manual calback

2. Purge RSF log

3. Install package

4. Add PPP validation list entry



5. Remove PPP validation list entry

6. Edit tumel restrictions

Selection or command
=_==>

The RSFSRV menu provides access to additional functions that pertain to RSF servers. The
menu options are each discussed below.

1. Manual Call-Back.
Usethis menu option to manually contact requester machine that has requested a call
back. Manual callback is needed if the server phone line into your AS/400 is not

answered directly by the AS/400, but is answered first by a receptionist.

SeeManually Calling Back a Requester Machfioe more information.

2. Purge RSF Log.

Use this menu option to purge selected entries from the RSF log. A log entry is generated
each time aemote machine contacts your machine. You will be prompted for

parameters.

See the otline help text for the Purge RSF Log (PRGRSFLOG) command for more
information.

3. Install Package.
Use this menu option to install an RSF package that was sent to you.

See the otline help text for the Install RSF Package (INLRSFPKG) command for more
information.

4. Add PPP validation list entry

Use this option to add an entry to a validation list which can be used to validate incoming
PPP (dialup TCP/IP) connections.

5. Remove PPP validation list entry
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Use this option to remove an entry from a validation list which is being used to validate
incoming PPP (dialip TCP/IP) connections.

6. Edit tunnel restrictions

Use this option to add or change port restriction®f8F tunneling.

Customizing RSF Menus

The source for all RSF menus is included with the Remote Software Facility product. The menu
source is contained in file QMNUSRC in library RSF. You can use the following command to
update a menu with Screen Desfgyd (SDA):

STRSDA OPTION(2) SRCFILE(RSF/QMNUSRC) +
SRCMBR(menu_name) OBJLIB(RSF)

Refer to the SDA Manual for more information about updating a menu with SDA.



Chap®erRequester Operat.

This chapter contains detailed descriptions ofcttriamands and functions that pertain to RSF
clients orrequesters

What is an RSF Requester?

An iSeries machine that contacts other AS/400s, requesting to retrieve objects, send objects,
initiate pasghrough or call remote programs is an RSF requesternfachine receiving,
processing, and fulfilling the requests is an RSF server. The requester is always the initiator of
the transaction.

Since a single machine may be receiving and processing requests from remote sites, while at the
same time sending itsvn requests to other sites, it follows that a given machine may be
simultaneously acting as a requester and a server.

Working With Servers

The Work With RSF Servers (WRKRSFSRV) command is used to work with a list of RSF
servers, or to print a list ®’®SF servers. You make servers known to your machine by adding
server directory entries.

The server directory on your machine functions like atir@phone book. You can store phone
numbers and other connection information in the server directory scoyithdve to key it in
with every request.

SeeAdding Server Directory Entrider more information about the details of server directory
entries.

While working with serves, you can easily add, remove, change, copy, and rename server
directory entries. You can also work with catalogs of RSF packages that are available from each
server.

In addition, the Work With Servers display provides a convenient point from which gou ca
initiate requests to remote machines to start-gassigh, or transmit objects and files.

The prompted version of the WRKRSFSRV command is shown below.
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Work With RSF Servers (WRKRSFSRYV)

Type choices, press Enter.

Server ID e *ALL *ALL, name, *generic*
Text compare string .. .... *ALL
OQutput . . ........... * * *PRINT
Botto m

F3=Exit F4=Prompt F5=Refresh F12=Cancel F13=How to use this display
F24=More keys

The parameters for the WRKRSFSRYV command are described below.
Server
Indicate which entries to include in the list.
The possible values are:
*ALL: No entries are excludeébased on name.
genericname: Enter a generic name for the servers to be included
in the list. Case is significant. An asterisk (*) in the generic
specification will match any string of zero or more characters in
the name. An underscore (_) in the genspiecification will match

any single character in the name.

Text Compare String
Enter characters to compare to entry text to determine which entries should be
included in the list. An entry is included in the list if the entry text contains the
string spetfied. Case is not significant.
The possible values are:
*ALL: No entries are excluded based on text.
String: Enter any text string of up to 50 characters.

Output

Indicates whether the list should be displayed or printed.



The possible values are:
*: Display the list.
*PRINT: Print the list.

Detail

Controls the amount of detail shown when printing the list.

The possible values are:

*BASIC: A subset of the total information is shown for each
directory entry. Multiple entries are printed per page.

*FULL: All i nformation is shown for each directory entry. One

entry is printed per page.

The display that is presented when you specify OUTPUT(*) on the WRKRSFSRV command is

shown below.

Work With RSF Servers BUGO0710
Positionto . . ..
Type options, press Enter.
2=Change 3=Copy 4=Delete 5=Display
7=Rename 12=Work with RSF catalog 15=Start pass - through
Opt Server Text Active
- ABCFINE ABC Fine Wine
o ACE Ace Hardware
o ACUSPORT AcuSport
- ADVANCDAUT Advance Auto Parts
o AG Associated Grocers
o ALDON Aldon Software
L ALLIED Allied Tube
o AMATE Attachmate development machine
o AMERICAN American Eagle
o AMGAS American Compressed Gases
- ANDON Andon
More...

F3=Exit F4=Prompt F5=Refresh F6=Create F12=Cancel F13=Defaults F21=Cmd
The following unction keys may be used with this display:
F3: Exit without updating.

F5: Refresh the display.



F6: Add a new server directory entry.

F12: Cancel.

F13: Change user defaults.

F21: Present a system command line window.

The fields on the Work With RSF Servelisplay are explained below.

Position to
Enter a value in the "Position to" field and press Enter to position the list to a
specific entry. The cursor is positioned to the first entry in the list that is greater
than or equal to the "Position to" valueuyspecify.

Opt

Enter an option number in the "Opt" column beside a list entry, and Epnéss

to perform a function on the list entry. You may enter options beside several list
entries before pressiriEnter. The options for the list entries are procesaddrn
when you presknter. The following is a list of options and their functions.

2=Change:The CHGRSFSDE command prompt is displayed with
the current values for the entry filled in.

3=Copy: A display is presented with which you specify the new
names ér entries to be copied.

4=Delete:A display is presented allowing you to confirm your
choices for delete. When you press Enter a second time, the entries
are deleted.

5=Display: Detailed information about the entry is displayed.

7=Rename:A display is preented with which you specify new
names for the entries to be renamed.

12=Work with RSF catalog: The WRKRSFCAT display is
presented for the selected server. The WRKRSFCAT display
allows you to view a list of RSF packages available from the server
and easy retrieve any package.

15=Start passthrough: A passthrough session is started with the
server machine. The server must grant your machine permission to
passthrough, by adding an entry to the requester directory on their



machine. Se@dding Requester Directory Entriés more
information about adding and changing requester directory entries.

user-defined-option: You may key a usedefined option. To
define new optionsselect optiord from the Start PDM
(STRPDM) menu.

See the oiline help text for this display for more information
about usedefined options.

Server
The unique server ID is shown in this column.
Text

Text describing the server is shown. Type over theaedtpress Enter to change
the text.

F13=Change defaults

When you press F13, the Change User Defaults panel is preséiitgdhére for
more information.

Related Command:
The following command is discussed elsewhere in this manual:

Add Server Directory EntrfADDRSFSDE)

For more information about the following commands, prompt the comdraad
pressk1to view the odine help text:

Change Server Directory Entry (CHGRSFSDE)
Remove Server Directory Entry (RMVRSFSDE)

Rename Server Directory Entry (RNMRSFSDE)

Server Directory Entries
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The Add Server Directory Entry (ADDRSFSDE) commandssd to add entries to the server
directory on your machine.

The server directory functions like an-tme phone book. You can store phone numbers and
other connection information in the server directory so that you won't have to key the
information for &ery request.

The prompted version of the ADDRSFSDE command is shown below. Click on the image to
jump to a particular command parameter description.

Add Server Directory Entry (ADDRSFSDE)

Type choices, press Enter.

Server ID e Name
Connection method ~ ....... *TCPIP *SDLCDIAL, *SDLC, *TCPIP...
Server's RSF phone number .
Call - back phone number . .. .. *NONE
Use existing connection:
Remote location name . . . .. *NONE Name, *NONE
Device.... ........ Name, *LOC
Local location name . .... Name, *LOC, *NETATR
Mode ............. Name, *NETATR
Remote network identifier . . Name, *LOC, *NETATR, *NONE
Vary existing controller . . . . *NONE Name, *NONE
Vary existing line . . . e *NONE Name, *NONE
Switched connection group . *ANY Name, *ANY, *BLANK

Remote system .. ... ...

Internet address ..  ......

RSF data port  ......... 602 Number
Ping wait  ........... 2 Seconds, *NONE
Local tunnel access port . . . . *NONE 1- 65534, *JOB, *NONE
First *JOB tunnel access port . 50000 1- 65534
Broadcast port . ....... . 603 Number
Broadcast group address . '224.0.0.5'
Broadcast interface address ..
Broadcast block size . . . . .. 3000 Number
Delay between blocks . . .. .. 2 Hundredths of a second
Maximum gateway hops . . .. .. 30 1- 255
Resend buffer size . . ... .. 10000 Number
Encryption . ... ....... *BASIC *NONE, *BASIC, *SSL
Encryption key data area . . . . *NONE Name, *NONE

Library . .......... Name, *LIBL

Run- time compression . . . . . . *NONE *NONE, *BASIC, *MA X
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Authentication protocol . *CHAP *CHAP, *PAP
Static routes:

Remote network address . . . . *NONE

Subnetmask .........

Text 'descriptio n......

Telnetport  .......... 23 Number, *SSL
Message data area  ....... *NONE Name, *NONE
Library — ........... Name, *LIBL

Relay to this machine . .... *YES *YES, * NO
Fallback serverID . ...... *NONE Name, *NONE
Preferred transmit window:
Start ... *ANY Time, *ANY
End ............. Time
Remote signon:
UseriID .....  ...... *DFT
Password . ..........

The parameters for the ADDRSFSDE command are described below in the order that they
appear on the command prompt.

Server ID
The name of the server directory entry to be added. This is a required parameter.
The possible values are:
name: Enter a valid system name for the new directory entry.
Connection method
Specify the type of connection to use to communicate with the server machine.
The possible values are:
*SDLCDIAL: Use APPC over an SDLC dtap connection. This
is the easiest matld to use for an SDLC diaip network. RSF
automatically creates the line, controller and device description at
the beginning of the request and deletes them at the end of the
request. Configuration objects are created according to the values

specified inthe RSF defaults for "Requester Configuration”. See
Setting Product Defaulfer more information .
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Note: The RSF server function (SDLC option) must
be started on theerver machine for this type of
connection. Click here for more informatioj.

*SDLC: Use APPC over a preonfigured connection. This option
lets you use RSF over SDLC te=l lines, Token Ring, Ethernet,
X.25 and other connections that you have configured yourself.

*TCPDIAL: Use PPP and Sockets over a-dipITCP/IP
connection. This is the easiest method to use for a TCP/Hawlial
connection. RSF automatically creates P profile as well as

the line, controller and device descriptions at the beginning of the
request and deletes them at the end of the request. Configuration
objects are created according to the values specified in the RSF
defaults for "PPP Requester Info'SeeSetting Product Defaults

for more information .

Note: RSF release 7.0 or later must be installed on
the server machine and the RSF server function
(PPP and TCHP options) must be started on the
server machine for this type of connectiq@lick
here for more informatioh.

*TCPIP: Use Sockets over a TCP/IP connection. Thisaopti
allows you to connect to another AS/400 over any TCP/IP link,
including the Internet.

Note: RSF release 6.0 or later must be installed on
the server machine and the RSF server function
(TCP/IP option) must be started on the server
machine for this typef connection. Click here for
more information.

Server's RSF phone number

The number to dial to reach the server's AS/400. This is a required parameter if
either*SDLCDIAL or*TCPDIAL are specified for "Connection method".

The possible values are:
*NONE: No phone number is specified.
phone number: Enter up to 32 characters for the phone number.
The number should include all digits necessary to make the phone

connectionjncluding a leading 1 plus area code, and a leading 9
for accessing an outside line where necessary.
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Text 'description’
A free-form description of the server directory entry.
The possible values are:

Characters: Enter up to 50 characters of information aésng
the server directory entry.

Call-back phone number

The phone number to pass to remote machines when requesting that they call your
machine back. This callack phone number will be used any time a request is
initiated from your machine that refexas this server ID, and specifies
CALBCKNBR(*SERVER) for the "Callback phone number" parameter.

If the callback request is accepted by the remote machine, the initial connection
is dropped and your job waits for the remote machine to call back. Youiiljob
wait up to 120 seconds plus the job default wait time for the server machine to
call back before signaling an error.

This parameter is ignored unles<&DLCDIAL or*TCPDIAL is specified for
"Connection method".

The possible values are:
*NONE: Call-backis not requested.
*RSFDFT: Callback is requested. The phone number specified in
the RSF defaults for the line currently being used is passed to the

server. Se&ettingProduct Default$or more information about
viewing or changing the RSF defaults.

*MANUAL.: Callback is requested, but the return call is placed
manually by an operator at the remote site. Manual callback is
useful if the remote server machine is attadioea phone line that

Is answered by a receptionist. When you spedfANUAL for
"Call-back phone number", RSF does not dial the server and
request a call back. Instead, RSF immediately resets the line and
gets ready for the server machine to call baaku ¥ust contact

the remote location by voice and have an operator initiate the
callback with the Call Back Using RSF (CALBCKRSF) command.

phone number: Callback is requested. Enter up to 32 characters
for the callback phone number. The number should irechlid
digits necessary to dial your machine from the server machine,
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including a leadind. plus area code, and leadiidor accessing an
outside line where necessary.

If you imbed the special val&DFT anywhere in the phone
number string, RSF will insethe default calback number for the
line currently being used at that point in the string. Only the first
occurrence o&DFT in the string is replaced. Subsequent
occurrences o&DFT are ignored. The special valugdft and
&DFT are treated equivalently

Use existing connection

This parameter is used to associate the RSF server withcamiigured line on
your machine. When you specify a value other ttN@NE for this parameter,

the value specified for the "Server's RSF phone number" is ignored by RSF
commands that initiate a request; an attempt is made to communicate with the
server machine over a specific line that is already configured on your machine.

The communications line used must be compatible with APPC. The valid link
types are SDLC, X.25, ken Ring, and Ethernet. See the Communications Users
Guide for information about configuring communications lines on your machine.
See "Using the Location Parameters" in the Advanced Program to Program
Communications Programmer's Guide for more informadioout how the five
elements of this parameter are used to select a communications device.

This is a required parameter8DLC is specified for "Connection method".

SeeAppendix Cfor step-by-step instructions for using your existing pre
configured lines with RSF.

Remote location name
*NONE: No preconfigured line is associated with this server.

location name:The name of a remote location associated with the
server. The remote locatiomme you specify is checked against

the remote location name specified for device descriptions on your
machine as the first step in selecting a communications device to
use.

Device

*LOC: Device names are ignored. The remote location name is
used to seleche device to use. This is the recommended value.

device name:The name of the device you want to use to
communicate with the server machine. The device you name is
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selected if it is compatible with the remote location name, local
location name and remotetwork id specified. Otherwise, the
request will end in error.

Local location name

*LOC: For norAPPN devices, any local location name will
match. For APPN devices, *NETATR is used. This is the
recommended value for this parameter.

*NETATR: The value spetied for local location name in the
network attributes of your machine is used.

location name:The name to use for your location. The local
location name you specify is checked against the local location
name specified for device descriptions on your nreels a step
in selecting a communications device to use.

Mode

The name of a mode description to use for the communications session. The mode
specified must be valid for the communications device selected on your machine
and on the server machine.

The posible values are:

BLANK: The system supplied mode of BLANK is used. This is
the recommended value.

*NETATR: The default mode specified in the network attributes
of your machine is used.

Name: The name of a mode to use for the communications
session.

Remotenetwork id

*LOC: For norAPPN devices, any remote network id will match.
For APPN devices, *NETATR is used. This is the recommended
value for this parameter.

*NETATR: The value specified for local network id in the
network attributes of your machine is dse

*NONE: For norAPPN devices, any remote network id will
match. For APPN devices, *NETATR is used.



Vary existing controller

remote network id: The name of the remote network containing
the server machine. The remote network id you specify is checked
against the remote networksgecified for device descriptions on
your machine as a step in selecting a communications device to
use.

Specify the name of an existing controller that RSF should vary on and off with
each transaction.

This parameter is ignoreahless*SDLC is specified for "Connection method".

The possible values are:

Vary existing line

*NONE: No controller is varied on and off by RSF. If you are
using a preconfigured connection, the line controller and device
must be in a varied on state.

controller-name: The nane of a controller to be varied on and off
by RSF. The controller specified must exist and should be the
controller to which the device specified in the CNNDEV parameter
Is attached. RSF will vary the controller off before the transaction,
vary the controkr on to begin the transaction, and vary the
controller off at the completion of the transaction. RSF keeps track
of active RSF connections using the controller and only varies the
controller when it is not already in use by RSF.

Specifythe name of an existing line that RSF should vary on and off with each

transaction.

This parameter is ignored unle&DLC is specified for "Connection method".

The possible values are:

*NONE: No line is varied on and off by RSF. If you are using a
pre-configured connection, the line controller and device must be
in a varied on state. If you specified *NONE for "Vary existing
controller”, you must also specify *NONE for this parameter.

line-name: The name of a line to be varied on and off by RSF. The
line specified must exist and should be the line to which the device
specified in the CNNDEV parameter is attached. RSF will vary the
line off before the transaction, vary the line on to begin the



transaction, and vary the line off at the completion of the
trarsaction. RSF keeps track of active RSF connections using the
line and only varies the line when it is not already in use by RSF.

Switched connection group

Specify a requester line group to use when contacting this server.

SeeRequester Configuratidior more information about assigning requester lines

to groups.

This parameter is ignored unle&&DLCDIAL or *TCPDIAL is specified for
"Connection method".

The possible valuesre:

Remote system

*ANY: Any requester line can be used to contact this server.

*BLANK: Only requester lines that are not assigned to a specific
group can be used to contact this server.

group-name: The name of the requester line group to use. Only
lines in the speciéid group are used to contact this server.

Specify the network name or IP address of the remote system to connect to. If a
name is specified, it must map to a valid IP address (Internet address) using the
TCP/IP host table on this machineusing a name server.

This parameter is requiredsT CPIP or *TCPDIAL is specified for
"Connection method".

The possible values are:

*INTNETADR: This value is provided for compatibility with
earlier releases. An address is specified, using the Interne¢gsdd
(INTNETADR) parameter instead of specifying a system name or
IP address here. When *INTNETADR is specified for this
parameter, you must specify a value for the INTNETADR
parameter.

Name: Enter the fully qualified name of the remote system.

IP-address:Specify the Internet address of the remote machine in
the form nnn.nnn.nnn.nnn, where nnn is a number from 0 to 255.
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Internet address

Enter the address of the remote machine.

This parameter is ignored unle$SITNETADR is specified for the "Remote
system'parameter.

The possible values are:
Address: Specify the Internet address of the remote machine. The

address should be specified in the form nnn.nnn.nnn.nnn, where
nnn is a decimal number from 0 to 255.

RSF data port

Ping wait

Specify the TCP/IP port to connectdn the remote machine for RSF functions.
The value specified for this parameter must match the value specified for the
PORT parameter on the Start Server Function (STRRSFSRV) command on the
server machinedlick here for more informatiop.

This parameter is ignored unle§CPIP or *TCPDIAL is specified for
"Connection method".

The possible values are:
602: A default port of 602 is used.

Port-number: Specify a valid port amber from 1 to 65534.

For a TCP/IP connection, specify the amount of time to wait for a ping response.

This parameter can be used to improve the response time when checking a
TCP/IP connection to a server that is unresponsive. When *NONEdgisgdor

this parameter, no initial ping of the server is done and a connection attempt to an
unresponsive server can take up to 3 minutes to complete.

Note: Ping uses a different connection protocol than RSF. If the source and target machines are
sepaated by a firewall, ensure that ping queries from the source machine are allowed by the
firewall. Otherwise, you should specify *NONE for this parameter to avoid the ping check.

The possible values are:

*NONE: No initial ping to a TCP/IP server is donétHe server is
not accessible on the internet, the check will take up to 3 minutes
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Telnet port

to complete. If the server is accessible but is not responding on the
RSF port (typically 602), the check should complete more quickly.

SecondsEnter the number of secanidrom 1- 120, to wait for a
ping response from the server.

Specify the TCP/IP port to use when connecting with telnet to the remote
machine. The Start Pagfirough Using RSF (STRPASRSF) command uses
telnet under the covers for TCP/IP contiats.

This parameter is ignored unlegCPIP or *TCPDIAL is specified for
"Connection method".

The possible values are:
23: A default port of 23 is used.

Port-number: Specify a valid port number from 1 to 65534.

Broadcast port

Specify the TCP/IP port tose for broadcasting to the remote machines. Only
machines listening on this port will receive the broadcast. (The value specified for
this parameter must match the value specified for the BPORT parameter on the
Start Server Function (STRRSFSRV) commandhanserver machine.)

This parameter is ignored unless *BROADCAST is specified for "Connection
Method".

The possible values are:
603: A default port of 603 is used.

Port-number: Specify a valid port number from 1 to 65534.

Broadcast group address

Specifythe broadcast group IP address. Only machines monitoring the specified
IP address on the specified port will receive the broadcast. (The value specified
for this parameter must match the value specified for the GRPADR parameter on
the Start Server Funcig STRRSFSRYV) command on the server machine.)

This parameter is ignored unless *BROADCAST is specified for "Connection
Method".



A valid multicast group address must be in the range of 224.0.0.0 to
232.255.255.255. Addresses from 224.0.0.0 to 224.0.@25mtended for intra
network transmissions. Therefore, transmissions to these addresses are typically
not forwarded by multicastapable routers. See RFC1700 for a list a list of
reserved multicast group addresses.

The possible values are:

group-address Specify the broadcast group IP address in the
form nnn.nnn.nnn.nnn, where nnn is a number from O to 255.

Broadcast interface address

Specify the IP address of the interface on this machine that will be used to send
broadcast transmissions. You can ugtom 1 on the NETSTAT display to list
the available interfaces.

This parameter is ignored unless *BROADCAST is specified for "Connection
Method".

The possible values are:

interface-address:Specify the broadcast interface IP address in
the form nnn.nnmnn.nnn, where nnn is a number from 0 to 255.

Broadcast block size

Specify the number of bytes to broadcast before pausing to let the receiving
machines catch up.

Depending on your network, broadcast messages may arrive at one or more target
machines morguickly than they can be processed. If the receive buffer gets full

on the target machine, additional messages my be discarded by the system,
invalidating the transmission for that system.

Setting the appropriate block size and ifikrck delay can helpnsure that the
complete transmission gets through to the maximum number of target systems,
while not excessively impacting performance.

A smaller block size and/or longer idglock delay increases transmission
integrity. A larger block size and/or snellinterblock delay improves
performance.

This parameter is ignored unless *BROADCAST is specified for "Connection
Method".



The possible values are:
63500:A default block size of 63500 bytes is used.

number: Enter a integer, greater than zero.

Delay baween blocks

Specify the number of hundredths of a second to pause after sending each block
of broadcast data. This parameter works in conjunction with the Broadcast Block
Size (BBLOCK) parameter to ensure that the complete transmission gets through
to themaximum number of target systems, while not excessively impacting
performance.

A smaller block size and/or longer iniglock delay increases transmission
integrity. A larger block size and/or smaller int#ock delay improves
performance.

This paramedr is ignored unless *BROADCAST is specified for "Connection
Method".

The possible values are:
50: A default of 50 (half a second) is used.

number: Enter a number from zero to 100.

Maximum gateway hops

Encryption

Specify the maximum number of gateways that a braddoassage may pass
through before the message is discarded. This helps prevent looping.

This number should be at least as large as the number of gateways between the
sending and receiving machines.

This parameter is ignored unless *BROADCAST is speciiiedConnection
Method".

The possible values are:
10: A default of 10 is used.

number: Enter a number from 1 to 255.



Specify the type of encryption to use for TCP/IP connections. When a value other
than*NONE is specified, all information pasd between the client and server is
encrypted, including control information, user profiles, passwords and data.

This parameter is ignored unle§CPIP or *TCPDIAL is specified for
"Connection method".

The possible values are:

Encryption key data area

*BASIC: Basic symmetric engption is used. When this option is
used, the encryption key specified using the "Encryption Key Data
Area" parameter must match the encryption key that was specified
on the server machine using the Change RSF Defaults
(CHGRSFDFT) commandSeeSetting Product Defaulfer more
information about changing defaults.

This option provides enough security for private networks and for
those Internet transmissions where maxmsecrecy and
confidentiality are not required.

*NONE: The transmission is not encrypted. This option provides
slightly better transmission performance.

*SSL: The Secure Sockets Layer protocol is used to encrypt the
transmission. This option provides maxim security, allowing for
the safe transmission of the most confidential information.

Note: In order to use this option:

1. The Internet Connection Secure Server licensed
program must be installed on your machine and the
server machine. (US version: 5T01.

International version: 5769NCE.) Contact your IBM
sales representative for more information.

2. RSF's SSL support must be enabled on your
machine and the server machine. This is done with
the Change Defaults (CHGRSFDFT) command. See
Setting Product Defaulfer more information.See
Appendix G for information about configuring SSL,

Enter the qualified name of a data area containing tbeygtion key to use. The
data area must be at least 128 bytes long.
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This parameter is ignored unlegCPIP or *TCPDIAL is specified for the
"Connection Method" parameter, afBIASIC is specified for the "Encryption”
parameter.

The first 128 bytes of theath area are used as the encryption key. Trailing blanks
in the key are ignored. The key can be from 1 to 128 bytes long and may contain
any valid hex or character data. Longer keys provided greater security.

The data area does not need to exist at the ttms command is run but it must
exist when a transmission is started.

The possible values are:

*NONE: No data area is used. A default key is supplied by RSF.

data-area name:The name of a data area to use

The possible library values are:
*LIBL: The job Ibrary list is used to locate the data area.
library -name: The name of the library containing the data area.
Run-Time Compression

Indicate whether to compress data as it is transmitted to this location.
The goal of compression is to get data from poind Adint B more quickly.
Since compression uses more CPU resourcegjmacompression is most
effective over slower connections, where the transmission speed is significantly
slower than the processor speed.
When compression is selected, an informatiomassage is sent to the job log at
the completion of the transmission indicating the amount of compression
achieved.
Note: This parameter only effects TCP/IP connections. Use the Change Mode
Description (CHGMODD) command for mode BLANK to set4time
compession options for SDLC connections.

The possible values are:

*NONE: The data is not compressed.



*BASIC: A simple TERSE algorithm is used to compress data as
it is transmitted. This requires more CPU than *NONE, but less
CPU than the *MAX option.

*MAX: The LZ1 algorithm is used to compress data as it is
transmitted. This requires more CPU than the *NONE or *BASIC
options, but the best compression ratio is achieved.

Authentication Protocol

Static Routes

For diatup TCP/IP connections (PPP), indicate the protocol taviie® sending
user ID and password information to the remote machine.

This parameter is ignored if a value other thB@PDIAL is specified for
"Connection Method", or fDFT is specified for the "Remote Signon"
parameter.

The possible values are:

*CHAP: The user ID and password are encrypted before they are
sent. You should specify this value whenever the remote machine
is an iSeries or AS/400 running RSF, or whenever the server
supports the CHAP protocol.

*PAP: The user ID and password are sent asigkxt. Many
Internet service providers only support this option. Check with
your ISP to determine which password protocols are supported.

For diatup TCP/IP connections (PPP), indicate if RSF should define a default
route or specific statimutes to the remote location for the duration of the
connection.

Routes are useful if you want to use the remote machine as a gateway to connect
to other machines. See option 2 on the CFGTCP menu for more information about
TCP/IP routes.

This parametersiignored if a value other than *TCPDIAL is specified for
Connection Method.

The possible network address values are:

*NONE: No static routes to the remote system are defined.



*DFT: A default route to the remote system is defined for the
duration of the conection. When the iSeries is asked to connect to
any unknown IP address, it will try to find a route to that address
beginning with the connection designated as the default route.

Note: The iSeries allows only one default route to be active
at a time. Whe you specify *DFT for this parameter, a
connection to the remote system will fail if:

1 Another default route is defined in your TCP/IP
configuration.

1 A connection to a different RSF server is already
active which has *DFT specified for Static Routes.

*|P -address Enter the address of the remote network to which

you wish to establish a route. The address should be formatted as a
valid IP network address. Network addresses end in O for a subnet
mask of 255.255.255.0Network addresses end in 0 or 128 for a
subnet mask of 255.255.255.128.

The possible Subnet Mask values are:
255.255.255.0This common subnet mask is the default.
mask Enter a valid subnet mask.
Message data area

Specify the qualified name of a data area to use to send default messaiges to th
server. The data area must be at least 128 bytes long

If a data area is specified for this parameter, and if the user sp&SEHE/ER

for the "Message for server" (MSG) parameter on one of the RSF commands that
initiates a request, the first 128 bytddhe data area are sent to the server as
message data.

Message data sent via the MSG parameter is accessible-laypgneost

processing programs on the server machine. Associating a message data area with
a server directory entry allows the server tarato receive customized

information with every request.

For example: A data area could be created on the requester machine to track
different software features and releases installed. Then, by tying the data area to
the server location using this parderethe server receives the feature and release
information with every request.



The possible values are:
*NONE: No data area is associated with this server. If *SERVER
is specified for the "Message for server" parameter on an RSF
command that initiatesr@quest and the command references this
server, no message is sent.

data-area name:The name of a data area to use. The data area
must be at least 128 bytes long.

The possible library values are:
*LIBL: The job library list is used to locate the data area.
library -name: The name of the library containing the data area.
Relay to this machine

Indicate whether this machine should relay transmissions to this server when the
server is in the list of machines to receive the distribution.

For a relay distributionpachines that successfully receive a transmission
participate in sending the transmission on to other locations in a list that is
specified by the original sender.

Note: More than one machine can be set to forward distributions to a
given server. This enses that there are multiple paths to that server. If
one machine is unable to contact the server, another may be able to get
through. RSF ensures that only one copy of the distribution is ultimately
sent to the server.

This parameter is ignored for nogay distributions.

The possible values are:

*YES: During a relay distribution, this machine will attempt to
send the transmission this server.

*NO: This server will not be contacted by this machine for a relay
distribution. Some other machine must relayttis server.

Fallback server ID

Fallback support allows you to specify alternate connection information for a
given server. If a connection cannot be made using the connection information



specified in this server ID, RSF will attempt to connect usiegctinnection
information specified in the fallback server ID, if one is specified.

The fallback server may have its own fallback server ID specified. In this way,
you can chain together as many server IDs as you like. Care should be taken to
ensure that #chain of fallback servers is not recursine entry should point an
earlier entry in the chain.

The different server IDs that make up the fallback chain may have completely
different connection methods defined. Or, one entry may be simply a variation of
an earlier entry in the chain, with a different connection phone number or IP
address, for example.
The possible values are:
*NONE: No fallback server ID is defined for this server.
server-ID: Enter the name of an existing server ID to use as a
fallback.If a connection cannot be made to this server directly, an
attempt will be made to connect using the fallback server ID.

Preferred Transmit Window

Specify the preferred time for contacting this location. This information may be
used by other RSF functiots schedule transmissions.

The possible single values are:

*ANY: The location can be contacted any time. This is the same as
entering 00:00:00 to 23:59:59 for the time range.

The other possible values are:

time-range: Enter start and end times for theioml transmit
window, using a 2éour clock. If a start time is not specified,
00:00:00 is assumed. If an end time is not specified, 23:59:59 is
assumed. If the end time is less than the start time, the window
spans midnight.

Remote Signon

Specify the useprofile and password to use when connecting tortdraote
machine.



For SDLC connections (Connection Met@DLCDIAL or *SDLC), this
parameter determines the user ID and password to use to sign on to the remote
machine. The RSF job on the target machimes under the specified user ID.

For TCP/IP dialup connections (Connection MethtdCPDIAL ), this

parameter determines the user ID and password to pass to the target PPP profile.
The actual user profile under which the target job runs, however, isnieterby

job description RSF/RSFTCP.

The possible single values are:

*DFT: For SDLC connections, RSFSRYV is used for the profile

and password. This is the recommended value for SDLC
connections as it will allow you to connect to most machines with
RSF. Havever, if the password for the RSFSRYV profile on the
target machine was changed from the default value, the connection
will fail with message RSF4041 or RSF4019eeSecurty
Consideration$or more information about using the default profile
and password.

For PPP connections (Connection Meth®@@PDIAL ), a value of
*DFT for this parameter passes no user ID or password to the
remote machine at connection time.

The other pssible values are:

Related Commands:

profile -and-password: Specify a user profile and password to use
to initiate the RSF server job on the target machine.

For SDLC connections, both values must be ten or fewer
characters, without embedded blanks. Casetisignificant.The
profile/password combination must be valid for the remote
machine, otherwise the connection will fail with message RSF4041
or RSF4011.

For PPP/TCPIP connections, the user ID and password may each
be up to thirty characters long and may include imbedidignks.
Caseis significant. The user ID/password combination must match
an entry in the validation list specified in the server configuration
on the target machine.

The following command is discussed elsewhere in this manual:

Work With ServerfWRKRSFSRV)
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For more information about the following commands, prompt the command and

press F1 to view the eime help text:
Change Server Directory Entry (CHRSFSDE)
Remove Server Directory Entry (RMVRSFSDE)

Rename Server Directory Entry (RNMRSFSDE)

Working With Catalogs

The Work With RSF Catalog (WRKRSFCAT) command is used to work with a list of RSF
packages available from a given server, or to print @fipackages available from a given
server.

While working with an RSF catalog, you can easily display and delete catalog entries, retrieve

packages, and retrieve catalog updates.

The prompted version of the WRKRSFCAT command is shown below.
Work With RSF Catalog (WRKRSFCAT)

Type choices, press Enter.

ServerID .. ... L. Name
Output . .. .......... * * *PRINT
Detail . ............ *BASIC *BASIC, *FU LL

Bottom
F3=Exit F4=Prompt F5=Refresh F12=Cancel F13=How to use this display
F24=More keys

The parameters for the WRKRSFCAT command are described below.
Server ID

The name of theesver whose catalog is to be worked with. This is a required
parameter.

The possible values are:



Output

Detail

Name: Enter the name of an existing server directory entry.

Indicates whether the list should be displayed or printed.

The possible values are:

*. Display the list.

*PRINT: Print the list.

Controls the amount of detail shown when printing the list.

The possible values are:

*BASIC: A subset of the total information is shown for each
catalog entry. Multiple entries are printed per page.

*FULL: All information is shown for each catalog entry. One

entry is printed per page.

The display that is presented when you specify OUTPUT(*) on the WRKRSFCAT command is

shown below.
Work With RSF Catalog
Server ...:BUGBUSTERS Bug Busters Software Engineering
Positionto . . ...

Type options, press Enter.
4=Delete 5=Display 8=Retrieve package 10=Install

Opt Package Sts Text
A_WHATSNEW What's New? Retrieve this cover letter for info.
ALC2.0 A la Carte Menu and Security System - Free Trial
ALC2.0_001 ALC 2.0 PTF 07/14/09: DSPALCAUT enhancement
ALC2.0_002 Superseded by 003: LMTCPB menu option error
ALC2.0_0 03 ALC 2.0 PTF 10/01/09: Prompting cmd after error
ALC2.0_004 ALC 2.0 PTF 3/11/09: Authority w/ adoption
CDB CD Builder - Free Trial
COMTOOLS Communications configuration tools
RSF_NEWRLS Remote Software Facility - Release 8.6 10/1/ 10

F3=EXxit F4=Prompt F5=Refresh
F13=Change defaults F15=Update catalog F21=System command

BUGO0710

More...
F12=Cancel



The following function keys may be usedth this display:
F3: Exit without updating.
F4: Prompt.
F5: Refresh the display.
F12: Cancel.
F13: Change defaults that effect this display.
F15: Retrieve the latest catalog.
F21: Present a system command line window.

The fields on the Work With RSF Gadog display are explained below.

Server
The name and text for the server whose catalog is being worked with are shown.
Position to
Enter a value in the "Position to" field and press Enter to position the list to a
specific entry. The cursor is positionedthe first entry in the list that is greater
than or equal to the "Position to" value you specify.
Opt

Enter an option number in the "Opt" column beside a list entry, and press Enter to
perform a function on the list entry. You may enter options besneral list

entries before pressing Enter. The options for the list entries are processed in turn
when you press Enter. The following is a list of options and their functions.

4=Delete:A display is presented allowing you to confirm your
choices for deleteVhen you press Enter a second time, the entries
are deleted.

5=Display: Detailed information about the entry is displayed.

8=Retrieve packageRetrieve the package from the server. Press
Enter to retrieve the package. Press F4 to be prompted for
parametes before retrieving the package. The package is retrieved
interactively or in batch, depending on the values specified for
defaults. Press F13 to view or change the defaults.



10=Install: The selected package is installed on your system. The
package statumust beRTV or OPN.

Package
The names of the packages available from the server are shown in this column.
Status
The package status is shown. The possible values are:
blank: The package has not been retrieved or installed.
RTV: The package has been retgd but not installed.
INL: The package has been installed.
OPN: The package has been retrieved again after it was installed.
Text

Text describing each package is shown in this column.
F15=Update catalog

Presg-15to retrieve the latest catalog from thevas. The catalog is retrieved
interactively or in batch, depending on the values specified for defaults. Press F13
to view or change the defaults.

F13=Change defaults

The display that is presented when you press F13 to change defaults from the WRKRSFCAT
display is shown below. You can also access this display by running the Change User Options
(CHGRSFUO) command from any command line. Click on the image to see parameter
descriptions.

Change RSF User Options (CHGRSFUO)

Type choices, pr ess Enter.

Target save file . . ... ... *PKG Name, *PKG
Library — ........... QGPL Name, *CURLIB

Replace existing save file . . . *NO *YES, *NO

Automatic installation . . . . . *YES *YES, *NO

Retrieve package if installed . *NO *YES, *NO

Runinbatch.......... *NO *YES, *NO
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Job description  ........ MY JOBD Name, *USRPRF

Library — ......... .. MY LIB Name, *LIBL, *CURLIB
Earliest date to include . . . . *FIRST Date, * FIRST, *NEW
Last date to include . . . . .. *LAST Date, *LAST
Entry status to include C *ALL *ALL, *NOTBLANK, *NOTINL...

+ for more values
Text compare string . .

*ALL
Option file ~ .......... RSFOPT Name

Library — ........... *LIBL Name, *LIBL, *CURLIB
Option member . ........ *FIRST Name, *FIR ST
Default server . . ....... *NONE Name, *NONE
Default package ........ *NONE Name, *NONE
Targetrelease . .. ...... *CURRENT VxRyMz, *CURRENT, *PRV...
Outgoing mail from address . . .
*DFT

Bottom

F3=Exit F4=Prompt F5=Refresh F12=Cancel F13=How to use this dis play

F24=More keys

The following function keys may be used with this display:
F3: Exit without updating.
F12: Cancel.

The fields on the Change Defaults display are explained below.

Target save file
The qualified name of a save file on your machinere/hetrieved packages
should be placed. If the save file specified does not exist when the package is
retrieved, it will be created.

The possible values are:

*PKG: Use the name of the package being retrieved for the save
file name.

name: Enter the name dhe save file to contain retrieved
packages.
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The possible library values are:
QGPL: Library QGPL is used.
*CURLIB: Your current library is used.
library name: Enter the name of a library to contain the save file.
Replace save file
Specify the action to t&when the specified save file already exists.
The possible values are:
*YES: Replace an existing save file.
*NO: End in error if the specified save file already exists.
Automatic installation
Specify whether to automatically install retrieved packages.
The possible values are:

*YES: RSF runs program RSFINST if it is included within a
retrieved package.

*NO: Package save files are not automatically installed.
Retrieve package if installed

Specify whether to retrieve packages that are already flaggedalkethsin your
system.

The possible values are:
*NO: A request to retrieve an installed package ends in error.
*YES: Installed packages may be retrieved again.
Run in batch
Specify whether to submit requests to batch.

The possible values are:



*NO: Run requsts interactively.
*YES: Submit requests to batch.
Job description

Enter the qualified name of a job description to use when submitting requests to
batch.

The possible values are:
name: Enter the name of the job description to use.

The possible library vaks are:
*LIBL: The job description is found using the library list.
*CURLIB: The job description in the current library is used.

library -name: Enter the name of the library containing the job
description.

Earliest date to include

Enter the earliest date include in the catalog list. Only catalog entries that were
created or changed on or after the date specified are included.

The possible values are:
*FIRST: No minimum date is used to filter catalog entries.

*NEW: Only new entries that were added to ¢la¢alog since the
last time the catalog was retrieved are included.

date: Enter the earliest date to include in the list.
Last date to include

Enter the latest date to include in the catalog list. Only catalog entries that were
created or changed on orfbee the date specified are included.

The possible values are:
*LAST: No maximum date is used to filter catalog entries.

date: Enter the latest date to include in the list.



Entry status to include

Use this parameter to select entries to include by status.
The possible single values are:
*ALL: All entries are included regardless of status.

*NOTBLANK: Entries with any status other than blank are
included.

*NOTINL: Entries for packages that have not been installed are
included.

The other possible values are:

*BLANK: Entries for packages that have not been retrieved or
installed are included.

*RTV: Entries for packages that have been retrieved but not
installed are included.

*INL: Entries for packages that have been installed are included.

*OPN: Entries for paclges that have been retrieved again after
they were last installed are included.

Text compare string

Option file

Enter characters to compare to catalog entry text to determine which entries
should be included in the list. An entry is included in the list if the ¢akty
contains the string specified.

The possible values are:

*ALL: Include all entries regardless of their text.

string: Enter a text compare string to use.

Enter the qualified name of a user option file to use when checkingleseed
optiors.

The possible values are:



file-name: Enter the name of an existing option file.
The possible library values are:

*CURLIB: The file is found in the job's current library.:

*LIBL: The file is found using the library list.:

library -name: Enter the name dhe library containing the option
file.:

Option member
Enter the name of the option file member to use.
The possible values are:
*FIRST: The first member in the file is used.
member-name: Enter a valid member name.

Default server

Specify a default serveb to use to replace the &SERVER variable in user
defined options. This value is only used with the Work With Packages display.

The possible values are:
*NONE: No default is specified.
server-ID: Enter a valid server ID.

Default package

Specify a defaulpackage to use to replace the &PKG variable in-dséined
options. This value is only used with the Work With Servers and Work With
Catalog displays.
The possible values are:

*NONE: No default is specified.

packagename: Enter a valid package name.

Target release



Enter the default to use for the OS/400 release level of the remote machine,
relative to your machine.

The possible values are:

*AUTO: The target release value stored in the server directory
entry is checked. If the stored value has been updadeg, the
stored value is used. Otherwise, a value of *TARGET is assumed
for this parameter.

*CURRENT: The remote server machine is at the same OS/400
release level as the local machine.

*PRV: The remote server machine is one OS/400 release level
behird your machine.

*TARGET : RSFLINK is used to query the actual release of the
target machine. If the OS/400 release of the target machine is
greater than the release of the local machine, a value of
*CURRENT is used. Otherwise, the actual release of tigetar
machine is used.

releaselevel Enter the OS/400 release level of the remote
machine, in the form VxRyMz, where X, y and z are the version,
release and mod level respectively. For example: V7R1MO.

Outgoing mail from address

Specify your email addres$his is the address to which replies to your outgoing
email will be directed.

The possible values are:

Related Commands:

*DFT: The value specified in the global RSF defaults is used. See
theChange RSF Defaults (CHGRSFDFIOmmand for more
information.

email-address Enter the email address to which replies to your
outgoing emails
should be directed. For exampliged.jones@your_company.com

The following commandare discussed elsewhere in this manual:

Retrieve PackagdlRTVRSFPKG)
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Send PackagéSNDRSFPKG)

Create Packag€ RTRSFPKG)

For more information about the following commands, prompt the command and
pressF1to view the odine help text:

Change Package (CHGRBKG)
Delete Package (DLTRSFPKG)

Rename Package (RNMRSFPKG)

Retrieving Packages

The Retrieve RSF Package (RTVRSFPKG) command is used to retrieve a package of objects
from another machine.

With this command, you can only retrieve objects that haveibekmed in an RSF package on
the remote machine. Use the commands in RSFTO®@phSendix B to retrieve objects that
have not been defined by an RSF package. Us€dbpg File Using RSECPYFRSF) command
to send and retrieve database file members that are not part of a pat@agean also use the
Retrieve IFS Object¢SNDIFSRSF) to retrieve objects that are not part of a package.

If a set of objects will be retrieved from a given machine multiple times, it is most efficient to
define a package for the objects and retriéeen using this comman@lick herefor more
information about creating packages of objects.

The prompted version of the RTVRSFPKG command is shown below. Click on the imaee
parameter descriptions.

Retrieve RSF Package (RTVRSFPKG)

Type choices, press Enter.

Package ............ Name, *CATA LOG, *NONE
Targetsavefile........ Name, *NONE
Library — ........... *CURLIB Name, *CURLIB
Replace existing save file . . . *NO *YES, *NO
ServerID ... ... Name, *CURRENT
Type of data requested . . . .. *ALL *CVRLTR, *DATA, *ALL, *MSG...

Hang up after this transaction *YES *YES, *NO
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Automatic installation . . . . .

*TRY *TRY, *YES, *NO

Call -back phone number. .. .. *NONE
Run- time compression . . . . .. *SERVER *NONE, *BASIC, *MAX, *SERVER
Retrieve package if installed *NO *YES, *NO
Message for server . ... ...
*SERVER

Bottom
F3=EXxit F4=Prompt F5=Refresh F10=Additional parameters F12=Cancel

F13=How to use this display

F24=More keys

The parameters for the RTVRSFPKG command are described below.

Package

The name of the package you want to retrieve from the server machine. The
package must exist on the server machine. This is aregqoarameter.

The possible values are:

Target save file

name: The name of a specific package to access from the server.

*CATALOG: A special request is sent to the server to download a
catalog of RSF packages available on their machine. When
*CATALOG is specified for "Pacige", you cannot specify

*NONE for "Server id".

*NONE: No package is retrieved. An ad hoc message is sent to the
server. When *NONE is specified for "package”, you cannot
specify *NONE for "Message for server".

The qualified name of a safiee on your machine to receive the RSF package.
This is a required parameter.

The possible values are:

name: The name of a save file to contain the received package. If
the file does not exist, it will be created. A save file name must be
provided unlessCATALOG is specified for "Package" or a value
other than *ALL or *DATA is specified for "Type of data
requested".
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*NONE: No target save file is used. *NONE must be specified
when *CATALOG is specified for "Package”, or when a value
other than *ALL or *DATA is specified for "Type of data
requested".

The possible library values are:
*CURLIB: The current library is used to locate the save file.

library name: The name of an existing library which contains or
will contain the save file.

Replace existing saveile

Specify whether RSF should replace the contents of the save file if it already
exists.

The possible values are:
*NO: If the save file already exists, the request ends in error.
*YES: The contents of the save file are replaced with the data
being downladed. When *RETRY is specified for "Type of data

requested”, the new data is appended to the existing save file.

Server id

The name of a server directory entry to be referenced. The entry must exist in the
server directory on your machine. S&g#ding Server Directory Entrider more
information.

The possible values are:

*CURRENT : Reference the server that is currently associated
with the job. For pasthrough target job$CURRENT refers to

the source machine. For an RSFprecessing program running
on a server machine, *CURRENT refers to the requester machine.
*CURRENT is only valid for this parameter if the job executing
the command is an RSF target pgg®ugh job, arRSF pre
processing program executing on the server machine, or a batch
job submitted from one of the above two job types. Saeing
PassThroughfor more information bout RSF pasthrough jobs.
SeePreprocessing Progranier more information about pre
processing programs.
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name: The name of an entry in the server directory on your
machine

Type of data requested
The type of data you wish to download
The possible values are:

*ALL: All data associated with the RSF package is downloaded to
your machine.

*CVRLTR : Only the cover letter is retrieved.
*DATA: Only the save file data is retrieved.

*MSG: No data is retrieved. A message is sent to the server
machine. When you specify *MSG for "Type of data requested”,
you cannot specify *NONE for "Message for server".

*RETRY: Specify *RETRY to resume the download for a
package that was previously imgpted. When you specify
*RETRY, Remote Software Facility determines where the
previous download attempt left off, and resumes the transmission
at that point. Cover letter data is not retrieved. Only the save file
data for the package is retrieved. Yousinspecify the same save
file for "Target save file" that was used in the previously
interrupted transaction.

Hang up after this transaction

Specify whether RSF should hang up the phone connection at the completion of
the transaction. This parameter isaged for norswitched connections.

The possible values are:

*YES: The line is disconnected at the completion of the
transaction.

*NO: The server is notified that you would like the line to remain
active at the completion of the transaction. The line withain

active if the server has specified HANGUP(*NO) for a requester
directory entry on the server machine that refers to your machine.
Otherwise, the server hangs up at the end of the transaction. See
Adding Requester Directory Entrigs more information.
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When HANGUP(*NO) is specified by both the requester and
server machines, the line remains active until one of the following
OCCurs:

1 Another request from your machineth® same server
specifies HANGUP(*YES)

1 The requester explicitly hangs up using the ENDRSFCNN
(End RSF Switched Connection) command. Bageg up:
End RSF Switched Connémh for more information.

1 The time limit expires on the server machine and the server
hangs up. The time limit is set with the SRVDSC parameter
on the Change RSF Defaults (CHGRSFDFT) command.
SeeSetting Product Defaulfer more information about
changing RSF defaults.

Automatic installation

Specify whether RSF should attempt to install a package once it has been
retrieved.

For automatic installation, RSF attempigéstore program RSFINST to library
QTEMP from the save file that was transmitted with the package.

If program RSFINST can be restored, it is called with the following parameter
list:

1 A data structure describing the request. CHAR(*). Sggendix Afor a
complete description of the data structure.

1 Return message data. CHAR(128)
1 Return message type. CHAR(7)
1 Saved library. CHAR(10)
1 Save command used. CHAR(10)
It is the server's respeibility to write installation program RSFINST and include

it in the save file for the package if automatic installation for this package is to be
supported. Sedutomatic hstallation Programf®r more information.

The possible values are:
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Call-back phone number

*TRY: Automatic installation is attempted. The request ends
normally if no automatic installation program is found. If you
know automatic installation does not apply, it is more effidient
specify *NO for this parameter.

*YES: Automatic installation is attempted. The request ends in
error if no automatic installation program is found.

*NO: No attempt is made to automatically install the package.

The phone number foass to the server machine when requesting that the server
call your machine back.

Your calkback request will be rejected by the server unless a requester directory
entry exists on the server machine which refers to your machine, and specifies
*YES for "Allow call-back". SeeAdding Requester Directory Entriés more

information.

If the calltback request is accepted by the server, the initial connection is dropped
and yaur job waits for the server machine to call back. Your job will wait for
about two minutes for the server machine to call back before signaling an error.

The possible values are:

*NONE: Call-back is not requested.

*RSFDFT: Call-back is requested. The pham@émber specified in
the RSF defaults for the line currently being used is passed to the
server. Se&etting Product Defaulfer more information about
viewing or chaging the RSF defaults.

*SERVER: Call-back is requested. The chlhck phone number
specified in the server directory entry named in the "Server id"
parameter is used. If no cddlack phone number is specified in the
server directory entry, a value of *N@Ns assumed for this
parameter.

*MANUAL: Call-back is requested, but the return call is placed
manually by an operator at the remote site. Manuadbealk is

useful if the remote server machine is attached to a phone line that
is answered by a receptishiWhen you specify *MANUAL for
"Call-back phone number”, RSF does not dial the server and
request a call back. Instead, RSF immediately resets the line and
gets ready for the server machine to call back. You must contact
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Run-Time Compression

the remote location by voice ahdve an operator initiate the call
back with the Call Back Using RSF (CALBCKRSF) command.

phone number: Call-back is requested. Enter up to 32 characters
for the caltback phone number. The number should include all
digits necessary to dial your machinerfr the server machine,
including a leading 1 plus area code, and a leading 9 for accessing
an outside line where necessary.

If you imbed the special value &DFT anywhere in the phone
number string, RSF will insert the default da¢éick number for the
line currently being used at that point in the string. Only the first
occurrence of &DFT in the string is replaced. Subsequent
occurrences of &DFT are ignored. The special values &dft and
&DFT are treated equivalently.

Indicate whether toampress data as it is transmitted.

The goal of compression is to get data from point A to point B more quickly.
Since compression uses more CPU resourcegjmacompression is most
effective over slower connections, where the transmission speed fgaigfhy
slower than the processor speed.

When compression is selected, an informational message is sent to the job log at
the completion of the transmission indicating the amount of compression

achieved.

Note: This parameter only effects TCP/IP connediddse the Change Mode
Description (CHGMODD) command for mode BLANK to set+time
compression options for SDLC connections.

The possible values are:

*SERVER: The compression option specified in the server
directory entry named in the "Server id" (SERV)gRrameter is
used. Seédding Server Directory Entrifer more information.

*NONE: The data is not compressed.

*BASIC: A simple TERSE algorithm is used to compress @et
it is transmitted. This requires more CPU than *NONE, but less
CPU than the *MAX option.
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*MAX: The LZ1 algorithm is used to compress data as it is
transmitted. This requires more CPU than the *NONE or *BASIC
options, but the best compression ratiadhieved.

Retrieve package if installed

Specify whether to retrieve the package if it is flagged as installed on your
system.

The possible values are:
*NO: The request to retrieve an installed package ends in error.
*YES: An installed package may be iietred again.
Message for server
An ad hoc message to be sent to the server along with the RSF request.
The possible values are:
*NONE: No message is sent to the server.

*SERVER: Get the message data from the data area specified in
the server directory ertnamed in the "Server id" parameter. If no

message data area is specified in the server directory entry, a value

of *NONE is assumed for this parameter.
Message textEnter up to 128 characters of message text.
Contact name, etc.

When you prompt for comamd parameters with F4, default name, address and

telephone information are filled in for you. These are the same defaults the system

uses to send PTF orders via Electronic Customer Support.
The possible values are:

contact information: Enter the appropria information for
contact name, address, and phone.

Related Commands:
The following commands are discussed elsewhere in this manual:

Send PackagéSNDRSFPKG)
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Send Emai(SNDEMLRSF)

Work With CatalogWRKRSFCAT)

Copy File Using RSFCPYFRSF)

Retrieve Object$RTVOBJRSF)

Send Object$SNDOBJR¥)

Retrieve DocumentRTVDOCRSF)

Send Documentt$SNDDOCRSF)

Create Packag€ RTRSFPKG)

For more information about the following commands, prompt the command and
pressF1to view the odine help text:

Change Package (CHGRSFPKG)
Delete Package (DLTRSFPKG)

Rename Package (RNMRSFPKG)

Sendng Packages

The Send RSF Package (SNDRSFPKG) command is used to send an RSF package to a remote
server.

With this command, you can only send objects that have been included in an RSF package on
your machine. Use the commands in RSFTOQASpENdix B to send objects that have not

been defined by an RSF package. UseZibpy File Using RSFECPYFRSF) command teend

and retrieve database file members that are not part of a packagean also use thigend IFS
Objects (SNDIFSRSF) to send objects that are not part of a package

If a set of objects will be sent from a given machine multiple times, it is most efficient to define a
package for the objects and send them using this comi@&aokl heie for more information
about creating packages of objects.

The prompted version of the SNDRSFPKG command is shown below. Click on the image to see
parameter descriptions.
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Send RSF Package (SNDRSFPKG)

Type choices, press Enter.

Package ............ Name, *NONE, *SAVF
ServerID ... ... Name, *CURRENT, *LIST
Type of datatosend ... ... *ALL *CVRLTR, *DATA, *ALL, *MSG...
Post - processing program *DFT Name, *DFT, *INSTALL, *NONE
Library — ........... Name, *LIBL
Call pre - processing program *YES *YES, *NO
Update history . . ....... *YES *YES, *NO
End session a fter data rcvd *NO *YES, *NO
Hang up after this transaction *YES *YES, *NO
Call - back phone number-. .. .. *NONE
Run- time compression . . . . .. *SERVER *NONE, *BASIC, *MAX, *SERVER
Message for server.......
*SERVER
Save file  ........ Name
Library — ........... *LIBL Name, *LIBL, *CURLIB
Location list  ......... Name
Library — ........... *LIBL Name, *LIBL, *CURLIB
Member name .......... *FIRST Name, *FIRST
Reset location list —~— ...... *YES *YES, *NO
Relay distribution . .. .. .. *NO *YES, *NO
Delete target save file *YES *YES, *NO
Bottom
F3=Exit F4=Prompt F5=Refresh F12=Cancel F13=How to use this display

F24=More keys

The parameters for the SNDRSFPKG commareddescribed below.

Package

The name of the package you want to send. The package must exist on your
machine. Se€reating Packagder more information about creatingdSR

packages. This is a required parameter.

The possible values are:

name: The name of a specific package to send.
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*NONE: No package is sent. An ad hoc message is sent to the
server. When *NONE is specified for "Package”, you cannot
specify *NONE for "Messge for server".

*SAVF: No predefined package definition is used. In stead, you
use the "Save file" parameter to indicate the save file to send.

Server id

The name of a server directory entry to be referenced. The entry must exist in the
server directory w your machine. Se&dding Server Directory Entriefer more
information.

The possible values are:

*CURRENT : Reference the server that is currently associated
with the job For pasghrough target jobs, *CURRENT refers to
the source machine. For an RSF-precessing program running
on a server machine, *CURRENT refers to the requester machine.
*CURRENT is only valid for this parameter if the job executing
the command is aRSF target pasthrough job, an RSF pre
processing program executing on the server machine, or a batch
job submitted from one of the above two job types. Saeing
PassThroughfor more information about RSF patssough jobs.
SeePreprocessing Progranier more information about pre
processing programs.

Notes:

1. *CURRENT is not valid for 8rver ID for RSF commands
run in a target Telnet session. *CURRENT is allowed
within other RSF server jobs that connect via TCP/IP.

2. For SNA/APPC connections, the user profile and password
used to connect back to the *CURRENT machine are taken
from the grver entry that is associated with the job in
which this command is run. If no server entry is associated
with the job, the default RSF signon is used. Use the
WRKRSFRQS command to view or change the server IDs
that are associated with requests sentisorttachine.

*LIST: All locations in a list of servers are contacted. When you
specify *LIST for this parameter, you must also specify a value for
the Location List (LIST) parameter.
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Type of data to send

RSF begins contacting the locations in the list a soon as this
commands run. Use the Schedule RSF Transmission
(SCDRSFTN$ command if you want to schedule the transmission
for a later time.

name: Enter the name of an entry in the serveectiory on your
machine.

The type of data you wish to send to the server machine.

The possible values are:

PostProcessing program

*ALL: All data associated with the package is sent to the server
machine.

*CVRLTR: Only the cover letter is sent.
*DATA: Only the save file data is sent.

*MSG: No data is sent. A message is sent to the server machine.
When you specify *MSG for "Type of data to send”, you cannot
specify *NONE for "Message for server".

*RETRY: Specify *RETRY to resume sending a package that was
previously interrupted. When you specify *\RETRY, Remote
Software Facility determines where the previous transmission left
off, and resumes the transmission at that point. Cover letter data is
not sent. Only the save file data for the package is sent.

Specify the name of a program to call on the remote machine once the package

has arrived.

The value you specify will be ignored by the server machine unless an entry
referring to your machine exists in the requester directory of the sercbinaa
and specifies *YES or *PARTIAL for "Allow remote program calls". ekling
Requester Directory Entridsr more information about requester directory

entries.

The ssible values are:
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*DFT: The value specified for "Pe$trocessing program™ in the
requester directory of the server machine is used. The server
machine controls which program, if any, is called.

*INSTALL: Automatic installation program RSFINST is called.
For automatic installation, RSF attempts to restore program
RSFINST to library QTEMP from the save file that was
transmitted with the package.

If program RSFINST can be restored, it is called with the
following parameter list:

T A data structure describinge request. CHAR(*). See
Appendix Afor a complete description of the data
structure.

1 Return message data. CHAR(128)

1 Return message type. CHAR(7)

1 Saved library. CHAR(10)

1 Save commad used. CHAR(10)

It is the user's responsibility to write installation program
RSFINST and include it in the save file for the package if

automatic installation for this package is to be supported. See
Automatic Installation Progranfer more information.

*NONE: No program is called on the server machine once the data
arrives.

Name: Enter the qualified name of a program to call on the server
machine. SePostProcessing Progranfigr more information
about how to write these programs.

The possible library values are:
*LIBL: The job library list is used to locate the program.

library name: The nane of the library on the server machine
containing the program to be called.

Call pre-processing program
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Specify whether to invoke the ppeocessing program associated with the
package. This parameter is ignored if no-jprecessing program is associated
with the package. Sé&reProcessing Progranfier more information.

The possible values are:

*YES: Invoke the preprocessing program associated with the
package, if one exist before sending the package to the server.

*NO: Ignore any prgrocessing program associated with the
package.

Update history

Specify whether access information for the RSF package should be updated upon
successful completion of the request.

The possiblevalues are:
*YES: Access information is updated.
*NO: Access information is not updated.
End session after data received

Specify whether the communications session with the server should be ended
before any posprocessing program is called.

The possiblevalues are:

*NO: If the server has specified that a usgitten program be

called to process the received RSF data, and if the server has
specified *NO for the DROP parameter on the requester directory
entry, the session remains active while the-postessing

program is called. Status messages reporting the progress of the
postprocessing program are returned to your machine.

*YES: The session with the server is ended after the package is
received by the server. If the server has specified that a user
written program be called to process the received RSF data, the
session is ended before the program is called. Thepposessing
program is executed asynchronously by the server.

Hang up after this transaction
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Whether RSF should hang up the phone conmecti the completion of the
transaction. This parameter is ignored for4santched connection£lick here
for a complete description of this parameter.

Call-back phone numter

The phone number to pass to the server machine when requesting that the server
call your machine baclClick herefor a complete description of this parameter.

Run-Time Compression

Indicate whether to compress data as it is transmittiéck herefor a complete
description of this parameter.

Message for server

An ad hoc message be sent to the server along with the RSF req@¥sk here
for a complete description of this parameter.

Save file
Enter the qualified name of the save file to sendeadmote machine.
This is a required parameter if *SAVF is specified for "Package".
The possible save file values are:
savefile-name: Enter the name of an existing save file.
The possible library values are:
*LIBL: The job library list is used to locatiee save file.
*CURLIB: The save file is found in the current library.
library-name: The name of the library containing the save file.
Location list

Enter the qualified name of the location list to reference. Location lists are stored
as physical file mendrs

Note: If you plan to use the relay distribution option (RELAY(*YES)) or
you are sending to a broadcast server ID (Connection method of
*BROADCAST), you should ensure that the location list is stored in a
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library that can be accessed by batch jobsat&tl by remote machines as
they report the distribution status.

This is a required parameter if *LIST is specified for the Server ID (SERVER)
parameter.

The possible values are:
location-list-name: Enter the name of an existing location list.
The possibldibrary values are:
*LIBL: The job library list is used to locate the list.
*CURLIB : The list is found in the current library.
library -name The name of the library containing the list.
Member name
Enter the name of the member containing the locatian list
The possible values are:

*FIRST: The location list stored in the first member of the file is
used.

member-name Enter the name of the member containing the
location list.

Reset location list

Specify whether to reset the access count and status fotradsen the location
list before beginning any transmissions.

This parameter is ignored unless *LIST is specified for the Server ID (SERVER)

parameter.

The possible values are:
*YES: The location list is reset.
*NO: The location list is not reset.

Relay distribution



Specify whether machines that receive the transmission successfully should
forward the transmission on to other locations.

Using relay distribution can greatly reduce the total time required to send a
transmission to many locations. Each recey machine becomes an additional
sending machine, while central control remains with the machine on which the
send command was originally run.

Notes:

1. If *YES is specified for this parameter, this machine will only send to
machines that have *YES specdiér "Relay to this machine" (RELAY)
in the server directory entry.

2. If *YES is specified for this parameter, you should ensure that any post
processing or installation procedure on the target machine does not delete
the transmitted save file, thus eriagrthat the save file is available to be
relayed to other locations when the transmission completes. The request
data structure passed to post processing programs containgefield
which indicates whether relay processing was requested or notY €%.¥
See physical file RSDS002 for the layout of the data structure.

This parameter is ignored unless *LIST is specified for the Server ID (SERVER)
parameter.

The possible values are:

*NO: Relay distribution is not used. All locations are contacted
directly by this machine.

*YES: Relay distribution is used. Receiving machines participate
in sending the transmission on to other machines.

Contact name, etc.
When you prompt for command parameters with F4, default name, address and
telephone information iflled in for you. These are the same defaults the system
uses to send PTF orders via Electronic Customer Support.

The possible values are:

contact information: Enter the appropriate information for
contact name, address, and phone.

Related Commands:



Thefollowing commands are discussed elsewhere in this manual:
Send Emai(SNDEMLRSF)

Retrieve PackagRTVRSFPKG)

Work With Catalog WRKRSFCAT)

Copy File Using RSFCPYFRSF)

Retrieve ObjectéRTVOBJRSF)

Send Object§$SNDOBJRSF)

Retrieve Document§RTVDOCRSF)

Send Document$SNDDOCRSF)

Create Packag€€RTRSFPKG)

For more informatin about the following commands, prompt the command and
press F1 to view the dme help text:

Change Package (CHGRSFPKG)
Delete Package (DLTRSFPKG)

Rename Package (RNMRSFPKG)

Sending Spooled Files

The Send Spooled File (SNDSPLFRSF) command is ussehth one or more spooled files to a
remote server. The Retrieve Spooled File (RTVSPLFRSF) command is used to retrieve one or
more spooled files from a remote server. All spooled file attributes are preserved.

The prompted version of the SNDSPLFRSF commarstiown below. Click on the image to see
parameter descriptions.

Send Spooled Files Using RSF (SNDSPLFRSF)

Type choices, press Enter.
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ServerID ... ... L. Name, *CURRENT

Spooled file . . ........ Name, *ALL
Job name for spooled file . * Name, *, *ALL
User............. Name
Number .. .......... 000000 - 999999
Spooled file number ..., .. *LAST Number, *ONLY, *LAST
Target output queue ...... *DFT Name, *DFT, *FROMOUTQ
Library — ........... Name, *LIBL
Delete originals . . . .. . .. *NO *YES, *NO
Run- time compression . . . . .. *SERVER *NONE, *BASIC, *MAX, *SERVER
Select by user name ~ ...... *CURRENT Name, *CURRENT, *ALL
Select by output queue . . . . . *ALL Name, *ALL
Library — ........... Name, *LIBL, *CURLI B
Select by form type  ...... *ALL Character value, *ALL, *STD
Select by userdata ~ ...... *ALL Character value, *ALL
Hang up after this transaction *YES *YES, *NO
More...
F3=Exit F4=Prompt F5=Refresh F12=Cancel F13=How to use this display

F24=More keys

The parameters for the SNDSPLFRSF command are described below.

Server id
The name of a server directory entry to be referenced. The entry must have been
previously added to the server directory on your machine. This is a required
parameterClick herefor a complete description of this parameter.

Spooled file

The name of tl spooled file to send. This is a required parameter.
The possible values are:

*ALL: All spooled files are sent that meet the criteria specified by
the other parameters for this command.

name: The name of a specific spooled file to send.
Job name for spookd file

The qualified name of a job containing the spooled file to be sent.
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The possible values are:
*: The spooled file is found in the current job.

*ALL: Spooled files for all jobs are sent. *ALL is not valid for
this parameter unless *ALL is also spésuf for "Spooled file".

name: The name of the job containing the spooled file.
User
name: The user id associated with the job.
Number
0000006999999:The number for the job.
Spooled file number

Enter the number of the spooled file to be sent. This parameggrored if *ALL
is specified for "Spooled file name".

The possible values are:

*LAST: The last spooled file created with the specified name in
the specified job is sent.

*ONLY: The only spooled file created with the specified name in
the specified jolis sent.

1-9999: Enter the number of the spooled file to send.

Target output queue

Enter the qualified name of the output queue to which the spooled files should be
sent.

The possible values are:

*DFT: The spooled files are sent to the server's defayubut
gueue, specified in the requester directory entry that refers to your
machine. Se@ddding Requester Directory Entriés more
information.

output-queue: Enter the nam of the output queue on the server
machine to which the spooled files should be sent.
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The possible library values are:
*LIBL: The job library list is used to locate the output queue.

library name: The name of the library containing the output
queue.

Delete originals
Specify whether to delete the original spooled files after they have been sent.
The possible values are:
*NO: The original spooled files are not deleted.

*YES: The original spooled files are deleted after they have been
sent.

Run-Time Compresson

Indicate whether to compress data as it is transmittiéck herefor a complete
description of this parameter.

Select by user name

The name of the user for vahi spooled files are sent. This parameter is ignored
unless *ALL is specified for "Spooled file".

The possible values are:
*CURRENT: Spooled files for the current user are sent.
*ALL: Spooled files for all users are sent.
name: The name of the user whogmsled files are to be sent.
Select by output queue

The qualified name of the output queue containing the spooled files to be sent.
This parameter is ignored unless *ALL is specified for "Spooled file".

The possible values are:

*ALL: Spooled files for albutput queues are sent.
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name: The name of the output queue containing the spooled files
to be sent.

The possible library values are
*LIBL: The job library list is used to locate the output queue.
*CURLIB: The current library is used to locate the outpueusu

library name: The name of the library containing the output
queue.

Select by form type

The form type for spooled files to be sent. This parameter is ignored unless *ALL
is specified for "Spooled file".

The possible values are:
*ALL: All spooled filesare sent, regardless of their form type.
*STD: Only spooled files with form type *STD are sent.

characters: Only spooled files that match the specified form type
are sent.

Select by user data

Select spooled files to be sent which match the specified aterithis parameter
is ignored unless *ALL is specified for "Spooled file".

The possible values are:

*ALL: All spooled files are sent, regardless of their user data
attribute.

characters: Only spooled files that match the specified user data
are sent.

Hang up after this transaction
Whether RSF should hang up the phone connection at the completion of the
transaction. This parameter is ignored for#santched connectionglick here

for a complete description of this parameter.

Call-back phone number
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The phone number to pass to the server machine when requesting that the server
call your machine baclClick herefor a complete description of this parameter.

Message for server

An ad hoc message to be sent to the server along with the RSF r&djakdtere
for a conplete description of this parameter.

Contact name, etc.
When you prompt for command parameters with F4, default name, address and
telephone information is filled in for you. These are the same defaults the system
uses to send PTF orders via Electronic Gu&r Support.

The possible values are:

contact information: Enter the appropriate information for
contact name, address, and phone.

Related Commands:
The following command is discussed elsewhere in this manual:

Monitor Output QueuéSTRMONOUTQ)

For more information about the following command, prompt the command and
press F1 to view the eime help text:

Retrieve Spooled Files (RTVSPLFRSF)

Sending IFS Objects

The Send IFS Objects (SNBSRSF) command can be used to send objects in the Integrated
Files System (IFS) to another machine. The objects can be sent to the same or to a different
directory on the target machine.

Userwritten exit programs can be called both before and after fleetstare sent to further
customize the object distribution process.

The prompted version of the SNDIFSRSF command is shown below. Click on the image to see
parameter descriptions.


http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#callback
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#message
http://www.bugbusters.net/rsf_manual/Chapters/B.htm

Send IFS Objects (SNDIFSRSF)

*INCLUDE, *OMIT

Name, *CURRENT, *LIST

*ALL, *DIR, *NONE, *OBJ
*NO, *YES, *SYNC

*CURRENT, *TARGET,

*NONE, *BASIC, *MAX,

Name
Name, *LIBL, *CURLIB

Name, *FIRST
*YES, *NO
*YES, *NO
*YES, *NO
Name, *NONE
Name, *LIBL, *CURLIB

*BEFORESAYV, *AFTERSAV...

Date, *NONE
Time, *NONE
*YES, *NO
*YES, *NO

Type choices, pres s Enter.
Objects: B

Name . ............

Include or omit . ...... *INCLUDE

Restoreto.......... *SAME

+ for more values
ServerID ... ...
Include sub - directories C *ALL
Save while active ~ ....... *NO
Targetrelease . ........ *CURRENT
VXRyMz...
Run- time compression . . . . .. *SERVER
*SERVER
Location list ~  .........

Library — ........... *LIBL
Member name .......... *FIRST
Reset location list ~— ...... *YES
Relay distribution . .. .. .. *NO
Delete target save file *YES
Exit program .. ........ *NONE

Library ... .. ...

Whentocall .........

+ for more values B
Reference date . . .. ... .. *NONE
Reference time . ... ... .. *NONE
End session afte r data rcvd *NO
Hang up after this transaction *YES
Call -back phone number  ..... *NONE
F3=Exit F4=Prompt  F5=Refresh F12=Cancel

F24=More keys

More...

F13=How to use this display

The parameters for the SNDIFSRSF command are described below.

Objects

Enter up to 15 specifications defining the objects to be sent. There are three parts

to each specification:
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1. The path and name of the objects to send. This can be a path to a
specific object or directory, or a generic name which includes pattern
matching characters.

2. Whether to include or omit the specified objects.
3. The path and name to use when masfthe objects on the target
machine.
This is a required parameter.
The possible Object values are:
*: Objects in the current directory are sent.

~/: Objects in the home directory of the current user are sent.

~username/: Objects in the home directoof the specified user
are sent.

relative-path-name: A relative path is one that does not begin
with a slash. The path is assumed to start in the user's current
directory.

full -path-name: A full path begins with a slash. The path
specification starts at ¢hroot.

genericname: You may include wild card characters in the last
part of the path name to define a pattern that will select multiple
objects. An asterisk ) will match any number of characters. A
guestion mark?) will match any single charactéfou must enter
two asterisks together to begin the path specification with an
asterisk.

The possible Include/Omit values are:
*Include: The specified objects are included.
*OMIT: The specified objects are omitted. You can use an
*OMIT specification aftean*INCLUDE specification to omit a

few objects from the previous specification.

The possible Restore To values are:



*Same: The objects are restored to the same names and directories
on the target machine that they had on the source machine.

path-name: Enter the new path and name for the objects.
Note: Only the last directory or file in the path name will be created on the
target machine. If any directory in thaiddle of the path name does not
exist on the target, theend will fail.
Server id
The nane of a server directory entry to be referenced. The entry must have been
previously added to the server directory on your machine. This is a required
parameterClick herefor a complete description of this parameter.
Include Sub-Directories
Specify whether suldirectories should be included with the selection.
The possible values are:

*ALL: All sub-directories in the specified paths are included.

*DIR: The subdirectories wihin each matching directory are
included, but lowetevel directories are not included.

*NONE: No subdirectories are included.

*OBJ: Only the specified objects are included. If a directory is
specified, objects within the directory are not included.

Save While Active
Specify whether to transmit objects that are currently in use.
The possible values are:

*NO: The request ends in error if any of the objects to be
transmitted are currently in use by another job.

*YES: All selected objects are transmitt@dhether or not they are
in use. The object checkpoints can occur at different times.

*SYNC: All selected objects are transmitted, whether or not they
are in use. All object checkpoints occur at the same time.
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Target Release

Enter the OS/400 release I&€wéthe target machine, relative to the source
machine.

The possible values are:
*AUTO: The target release value stored in the server directory
entry is checked. If the stored value has been updated today, the
stored value is used. Otherwise, a valuT&RGET is assumed
for this parameter.

*CURRENT: The remote server machine is at the same OS/400
release level as the local machine.

*PRV: The target machine is one OS/400 release behind the
source machine.

releaselevel: Enter the OS/400 release lewélthe remote
machine, in the form VxRyMz, whesey andz are the version,
release and mod level respectively. For example: V4R4MO.

Run-Time Compression

Indicate whether to compress data as it is transmiftiéck herefor a complete
description of this parameter.

Location list

Enter the qualified name of the location list to referefidiek herefor a
complete description of this parameter.

Member name

Enter the name of the member containing the locationdiBtk herefor a
completedescription of this parameter.

Reset location list
Specify whether to reset the access count and status for all entries in the location
list before beginning any transmissiorGlick herefor a complete description of

this parameter.

Relay distribution
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Specify whether machines that receive the transmission successfully should
forward the transmission on to other locatiofdick herefor a complete
description of this parameter.

Exit Program

Specify one or more exit programs to call at various points in the
transmission.

Exit programs can be used to customize the way inlwlit§ objectsare handled

during the transmission. Exit programs can be used, for example, to set object
authorities and owners, to create JA\phograms from JAVA class files, etc.

The following parameters are passed to the exit programgpakimetes are
input only:

1. Exittype, CHAR(10). See the values for "When to Call" below.

2. Errorindicator , CHAR(1). '1' if any errors have been encountered so far,
otherwise '0'.

3. User space, CHAR(10). The name of the user spacectimains the path
specifiations for the objects beinfyansmitted.

4. User space library, CHAR(10). The name of the libraontaining the
user space.

The user space conforms to the standard format for list APIs outlined in section
1.2.3 of theDS/400 System API Referemeanual Each list entry has the
following format:

1 Save path name, CHAR(256).

T Include/Omit indication, CHAR(8). Blanks indicates
*INCLUDE. Otherwise the field will equal "*OMIT".

1 Restore path name, CHAR(256). "*SAME" for this field indicates that the
restoe path is the same as the save path.

Exit programs can use the List IFS Objects (LSTIFSRSF) command to produce a
detailed list of IFS files to a user space. See thknerhelp text for the
LSTIFSRSF command for more information.

The possible single vaés are:

*NONE: No exit programs are called.
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The possible Program values are:
*program -name: Enter the name of the program to call.
The possible Library values are:
*LIBL: The job library list is used to locate the program.
*CURLIB: The program is found ithe job's current library.

library -name: Enter the name of the library containing the
program.

The possible When To Call values are:

*BEFORESAV: The program is called on the source machine
before the objects are saved.

*AFTERSAV: The program is called ahe source machine after
the objects are saved.

*BEFORERST: The program is called on the target machine
before the objects are restored.

*AFTERRST: The program is called on the target machine after
the objects are restored.

End Session After Data Rece&ied
Whether RSF should end the session after the data is sent, without waiting to see
whether the objects are restored successfully on the target macCticiehere
for a conplete description of this parameter.

Hang up after this transaction
Whether RSF should hang up the phone connection at the completion of the
transaction. This parameter is ignored for4santched connectionglick here
for a complete description of this parameter.

Call-back phone number

The phone number to pass to the server machine when requesting that the server
call your machine baclClick herefor a complete description of this parameter.

Related Commands:
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The following commands are discussed elsewhere in this manual:
Send PackagéSNDRSFPKG)
Send Emai(SNDEMLRSF)

Copy File Using RSFECPYFRSF)

Send Object$SNDOBJRSF)

Send Documentt$SNDDOCRSF)

For more information about the following commands, prompt thencand and
press F1 to view the eime help text:

Retrieve IFS Objects (RTVIFSRSF)

List IFS Objects (LSTIFSRSF)

Sending Email

Use this command to send an email message. Text files, save files, spooled files and IFS stream
files can be attached to theessage.

Note: You configure the connection to your outgoing mail server by setting the appropriate RSF
defaults. Use th€hange RSF Defaults (CHGRSFDRI9mmand to &t defaults for the

"Outgoing mail server" and "Outgoing mail from addresBhe supplied defaults for the other
emaitrelated parameters can usually be left a§stest your RSF email setup, follow these

steps:

1 Determine the qualified name or IP agsl of your mail servelf necessary,
check the configuration of your PC email client to determine your malil
server. Use this to set the "Outgoing mail server" (MAILSRV) parameter in the
RSF defaults.

1 Specify a value for "Outgoing mail from address" (MBROM) in the RSF
defaults. The recommended formatiSF@your_domainFor example:
RSF@bugbusters.net

T Use the following command to send a test email:

SNDEMLRSF TO((somame@your_domain)) SUBJECT(Test) MSG(Test)
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1 If the test command above returns an error, change the RSF default for "Outgoing
mail port” (MAILPORT) from *SMTP to *SMTPOLD and try the test again.

T If the test still returns an error, double check your "Outgoiad server" and any
possible blocking settings in your firewall.

You can use th€hange RSF User Options (CHGRSFWoinmand to set a different "from
address" for individuausers.

When encryption is used for your outgoing mail, you must configure SSL on your iSeries
machine. Se@ppendix Gfor details on configuring SSL for outgoing mail.

See also commasdEmail Library (EMLLIBRSF), Email Objects (EMLOBJRSF) and Email IFS
Objects (EMLIFSRSF) which make it easy to email objects on the fly, and Work With Spooled
Files Using RSF (WRKSPLFRSF) which makes it easy to select and email spooled files.

The promptediersion of the SNDEMLRSF command is shown below. Click on the image to see
parameter descriptions.

Send Email (SNDEMLRSF)

Type choices, press Enter.

Recipients: B
Address  ......... ..
Type . ... *TO *TO, *CC, *BCC
+ for more values -
Subject ...
Message ...........
Delivery priority — ....... *NORMAL *NORMAL, *HIGH
File containing message C Name
Library — ........... *LIBL Name, *CURLIB, *LIBL
Message member . ........ *FIRST Name, *FIRST
Attach text file: B
File............. Name
Library — .......... *LIBL Name, *CURLIB, *LIBL
Member............ *FIRST Name, *FIRST
Label ............ *FILE Name, *FILE

+ for more values
Attach save file:

File............. Name
Library — .......... *LIBL Name, *CURLIB, *LIBL
Label ............ *FILE Name, *FILE

+ for more values
Attach spooled file:

Spooledfile . ........ Name
Job ... * Name, *



http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#chgusrdft
http://www.bugbusters.net/rsf_manual/Chapters/G.htm
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#sndemlrsf_to
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#sndemlrsf_to
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#sndemlrsf_subject
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#sndemlrsf_msg
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#sndemlrsf_msg
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#sndemlrsf_priority
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#sndemlrsf_msgfile
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#sndemlrsf_msgfile
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#sndemlrsf_mbr
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#sndemlrsf_text
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#sndemlrsf_text
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#sndemlrsf_text
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#sndemlrsf_text
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#sndemlrsf_savf
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#sndemlrsf_savf
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#sndemlrsf_savf
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#sndemlrsf_splf
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#sndemlrsf_splf

User............ Name

Number ........... 000000 - 999999
Spooled file number ... .. *LAST Number, *ONLY, *LAST
Label ............ *FILE Name, *FILE

+ for more values
At tach stream file . . . ...

+ for mor e values

Print session log ~ ....... *NO *YES, *NO
Spooled file attachment format . *PDF *PDF, *TEXT

More...
F3=Exit FA4=Prompt F5=Refresh F12=Cancel F13=How to use this display

F24=More keys

The parameters for the SNDERSF command are described below.
Recipients
Enter up to 25 target email addresses for the message.

Note: To send a text message to a cell phone, enter the
email address as follows. Only the first 160 characters of
the message will be visible:

Carrier Format

Sprint  phonenumber@messaging.sprintpcs.
Verizon phonenumber@vtext.com

T-Mobile phonenumber@tmmail.net

AT&T phonenumber@txt.att.net

AIM +1phonenumber

The possible address values are:

email-address:Enter a valid email address.
The possible type values are:

*TO: This is a normal recipient.

*CC: Sendas a carbon copy.


http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#sndemlrsf_splf
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#sndemlrsf_splf
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#sndemlrsf_splf
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#sndemlrsf_splf
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#sndemlrsf_stmf
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#sndemlrsf_stmf
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#sndemlrsf_stmf
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#sndemlrsf_log
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#sndemlrsf_stmf
mailto:phonenumber@messaging.sprintpcs.com
mailto:phonenumber@vtext.com
mailto:phonenumber@tmomail.net
mailto:phonenumber@txt.att.net

Subject

Message

Delivery Priority

File Containing Message

*BCC: Send as a blind carbon copy.

Specify the subject of the email.
The possible values are:

text: Enter a text string of up to 100 characters.

Enter the message text.
The possible values are:

*PROMPT: An SEU session istarted allowing
you to type the message text into a temporary
source member.

*FILE: The message is taken from an existing
source or database filéf *FILE is specified for

this parameter, you must also specify a value for the
"File containing messag€MSGFILE) parameter.

text: Enter up to 5000 characters of ad hoc message

text. You can use the sequerddd to force the start
of a new line.

Specify the delivery priority for the message. Some email clients
will highlight messages thétave a higher than normal delivery
priority.

The possible values are:

*NORMAL: Normal delivery priority is used.

*HIGH: High delivery priority is used.

Specify the qualified name of an existing file that contains the
body of the mssage to be sent. This can be a source file or a
database file.



Message Member

Attach Text File

This parameter is ignored unless *FILE is specified for the
Message parameter.

The possible file values are:

file-name: Enter the name of an existing source or
database file.

The possible brary values are:
*LIBL: The file is found using the library list.

*CURLIB: The file is found in the job's current
library.

library -name: Enter the name of the library that
contains the file.

Specify the name of the member that containdbtty of the
message to be sent.

This parameter is ignored unless *FILE is specified for the
Message parameter.

The possible values are:

*FIRST: The first member in the specified file is
used.

member-name: Enter the name of the member to
use.

Specify up to 30 text files to attach to the message. These can be
source or database files. Data in the files is treated as plain text.

The possible file values are:

file-name: Enter the name of an existing source or
database file.

The possible likary values are:



Attach Save File

The possible

The possible

*LIBL: The file is found using the library list.

*CURLIB: The file is found in the job's current
library.

library -name: Enter the name of the library that
contains the file.

member values are:

*FIRST: The first member in the spified file is
used.

member-name: Enter the name of the member to
use.

label values are:

*FILE: The name of the attachment will be the
same as the file name, plus an extension of ".txt".

attachment-name: Enter the name to use for the
attachnent. An extension of ".txt" is added to the
label specified.

Specify up to 30 save files to attach to the message. Data in the
save files is treated as binary.

Note: On the client machine, download the free InstallAid
tool from Bug Bustes to make the handling of save file
attachments easier. With InstallAid on the client PC, you
can install the contents of a save file to an iSeries machine
by just double clicking on the attachment. See
www.bugbusters.net/download.hfor more information.

The possible file values are:

file-name: Enter the name of an existing save file.

The possible library values are:

*LIBL: The save file is found using the library list.
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*CURLIB: The save file is fond in the job's
current library.

library -name: Enter the name of the library that
contains the save file.

The possible label values are:
*FILE: The name of the attachment will be the
same as the save file name, plus an extension of
" savf".
attachment-name Enter the name to use for the
attachment. An extension of ".savf" is added to the
label specified.

Attach Spooled File

Specify up to 30 spooled files to attach to the message. The data in
the spooled files is treated as plain text.

The possible spooldie values are:

file-name: Enter the name of an existing spooled
file.

The possible job values are:
*. The spooled file was created by the current job.

job-name: Enter the name of the job in which the
spooled file was created.

The possible user valuesar

user-name: Enter the user for the job in which the
spooled file was created.

The possible job number values are:

000000999999:Enter the number of the job in
which the spooled file was created.

The possible spooled file number values are:



Attach Stream File

Print Session Log

Related Commands:

The possible

*LAST: Thelast spooled file with the specified
name in the specified job is used.

*ONLY: The only spooled file with the specified
name in the specified job is used.

number: Enter the number of the spooled file to
use.

label values are:

*FILE: The nameof the attachment will be the
same as the spooled file, plus an extension of ".txt".

attachment-name: Enter the name to use for the
attachment. An extension of ".txt" is added to the
label specified.

Specify up to 30 IFS stream files attach to the message. Data in
the stream files is treated as binary.

The possible

spooled file values are:

path: Enter the path of an existing stream file.

Indicate whether to print the SMTP session log for this message.

The log can b useful for troubleshooting.

The possible spooled file values are:

*NO: The session log is not printed.

*YES: The session log is printed.

The following commands are discussed elsewhere in this manual:

Send PackagéSNDRSFPKG)

Send Object$SNDOBJRSF)
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Send Documentt$SNDDOCRSF)

For more information about the following commands, prompt the
command and press F1 to view theliore help text:

Email Library (EMLLIBRSF)
Email Objects (EMLOBJRSF)
Email IFS Objects (EMLIFSRSF)

Work With Spooled Files Using RSF
(WRKSPLFRSF)

Starting PassThrough

The Start Pas$hrough Using RSF (STRPASRSF) command is used to start-#hpasgh or
telnet session with a remote server.

When you run the STRPASRSF command, the server machine is contacted aronadssghay
is presented.

Note: To end the pasthrough session, specify ENDCNN(*YES)
when entering the SIGNOFF command on the remote machine.

The prompted version of the STRPASRSF command is shown below. Click on the image to see
parameter descriptions.

Start Pass - Thr ough Using RSF (STRPASRSF)

Type choices, press Enter.

ServerID ... L. Name

Remote user profile ~ ...... *NONE Name, *NONE, *CURRENT
Remote password  ........ Name, *NONE

Remote password enc  ryption . . . *DES7 *DES7, *SHAL, *NONE

Remote initial program . . . . . *RMTUSRPRF Name, *RMTUSRPRF, *NONE
Remote initial menu ... ... *RMTUSRPRF Name, *RMTUSRPRF, *SIGNOFF
Remote current library . o *RMTUSRPRF Name, *RMTUSRPRF

Hang up after this transaction *YES *YES, *NO

Call - back phone number. .. ..

*NONE



http://www.bugbusters.net/rsf_manual/Chapters/B.htm
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#rqs10a
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#rqs10c
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#rqs10d
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#strpasrsf_rmtpwdenc
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#strpasrsf_rmtinlpgm
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#strpasrsf_rmtinlmnu
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#strpasrsf_rmtcurlib
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#rqs10e
http://www.bugbusters.net/rsf_manual/Chapters/RQS.htm#rqs10f

Message for server.......

*SERVER

The parameters for the STRPASRSF command are described below.

Server id

Remote User Profile

Remote Password

The nane of a server directory entry to be referenced. The entry
must have been previously added to the server directory on your
machine. Se@dding Server Directory Entrifer more

information. This is a required parameter.

The possible values are:

name: The name of an entry in the server directory
on your machine.

Specify a user profile to use for automatic sagnto the remote
system.

If a valid passwords supplied, and if the remote system allows
automatic sigron, you can use this parameter to bypass the sign
on display on the remote system.

This parameter is ignored for TCP/IP connections.

The possible values are:

*NONE: Automatic sigron is not requesd.

*CURRENT: The user profile of the user
executing this command is used.

user-profile-name: Enter a valid user profile name.

Specify a password to send to the remote system along with the
user profile for automatic sigon.
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The possiblevalues are:
*NONE: No password is sent.

password: Enter the password for the specified user
profile.

Remote password encryption

Specify, for TCP/IP connections, whether to encrypt the password
when initiating the connection.

This value is ignored unless:

1 A value other than *NONE was specified for the Remote
User Profile (RMTUSRPRF) parameter.

1 The operating system release level of the source and target
machines is V5R1MO or greater.

The possible values are:
*DEST7: The default encryption method is used. If
the remote operating system level is V5R1MO or
greater, a value of '0' or '1' must be specified for the
QPWDLVL system value on the remote system.
*SHAL: SHA-1 encryption is used. The remote
operating system level must be at V5R1MO or later,
and a value 02’ or greater must be specified for the
QPWDLVL system value on the remote system.
*NONE: No password encryption is used.

Remote initial program

Specify the name of an initial program to call when starting the
session on the target system.

This value § ignored unless:

1 A value other than *NONE was specified for the Remote
User Profile (RMTUSRPRF) parameter.



1 System value QRMTSIGN on the target system is set to
*SAMEPRF or *VERIFY.

1 For TCP/IP connections, the operating system release level
of the souce and target machines is V5R1MO or greater.

The possible values are:

*RMTUSRPRF: The initial program specified in
the user profile on the target machine is used.

*NONE: No initial program is called.
program-name Enter the name of the initial
program to all. The program must be found in the
target job's initial library list.

Remote initial menu

Specify the name of an initial menu to call when starting the
session on the target system.

This value is ignored unless:

1 A value other than *NONE was specifient the Remote
User Profile (RMTUSRPRF) parameter.

1 System value QRMTSIGN on the target system is set to
*SAMEPRF or *VERIFY.

1 For TCP/IP connections, the operating system release level
of the source and target machines is V5R1MO or greater.

The possiblevalues are:

*RMTUSRPRF: The initial menu specified in the
user profile on the target machine is used.

*SIGNOFF: The job is signed off after the initial
program completes.

menu-name Enter the name of the initial menu to
use. The menu must be found in taeget job's
initial library list.

Remote current library



Specify the name of the current library to use when starting the
session on the target system.

This value is ignored unless:

1 A value other than *NONE was specified for the Remote
User Profile (RMTIBRPRF) parameter.

1 System value QRMTSIGN on the target system is set to
*SAMEPRF or *VERIFY.

1 For TCP/IP connections, the operating system release level
of the source and target machines is V5R1MO or greater.

The possible values are:

*RMTUSRPRF: The curent library specified in
the user profile on the target machine is used.

library -name Enter the name of the initial current
library to use.

Hang up after this transaction

Call-back phone number

Message for server

Contact name, etc.

Whether RSF should hang up the phone connection at the
completion of the transactioihis parameter is ignored for non
switched connection€lick herefor a complete description of this
parameter.

The phone number to pass to the semachine when requesting
that the server call your machine baCkick herefor a complete
description of this parameter.

An ad hoc message to be senthe server along with the start
passthrough requestlick herefor a complete description of this
parameter.

When you prompt for command parameteithw4, default name,
address and telephone information is filled in for you. These are
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the same defaults the system uses to send PTF orders via
Electronic Customer Support.

The possible values are:

contact information: Enter the appropriate
information fa contact name, address, and phone.

Copying Remote Files

The Copy File Using RSF (CPYFRSF) command is used to copy database file members between
machines

The prompted version of the CPYFRSF command is shown below. Click on the image to see
parameter deeriptions.

Copy File Using RSF (CPYFRSF)

Type choices, press Enter.

Send or retrieve data @~ .. ... *RTV, *SND
From file Cee Name
Library — ........... *LIBL Name, *LIBL, *CURLIB
ServerID ... L. Name, *CURRENT, *LIST
From member .......... *FIRST Name, generic*, *FIRST,
*ALL
Tofile  ............ *FROMFILE Name, *FROMFILE
Library — ........... Name, *FROMLIB
Tomember ........... *FROMMBR Name, *FROMMBR
Replace or add records . . . . . *REPLACE *REPLACE, *ADD
Optimize for . . ... ... .. *CNNTYPE *DDM, *SAVRST, *SPACE...
Run- time compression . . . . .. *SERVER *NONE, *BASIC, *MAX, *SERVER
Targetrelease . ........ *CURRENT *CURRENT, *TARGET,
VXRyMz...
Post - processing program o *NONE Name, *D FT, *NONE
Library — ........... Name, *LIBL
Remote signon information:
UseriID ........... *SERVER Name, *RSFDFT,
*REQUESTER...
Password . . ......... Name
End session after data rcvd .. *NO *YES, *NO

Hang up after this transaction *YES *YES, *NO
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Call - back phone number-. .. .. *NONE

Message for server..  ..... *SERVER
Location list ~  ......... Name
Library — ........... *LIBL Name, *LIBL, *CU RLIB
Member name .......... *FIRST Name, *FIRST
Reset location list .. .... *YES *YES, *NO
Relay distribution . . . .. .. *NO *YES, *NO
Copy from record number Ce *START Number, *START
Copyt orecord number  ..... *END Number, *END
Number of records to copy . *END Number, *END
Errors allowed . .. ...... 0 Number, *NOMAX

Note: Error messages generated from this command that refer to HE@BY actually refer to

the remote file to/from which you are copying. Error messages that refer to library QTEMP may
actually refer to the remote library to/from which you are copying.

The parameters for the CPYFRSF command are described below.

Send or retrieve data

Specify whether you are sending or retrieving data. This is a
required parameter.

The possible values are:
*SND: Data is sent to the remote machine.
*RTV: Data is retrieved from the remote machine.
From file

Enter the qualified name of thedito copy data from. This is a
required parameter.

If *SND is specified for "Send or retrieve data", this file must be
on the local machine. Otherwise, the file must be on the remote
machine.

The possible values are:

file-name: Enter the name of an exisgjrile to
copy data from.
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The possible library values are:
*LIBL: Use the library list to locate the file
*CURLIB: The file is in the current library.

library -name: Enter the name of the library
containing the file.

Server ID
The name of a server directaggtry to be referenced. The entry
must exist in the server directory on your machine. This is a
required paramete€lick herefor a complete description of this
parameter
From member
Enter the name or generic name of the member to copy from.
The possible values are:
*FIRST: The first member in the file is copied.
*ALL: All members in the file are copied.
member-name: Enter the name of the member to
be copied. To specifygeneric name, end your
specification with an asterisk (*).

To file

Enter the qualified name of the file to copy data to. If the file does
not exist, it will be created.

If *SND is specified for "Send or retrieve data", this file will be on
the remote mache. Otherwise, the file will be on the local
machine.

The possible values are:
*FROMFILE: The data is copied to a file with the

same name and library as specified in the "From
file" parameter.
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file-name: Enter the name of the file to copy data
to.

The posible library values are:

*FROMLIB: The "To file" is in the same library as
the "From file".

library -name: Enter the name of the library to
contain the file.

To member
Enter the name of the member to copy to.
The possible values are:
*FROMMBR: Data is coped to a member in the
"To file" that has the same name as the member

copied from.

*FIRST: Data is copied to the first member in the
"To file".

member-name: Enter the name of the member to
copy to.

Replace or add records

Specify whether to add to or replaae existing member when
copying data.

The possible values are:

*REPLACE: Copied data replaces the data in an
existing member.

*ADD: Copied data is added to the data in an
existing member.

Optimize for
Specify the method to use to transmit the data. WHeDR{IP

connection is used, a value of *SPEED is assumed for this
parameter, regardless of the value specified. .



Run-Time Compression

Target release

The possible values are:

*SPACE: No work space is use to prepare or
compress the data before it is transmitted. DDM is
used to transmit the t| so this option is not
available for TCP/IP connections.

For large files, this method requires more
transmission time because the data is not
compressed.

*SPEED: The data is compressed before it is sent.
Work spaces are used on the source and target
machines to pack/unpack the data. The temporary
work space required may be equal in size to the data
being transmitted. DDM is not used to transmit the
data, so this option is always used with TCP/IP
connections.

This method uses the system save/restoréties;
so data can only be transmitted between machines
with compatible OS/400 release levels.

This method is faster for large files, where the
transmission time saved more than makes up for the
time spent packing and unpacking the data.

Note: In order touse this option, the
server machine must be running RSF
release 6.0 or greater.

Indicate whether to compress data as it is transmittiéck here
for a complete description of this parameter.

Specify the OS/400 release level of the remote machine, relative to
your machine.

This parameter is ignored unle’SEND is specified for "Send or
retrieve data", antiSPEED is specified (oassumed, as with
TCP/IP connections) for the "Optimize for" parameter.

The possible values are:
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PostProcessing program

*AUTO: The target release value stored in the
server directory entry is checked. If the stored value
has been updated today, the stored value is used.
Otherwse, a value of *TARGET is assumed for this
parameter.

*CURRENT: The remote server machine is at the
same OS/400 release level as your machine:

*PRV: The remote server machine is one OS/400
release level behind your machine.:

releaselevel: Enter the OS¥I00 release level of the
remote machine, in the form VxRyMz, where X, y
and z are the version, release and mod level
respectively. For example: VAR1MO.:

Enter the qualified name of a user program to call on the remote
machine oncéhe data has been copied to the target file.

The value you specify will be ignored by the server machine unless
an entry referring to your machine exists in the requester directory
of the server machine and specifies *YES or *PARTIAL for

"Allow remote progam calls". Seddding Requester Directory
Entriesfor more information.

The possible values are:

*NONE: No program is called on the server
machine after the file is comleYou must specify
*NONE for this parameter if you specified *RTV
for "Send or retrieve data".

*DFT: The value specified for "Pe$trocessing
program" in the requester directory of the server
machine is used. The server machine controls which
program, ifany is called.

program-name: Enter the name of a program to
call on the server machine to process the received
data.. Se@ostProcessing Progranfer more
information abouhow to write these programs.

The possible library values are:
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*LIBL: The job library list is used to locate the
program.

*CURLIB: The program is found in the current
library.

library -name: Enter the name of the library
containing the program.

Remote sigron information

Enter a user id and password to use on the remote system. The user
id and password you specify will be used to determine your
authority to files on the remote machine.

The possible single values are:

*RSFDFT: The default profile RSFSRYV is ed on
the remote system.

*REQUESTER: The profile used to check

authority on the remote machine is the same as the
original profile on that machine that was used to
initiate the RSF request which connected to this
machine. The job in which this commandus r

must be an RSF server job @@JRRENT must

be specified for the "Server id" (SERVER)
parameter.

For example, USER1 on SYSTEMA uses the
STRPASRSF command to connect to SYSTEMB.
User profile USERZ2 is used to sign on to
SYSTEMB. Now the following commaneéxecuted
in the target pasthrough job on SYSTEMB, will
copy files from SYSTEMA to SYSTEMB and will
have USER1's authority to the objects on
SYSTEMA:

CPYFRSF ACTION(*RTV)
FROMFILE(MYLIB/QCLSRC)
SERVER(*CURRENT)
FROMMBR(A¥)
USER(*REQUESTER)

The possible ser id values are:



user-id: Enter a valid user id for the remote system.
The possible password values are:

password: Enter the appropriate password for the
user id specified.

End session after data received

Specify whether the communications session viighderver
should be ended before any ppsbcessing program is called.

The possible values are:

*NO: If the you have specified that a usenitten
program be called to process the received RSF data,
and if the server has specified *NO for the DROP
paramegr on the requester directory entry, the
session remains active while the ppecessing
program is called. Status messages reporting the
progress of the pogtrocessing program are

returned to your machine.

*YES: The session with the server is endedrafte
the data is received by the server. If the you have
specified that a usewritten program be called to
process the received data, the session is ended
before the program is called. The ppsbcessing
program is executed asynchronously on the server
machne.

Hang up after this transaction
Whether RSF should hang up the phone connection at the
completion of the transactio@lick herefor a complete
description of this parante.

Call-back phone number
The phone number to pass to the server machine when requesting
that the server call your machine baCkck herefor a complete

description othis parameter.

Message for server
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An ad hoc message to be sent to the server along with the star pass
through requestlick herefor a complete description of this
paramegr.

Contact name, etc.
When you prompt for command parameters with F4, default name,
address and telephone information is filled in for you. These are
the same defaults the system uses to send PTF orders via
Electronic Customer Support.
The possible valuesre:

contact information: Enter the appropriate
information for contact name, address, and phone.

Related Commands:
The following commands are discussed elsewhere in this manual:

Retrieve PackagdlRTVRSFPKG)

Send PackagéSNDRSFPKG)

Retrieve Object$RTVOBJRSF)

Send Object$SNDOBJRSF)

Retrieve DocumentRTVDOCRSF)

Send Deument{SNDDOCRSF)

Create Package€RTRSFPKG)

For more information about the following commands, prompt the
command and press F1 to view thelioe help text:

Change Pekage (CHGRSFPKG)
Delete Package (DLTRSFPKG)

Rename Package (RNMRSFPKG)
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Scheduling Transmissions

The Schedule RSF Transmission (SCDRSFTNS) command is used to schedule an RSF
transmission to one or more remote locations.

The transmission can be schedide occur immediately, or at some future date and time. The
transmission can consist of sending a package of objects, retrieving a package of objects, or
performing any combination of RSF functions for each location to be contacted.

The prompted versionf the SCDRSFTNS command is shown below. Click on the image to see
parameter descriptions.

Schedule RSF Transmission (SCDRSFTNS)

Type choices, press Enter.

Action to perform ... .. .. *SND, *RTV, *PGM
ServerID ... .. ... Name, *LIST
Schedule date ~ ......... *CURRENT Date, *CURRENT
Schedule time  ......... *CURRENT Time, *CURRENT
Automatic installation . . . .. *TRY *TRY, *YES, *NO
Package ............ Name
User transmit program .. ... Name

Library — ........... *LIBL Name, *LIBL, *CURLIB
Parameter string . . . ... ..
Location list  ......... Name

Library — ........... *LIBL Name, *LIBL, *CURLIB
Member name .......... *FIRST Name, *FIRST
Reset location list counts . . . *YES *YES, *NO
Number of jobs to submit . . . . *DFT 1- 255, *DFT
F3=Exit FA4=Prompt F5=Refresh F12=Cancel F13=How to use this display

F24=More keys

The parameters for the SCDRSFTNS command are described below in the ordeythapear
on the command prompt.

Action to perform

Indicate the action to perform for each location being contacted.
This is a required parameter.

The possible values are:
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*SND: An RSF package is sent to each location.
When you specify *SND for this pareeter, you
must also specify a value for the "Package”
parameter.

*RTV: An RSF package is retrieved from each
location. When you specify *RTV for this
parameter, you must also specify a value for the
"Package" parameter.

The save file retrieved will be glad in library

QGPL and will have the same name as the server id
from which it was retrieved. The SCDRSFTNS
command does not delete the save file. You must
delete the save file after installing the objects. You
can manually delete the save file, or use an
automatic installation program that will delete the
save file after installatiorClick herefor more
information about automatic installation programs.

*PGM: A user writternprogram is called to process
each location. When you specify *PGM for this
parameter, you must also specify a value for the
"User transmit program" parameter.

Server id

Enter a server id for the location to be contacted. This is a required
parameter.

Thepossible values are:

*LIST: No specific server id is referenced. Instead,
a location list is used to contact several remote
locations. When you specify *LIST for this
parameter, you must also specify a value for the
"Location list" parametelClick herefor more
information about location lists.

server-id: Enter a server id to reference from the
server directory on your machine.

Schedule date

Enter the date the transmissigimould begin.
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Schedule time

Automatic installation

The possible values are:

*CURRENT: The transmission begins on the
current date.

date: Enter a valid future date on which to begin the
transmission.

Enter the time the transmission should begin.

The possible values are:

*CURRENT: The transmission begins at the
current time.

time: Enter a valid future time on which to begin
the transmission.

Specify whether RSF should attempt to install a package once it
has been sent or retrieved.

This parameter is ignoretiPGM is specified for "Action to
perform".

For automatic installation, RSF attempts to restore program
RSFINST to library QTEMP from the save file that was
transmitted with the package.

If program RSFINST can be restored, it is called with the
following parameter list:

f

A data structure describing the request, CHAR(*). See
Appendix Afor a complete description of the data
structure.

Return message data. CHAR(128).

Return message typ€HAR(7).

Saved library. CHAR(10).

Save command used. CHAR(10).
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Package

User transmit program

It is the user's responsibility to write installation program
RSFINST and include it in the save file for the package if
automatic installation for this package is to be supported. See
Automatic Installation Progranier more information.

The possible values are:

*TRY: Automatic installation is attempted. The
request ends normally if no automatic installation
program is found. If you know automatic
installation does not apply, it is more efficient to
specify *NO for this parameter.

*YES: Automatic installation is attempted. The
request ends in error if no automatic installation
program is found.

*NO: No attempis made to automatically install
the package.

Enter the name of an RSF package to reference for sending or
retrieving objects. This parameter is required if a value other than
*PGM is specified for the "Action to perform™ parameter.

If *RTV is speified for "Action to perform", the package must
exist on the remote machine*8ND is specified for "Action to
perform"”, the package must exist on the local machine.

The possible values are:

packagename: Enter the name of an RSF package.
The save fileassociated with the package will be
sent to or retrieved from each remote location.

Enter the qualified name of a user program to call. This is a
required parameter t1PGM is specified for the "Action to
perform" parameter.

The progam specified is called once for each remote location to be
contacted. The program can send objects to, retrieve objects from,
or perform any combination of valid RSF functions for the remote
location.
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The possible values are:

program name: Enter the namef@ userwritten
program to call.

The possible library values are:
*LIBL: The library list is used to find the program.

*CURLIB: The program is found in the current
library.

library -name: Enter the name of the library
containing the program.

The user progmm is passed the following parameters:

Server id: CHAR(10): The server id to be
contacted.

Control data: CHAR(1024): A data structure
containing control information about the location to
be contacted. All fields are in character format. The
layout of the ontrol data structure is as follows:

1-10: The name of the location list
being used, if any.

11-20: The library containing the
location list.

21-30: The member containing the
location list.

31-40: The current status for the
entry to be contacted.

41-50: The current step for the entry
to be contacted.

51-53: The maximum number of
tries for the entry.

54-56: The current try number.

57-1024: Reserved.



Location list
Enter the qualified name of the location list you want to reference.
This is a required paramet@*LIST is specified for the "Server
id" parameterClick herefor more information about location lists.

The possible values are:

location-list-name: Enter the name fahe file
containing the location list.

The possible library values are:

*LIBL: The library list is used to find the location
list.

*CURLIB: The location list is found in the current
library

library -name: Enter the name of the library
containing the locain list.

Member
Enter the name of the member containing the location list.
The possible values are:

*FIRST: The location list stored in the first
member of the file is used.

member-name: Enter the name of the member
containing the location list

Reset locaibn list

Specify whether to reset the access count and status for all entries
in the location list. This parameter is ignored unless *LIST is
specified for the "Server id" parameter.

The possible values are:
*YES: The location list is reset. Entries in thet

are reset by the first job submitted by this command
to begin execution.
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Number of jobs to submit

Job description

*NO: The location list is not reset.

Specify the number of simultaneous jobs to submit to process the
request.

The possible values are:

*DFT: The valuespecified for the "Number of jobs

to submit" parameter on the Create Location List
(CRTRSFLL) command for the location list being
referenced is used. If no location list is referenced, 1
Is assumed.

1-255: Specify the number of simultaneous jobs to
submitto process the list. You should not submit
more jobs than lines available for use by RSF.

Specify the job descriptions to use when submitting jobs to process
the request. The job descriptions determine the job queues to
which jobs are subrtied, and other job attributes.

You may specify up to 255 job descriptions. When multiple jobs
are submitted to process the request, the first job uses the first job
description, the second job uses the second job description, and so
on. If more jobs areubmitted than the number of job descriptions
specified, the job description list is used repeatedly until all jobs
have been submitted.

The possible single values are:

*DFT: The value specified for the "Job description”
parameter on the Create LocationtLis
(CRTRSFLL) command for the location list being
referenced is used. If no location list is referenced,
*USRPREF is assumed.

*USRPRF: The job description specified in the
user profile of the user executing this command is
used.

job-description: Enter the nae of an existing job
description



The possible library values are:

*LIBL: The job description is found using the
library list.

*CURLIB: The job description is found in the
current library.

library -name: Enter the name of the library
containing the job desption.

Related Commands:
The following commands are discussed elsewhere in this manual:

Create Location LiISfCRTRSFLL)

Retrieve Location List EntrfRTVRSFLLE)

Change Location List EntfCHGRSFLLE)

For more information about the following commands, grbthe
command and press F1 to view thelioke help text:

Change Location List (CHGRSFLL)

Location Lists

Location lists can be used in conjunction with the Schedule RSF Transmission (SCDRSFTNS)
command to schedule an automatic transmission to seearate locations.

You can also use location lists in your own CL programs. Once a list has been created, use the
Retrieve RSF Location List Ent(lRTVRSFLLE) command to teeve the next location to be
contacted from the list. Use tihange Location List EntffCHGRSFLLE) command to update

the status of an entry after contacting the rerfumation.

Multiple jobs can be retrieving entries off the same location list at the same time. Each entry in
the list will only be returned to one job at a time. You can use this feature to submit multiple
batch jobs to work through a single list.
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Creating Location Lists

The Create Location List (CRTRSFLL) command is used to create a working list of remote

server locations that you wish to contact. You can use the list created with this command to
retrieve objects from each location in the list, sen@aibjto each location in the list or perform

any combination of RSF functions for each location.

The prompted version of the CRTRSFLL command is shown below. Click on the image to see
parameter descriptions.

Create RSF Location List ( CRTRSFLL)

Type choices, press Enter.
Location list ~  ......... Name

Library ... ........ *CURLIB Name, *CURLIB
Member name .......... *FIRST Name, *FIRST
Replace or add records . . . . . *REPLACE *REPLACE, *ADD
Server IDs to include ... .. *ALL *NAME, *GENERIC*
Text comparison data:

Compare value  ........

Starting position ~ ...... 1 1- 50

Relational operator ~ ..... *EQ *EQ, *NE, *GT, *LT, *GE...
Maximum tries per server . . . .2 1-50
Number of jobs to submit . . . . 1 1- 255
Job descri  ption  ........ *USRPRF Name, *USRPRF

Library — ........... Name, *LIBL, *CURLIB

Bottom

F3=EXxit F4=Prompt F5=Refresh F12=Cancel F13=How to use this display

F24=More keys

The parameters for the CRTRSFLL are describéovbe

You can create complex location lists by executing this command repeatedly for the same
location list and specifying *ADD for "Replace or add records".

Location list
Enter the qualified name of the location list you are creating.

Location lists are sted as physical file members. This is a
required parameter.
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The possible values are:
location-list-name: Enter the name for the file to
contain the location list. If the file does not exist, it
will be created.

The possible library values are:

*CURLIB: The location list is created in the
current library

library -name: Enter the name of the library to
contain the location list.

Member
Enter the name of the member to contain the location list.
The possible values are:

*FIRST: The location list is stored in éfirst
member in the file.

member-name: Enter the name of the member to
contain the location list. If the member doesn't exist,
it will be added.
Replace or add records
Specify whether to add to or replace an existing location list.

The possible valuesear

*REPLACE: If a location list exists with the same
file, library and member name, it is replaced.

*ADD: Add to an existing location list.
Server IDs to include

Specify which entries from the server directory on your machine to
include in the list.

The pasible values are:



Text comparison data

*ALL: All entries from the server directory on your
machine are included in the list.

genericserver-id: Specify a specific server id to
include in the list, or key * anywhere in the name to
match any substring of O or more characteey K
anywhere in the name to match any single
character.

For example: Specify *B* to select all server ids
containing the letter B.

Specify data to compare to the server id text to selectively include
entries in the list.

Compare value
Specify a value to compare to.
The possible values are:

character-string: Specify any string from 0 to 50
characters in length.

Starting position
Specify the starting position for the comparison.
The possible library values are:
1-50: Specify a starting gsition from 1 to 50.
Relational operator
Specify a relational operator to use for the comparison.
The possible library values are:
*EQ: Server ids are included in the list if their text,
at the starting position specified, is equal to the
compare value gzified.
*NE: Server ids are included in the list if their text,

at the starting position specified, is not equal to the
compare value specified.



Maximum tries per server

*GT: Server ids are included in the list if their text,
at the starting position specified, is greater than to
the compare value specified.

*LT: Server ids are included in the list if their text,
at the starting position specified, is less than to the
compare value specified.

*GE: Server ids are included in the list if their text,
at the starting position specifigis greater than or
equal to the compare value specified.

*LE: Server ids are included in the list if their text,
at the starting position specified, is less than or
equal to the compare value specified.

*NG: Server ids are included in the list if th&axt,
at the starting position specified, is not greater than
the compare value specified.

*NL: Server ids are included in the list if their text,
at the starting position specified, is not less than the
compare value specified.

*CT: Server ids are includein the list if their text,
anywhere from the starting position specified to the
end of the text, contains the compare value
specified.

Specify the number of times you want to attempt to contact a given
location. Repeated attemptdll be made to contact each location
until the transmission to the location is successful, or the
transmission to the location has been attempted the number of
times specified in this parameter.

When you use the RTVRSFLLE command to retrieve entries from
a location list, entries that have not been contacted are returned
first, followed by entries where the previous contact ended in error.
The value you specify for this parameter determines the number of
times the RTVRSFLLE command will return a given send to

your program when the previous attempt to contact the server
ended in error. When all locations have been contacted
successfully or have been tried the number of times specified by



this parameter, the RTVRSFLLE command returns *NONE for
server id.

The possible values are:

2: A maximum of two attempts will be made to
contact each location.

1-50: Specify the maximum number of times to try
to contact each remote location.

Number of jobs to submit

Specify the default number of jobs to submit to protiess

location list. This value is used by the Schedule RSF Transmission
(SCDRSFTNS) command when scheduling transmissions using
this location list.

The possible values are:
1: One job is submitted to process the list.
1-255: Specify the number of simultaoes jobs to

submit to process the list. You should not submit
more jobs than lines available for use by RSF.

Job description

Specify the default job description to use when submitting jobs to
process the location list. This value is used by the Schedie RS
Transmission (SCDRSFTNS) command when scheduling
transmissions using this location list.

The possible single values are:
*USRPRF: The job description specified in the
user profile of the user executing the SCDRSFTNS
command is used.

The possible job degption values are:

job-description: Enter the name of an existing job
description.

The possible library values are:



*LIBL: The job description is found using the
library list.

*CURLIB: The job description is found in the
current library.

library -name: Enter the name of the library
containing the job description.

Related Commands:
The following commands are discussed elsewhere in this manual:

Schedule Transmissig®CDRSFNS)

Retrieve Location List EntrfRTVRSFLLE)

Change Location List EntffCHGRSFLLE)

For more information about the following commands, prompt the
command and press F1 to view theliore help text:

Change Location List (CHGRSFLL)

Display Location List (DSPRSFLL)

Retrieving Location List Entries

Use the Retrieve RSF Location List Entry (RRSFLLE) command within a CL program to
retrieve the next location to be contacted from an RSF location list.

The prompted version of the RTVRSFLLE command is shown below. Click on the image to see
parameter descriptions.

Retrieve Locati on List Entry (RTVRSFLLE)

Type choices, press Enter.

Location list ~  ......... Name

Library — ........... *LIBL Name, *LIBL, *CURLIB
Member name .......... *FIRST Name, *FIRST
Server ID to retrieve L *NEXT Name, *NEXT, *FIRST
CL var for Server ID (10) Character value

CL var for STATUS (10) Character value
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CL var for STEP (10) Character value

CL var for MAXTRY (30) Number
CL var for current try (30) Number
CL var for NBRJOB (30) Number
CL var for JOBD (10) Character value
CL var for JOBDLIB (10) Character value
Bottom
F3=EXxit F4=Prompt F5=Refresh F12=Cancel F13=How to use this display

F24=More keys

The parameters for the RTVRSFLLE command are described below in the same order that they
appear a the command prompt.

Location list

Enter the qualified name of the location list to reference. This is a
required parameter.

The possible values are:

location-list-name: Enter the name for the file
containing the location list.

The possible library valiseare:

*LIBL: The location list is found using the library
list.

*CURLIB: The location list is found in the current
library.

library -name: Enter the name of the library
containing the location list.

Member
Enter the name of the member containing the loodist.
The possible values are:

*FIRST: The location list is stored in the first
member in the file.
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Server id to retrieve

CL var for RTNSERVER

CL var for STATUS

member-name: Enter the name of the member
containing the location list.

Specify the server id for the entry to be retrieved.
The pasible values are:

*NEXT: The next server to be contacted is
retrieved. When you specify *NEXT for this
parameter, a single entry is returned. Entries that
have not yet been retrieved are returned first,
followed by entries with a status of *ERROR that
hawe not yet been retrieved the maximum number of
times specified on the Create RSF Location List
(CRTRSFLL) command.

If there are no more entries to retrieve, *NONE is
returned for the RTNSERVER parameter. When a
value other than *NONE is returned, the s$aftor

the entry is set to *INUSE and the number of tries
for the entry is incremented by 1.

*FIRST: The first entry in the list is retrieved.

server-id: Enter the server id for the entry to be
retrieved.

Enter the name of a CL varialilereceive the returned server id.
This is a required parameter.

The possible values are:
variable-name: Enter the name of a CL variable.

The variable should be declared as TYPE(*CHAR)
LEN(10).

Enter the name of a CL variable to recdive current status for the
entry being retrieved.

The possible values are:



CL var for STEP

CL var for MAXTRY

CL var for CURTRY

CL var for NBRJOB

variable-name: Enter the name of a CL variable.
The variable should be declared as TYPE(*CHAR)
LEN(20).

Enter the name of a CL variable to receive the currentdefared
step for the entry being retrieved.

The possible values are:
variable-name: Enter the name of a CL variable.

The variable should be declared as TYPE(*CHAR)
LEN(10).

Enter the name of a CL variable to receive the maximum number
of tries specified for the entry being retrieved.

The possible values are:
variable-name: Enter the name of a CL variable.

The variable should be declared as TYPE(*DEC)
LEN(3 0).

Enter the name of a CL variable to receive the current try aumb
for the entry being retrieved.

The possible values are:
variable-name: Enter the name of a CL variable.

The variable should be declared as TYPE(*DEC)
LEN(3 0).

Enter the name of a CL variable to receive the default number of
jobs to sbmit to process the location list.

The possible values are:



variable-name: Enter the name of a CL variable.
The variable should be declared as TYPE(*DEC)
LEN(3 0).

CL var for JOBD

Enter the name of a CL variable to receive the default job
description assaated with the location list.

The possible values are:
variable-name: Enter the name of a CL variable.
The variable should be declared as TYPE(*CHAR)
LEN(10).
CL var for JOBDLIB

Enter the name of a CL variable to receive the library for the
default job desription associated with the location list.

The possible values are:
variable-name: Enter the name of a CL variable.
The variable should be declared as TYPE(*CHAR)
LEN(10).
Related Commands:

The following commands are discussed elsewhere in this manual:

Schedule Transmissiq®CDRSFTNS)

Create Location LIStCRTRSFLL)

Change Location List EntffCHGRSFLLE)

For more information about the following commands, prompt the
command and press F1 to view thelioe help text:

Change Location List (CHGRSFLL)

DisplayLocation List (DSPRSFLL)

Changing Location List Entries
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Use the Change Location List Entry (CHGRSFLLE) command to change a location list entry.

The prompted version of the CHGRSFLLE command is shown below. Click on the image to see
parameter descriptions

Change RSF Location List Entry (CHGRSFLLE)

Type choices, press Enter.

Location list ~ ......... Name

Library — ....... e *LIBL Name, *LIBL, *CURLIB
Member name .......... *FIRST Name, *FIRST
ServerID ... ... Name
New status . .. ........ *SAME *SAME, *COMPLETE,
*ERROR...
Newstep............ *SAME Character value, *SAME

Bottom

F3=Exit FA4=Prompt F5=Refresh F12=Cancel F13=How to use this display

F24=More keys

The parameters for the CHGRSFLLE command are described below in the same order that they
appear on the command prompt.

Location list

Enter the qualified name of the location list to reference. This is a
required parameter.

The possible values are:

location-list-name: Enter the name of the file
containing the location list.

The possible library values are:

*LIBL: The location Ist is found using the library
list.

*CURLIB: The location list is found in the current
library.
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library -name: Enter the name of the library
containing the location list.

Member
Enter the name of the member containing the location list.
The possible valuesre:
*FIRST: The location list is stored in the first
member in the file.
member-name: Enter the name of the member
containing the location list.
Server ID
Specify the server id for the entry to be updated. This is a required
parameter.
The possible valueare:
server-id: Enter the server id for the location list
entry to be updated.
New status

Specify the new status setting for the location list entry.
The possible values are:
*SAME: The current value is not changed.
*COMPLETE: The entry is flagged as cothege.

*ERROR: Contact with the remote location ended
in error. If the maximum number of attempts to
contact this location (as specified on the Create
Location List command) has not been reached, this
entry can be retrieved from the location list again
with the Retrieve RSF Location List Entry
command.

*QUIT: Contact with the remote location ended in
error. No further attempt will be made to contact the
location.



*RESET: The status, step and access count for the
entry are reset to their initial values.

*INUSE: If the entry is not already in use, does not
have a status ofCOMPLETE, and has not yet
been contacted the maximum number of times, the
status is set to *INUSE. Otherwise, the operation
ends in error.
New step
Specify a new value for the us@efinedstep field. You can use
this field to keep track of individual steps within a complex
transmission.
The possible values are:
*SAME: The current value is not changed.
character-value: Specify a new step value.
Related Commands:

The following commands arestiussed elsewhere in this manual:

Schedule Transmissiq®CDRSFTNS)

Create Location LiSCRTRSFLL)

Retrieve Location List EntrfRTVRSFLLE)

For more information about the following commands, prompt the
command and press F1 to view thelioe help text:

Change Location List (CHGRSFLL)

Display Location List (DSPRSFLL)

Location List Example

Location lists can be used with the Schedule RSF Transmission (SCDRSFTNS) command, or
within your own CL programs. The following example illustrates how you might lessaton
list within your own CL programs.
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This example bypasses the SCDRSFTNS command and sends RSFTOOLS to all servers known
to the local machine whose names contain the letter B.

DCL VAR(&SERVER) TYPE(*CHAR) LEN(10)
DCL VAR(&STATUS) TYPE(*CHAR) LEN( 10)

/* Create the location list */
CRTRSFLL LIST(QTEMP/TEST) SERVER(*B*)

/* Send the library to each location */
LOOP: RTVRSFLLE LIST(QTEMP/TEST) SERVER(*NEXT)
RTNSERVER(&SERVER)

IF (&SERVER = *NONE') THEN(GOTO CMDLBL(ENDLOOP))

CHGVAR VR(&STATUS) VALUE(*COMPLETE')
SNDRSFPKG PKG(RSFTOOLS) SERVER(&SERVER)

/* Handle transmission error */

MONMSG MSGID(CPF0000 RPG0000 RSF0000) EXEC(DO)
CHGVAR VAR(&STATUS) VALUE(*ERROR)

ENDDO

/* Note status */
CHGRSFLLE LIST(QTEMP/TEST) SE RVER(&SERVER)
STATUS(&STATUS)
GOTO CMDLBL(LOOP)
ENDLOOP:

Explicitly Ending Switched Connections

The End RSF Switched Connection (ENDRSFCNN) command is used to explicitly hang up a
phone connection with a remote server. Remote Software Faciitynatically hangs up after
each transaction, unless HANGUP(*NO) was specified. Where HANGUP(*NO) was specified
for a previous request, the line will remain active until another request for the same server
specifies HANGUP(*YES), or the ENDRSFCNN commandsed to explicitly end the
connection.

The prompted version of the ENDRSFCNN command is shown below.
End Dialup Connection (ENDRSFCNN)

Type choices, press Enter.

ServerID........... Name, *ALL



Bottom
F3=EXxit F4=Prompt F5=Refresh F12=Cancel F13=How to use this display
F24=More keys

The parameters for the ENDRSFCNN command are described below.

Server id

The name ofhe server with whom you want to end the
connection. The name must correspond to an existing entry in the
server directory on your machine. S&g#ding Server Directory
Entriesfor more information about server directory entries. This is
a required parameter.

The possible values are:

*ALL: All inactive RSF requester phone lines are
disconnected. A line is considered to be inactive if
RSF's internal log shows no active corsations for
the line, or if the line is not currently in an active
state.:

name: The name of an entry in the server directory
on your machine.:

Remote Console Support: Forwarding Messages

The Start Message Queue Monitor (STRRSFMSGM) command is aseonitor remote
message queues from a central AS/400.

This function is often called Remote Console Support because it allows you to forward system
console messages from remote machines to a central machine.

Messages forwarded from remote machines aretdioleéo a message queue on the central
machine. Answering forwarded inquiry messages on the central machine causes the specified
reply to be sent automatically to the originating machine.

The prompted version of the STRRSFMSGM command is shown below.d@little image to
see parameter descriptions.
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Start Message Queue Monitor (STRRSFMSGM)

Type choices, press Enter.

Send or retrieve messages . *SND, *RTV
From message queue . ... ... Name

Library — ........... *LIBL Name, *CURLIB, *LIBL
To message queue . . ...... Name

Library — ........... *LIBL Name, *CURLIB, *LIBL
ServerID ... L. Name, *CURRENT
Message retrieval delay L 900 Seconds, *NOMAX
Disconnect delay . . ... ... 180 Seconds, *NOMAX
Severity code filter . . . . .. 0 0- 99
Omit message IDs . . . ... .. *NONE Name, *NONE

+ for more values

Header messages  ........ *YES *YES, *NO
Job description ~ ........ *USRPRF Name, *USRPRF, *NONE

Library — ........... Name, *LIBL, *CURLIB

Bottom

F3=Exit F4=Prompt F5=Refresh F12=Cancel F13=How to use this dis play

F24=More keys

The parameters for the STRRSFMSGM command are described below.

Send or Retrieve Messages
Specify whether to send messages from your machine to a central
AS/400, or whether to retrieve messages from a message queue on

a remote machm

To monitor messages on satellite machines from a central site,
there are two strategies you can employ:

1. Have each satellite machine send its messages to the
central machine. (Push)

2. Have the central machine periodically poll each
remote and retrieve ¢hmessages. (Pull)

Each method has its advantages and disadvantages. The Push
method makes the most efficient use of communication resources
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From Message Queue

To Message Queue

by only contacting the central machine when there are actually
messages to be sent. However, the Push methodhputsmote
machines in control. If an error occurs on a remote that prevents
messages from being sent, the central machine will never know it.

The Pull method puts the central machine in control, but wastes
communication resources as the central machirle pohotes that
infrequently have messages to send. The Pull method also uses
greater machine resources on the central AS/400 because one job
must be active in batch for each remote being polled.

The possible values are:

*SND: Send messages from your mahto
another machine.

*RTV: Retrieve messages from a remote machine.

Enter the qualified name of the message queue to be monitored. If
*SND is specified for "Send or Retrieve Messages", this message
gueue is on the local AS/400. Othesej this message queue is on
the remote machine.

The possible values are:

message queue namé&nter the name of the
message queue to be monitored.

The possible library values are:

*LIBL: Use the library list to locate the message
queue.

*CURLIB: Find the nessage queue in the job's
current library.

library name: Enter the name of the library
containing the message queue.

Enter the qualified name of the message queue to which messages
should be sent. If *SND is specified for "Send or Retrieve



Server id

Message Retrieval Delay

Messages", the message queue is on the remote AS/400.
Otherwise, the message queue is on the local machine.

The possible values are:

message queue namé&nter the name of the
message queue to receive the forwarded messages.

The possible library values are

*LIBL: Use the library list to locate the message
queue.

*CURLIB: Find the message queue in the job's
current library.

library name: Enter the name of the library
containing the message queue.

The name of a server directory entry to be refexdnthe entry
must exist in the server directory on your mach@@iek herefor a
complete description of this parameter.

Specify the number of sends to wait before looking for more
messages.

When *SND is specified for "Send or Retrieve Messages", this
parameter indicates the number of seconds to wait before
contacting the central machine again to check for replies to
outstanding inquiry messages.

When *RTV is specified for "Send or Retrieve Messages", this
parameter indicates the number of seconds to wait before
contacting the remote machine again to check for new messages.
The possible values are:

900: Check every 15 minutes.

secondsEnter the nmber of seconds to wait
before checking again.
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Disconnect Delay

Severity Code Filter

Omit Message IDs

Specify the number of seconds to wait for new messages before
ending the connection. For switched connections, this is the
number of seconds to wait for new messages before hanging up.

This timer is reset each time a new message to be transmitted is
found.

The possible values are:

180: Keep the connection active for 3 minutes after
transmitting a message to wait for new messages.

secondsEnter the number of seconds to wait for
new messages ek ending the connection.

Specify the lowest severity for messages to be transmitted.
Messages are transmitted if the message severity is greater than or
equal to the severity filter specified.

The possible values are:

0: All messagesre transmitted, regardless of the
message severity.

1-99: Enter a severity filter from 1 to 99.

Specify one or more message IDs to omit. Messages with omitted
message IDs are not transmitted. You can specify up to 50 values
for this paraneter. Specifications ending in zeros are treated as
generics. For example, OMIT(MCHO0000) would omit all messages
beginning with "MCH".
The possible single values are:

*NONE: No message IDs are omitted.
The other possible values are:

messagdD: Enter messge IDs to omit.



Header Messages

Job Description

Specify whether a header message should be sent with each
transmitted message. Header messages are sent to the target
message queue immediately preceding each transmitted messages.
The first level text for the header messagdicates the machine of
origin for the transmitted message. The second level text contains
information about the sender of the original message.

When header messages are sent, a trailing blank message is also
placed in the queue after the message heamgmitted.

The possible single values are:
*YES: Header messages are sent.

*NO: Header messages are not sent.

Specify the name of a job description to use to submit the monitor
job to batch.

The possible values are:

*USRPRF: The monitor pb is submitted to batch
using the job description from your user profile.

*NONE: The request is not submitted to batch. The
request is run immediately.

job-description: Enter the name of an existing job
description to use to submit the monitor job to
batd.

The possible library values are:

*LIBL: Use the library list to locate the job
description.

*CURLIB: Find the job description in the job's
current library.

library name: Enter the name of the library
containing the job description.



Related Commands:
Thefollowing commands are discussed elsewhere in this manual:

Send Message Using RE&ENDMSGRSF)

For more information about the following commands, prompt the
command and press F1 to viewetonline help text:

End Message Queue Monitor (ENDRSFMSGM)

Events

RSF Events can be used to coordinate dependent processes running on one or multiple machines,
allowing you to condition the execution of one function on the successful completidreof ot
functions.

Events are logged to a data base file. You can retrieve the status of an event by using the
Retrieve Event Attributes (RTVEVTRSF) command in a CL program. (See thieeonelp text
for more information.) You can schedule a function to eteeanen one or more events attain a
specific status by using th#ait For EventfWAITEVTRSF) command.

Logging Events
The Log Event (LOGEVTRSF) command is used to lag@defined event.

The prompted version of the LOGEVTRSF command is shown below. Click on the image to see
parameter descriptions.

Log Event (LOGEVTRSF)

Type choices, press Enter.

Eventgroup  .......... Name

EventIiID............ Name, *ALL

Status..... ... Name, *BLANK, *START...

ServerID .. ... L. Name, *CURRENT, *LOCAL

Logfile............ LOGEVTRSF Name, LOGEVTRSF
Library — ........... QGPL Name, QGPL

Log member........... *GROUP Name, *\GROUP, *FIRST
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Create file — ......... . *NO *YES, *NO

Member option  ......... *ADD *REPLACE, *AD D
Endlink ............ *YES *YES, *NO
Hang up after this transaction *YES *YES, *NO
Call - back phone number-. .. .. *NONE
Bottom
F3=EXxit F4=Prompt F5=Refresh F12=Cancel F13=How to use this display

F24=More keys

The parameters for the LOGEVTRSF are described below.
Event Group

Enter the name of the group containing the event. Event IDs are
unique within the groufor a given log file member.

This is a required parameter.

The possible values are:
name: Enter the group name.

Event ID

Enter the ID for the event being logged.

This is a required parameter.

The possible values are:
*ALL: All events for the specified gup will be set
to the specified status. When *ALL is specified for
this parameter, at least one event must already be
defined for the group.
eventID: Enter the ID of the event to be logged. If
the event is already defined for the specified group
in the secified log file member, the existing event
is changed. If the event is not yet defined, it is

added.

Status
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ServerID

Enter the status value for the event. This value can be retrieved
later using the Retrieve Event Attributes (RTVEVTRSF)
command. The status of amemt can also be used to trigger an
action with the Wait For Event (WAITEVTRSF) command.

This is a required parameter.
The possible values are:
*BLANK: The event status is set to all blanks.

*START: Set the event status to *START to
indicate that a proces$ms started.

*COMPLETE: Set the event status to
*COMPLETE to indicate that a process has
completed successfully.

*ERROR: Set the event status to *ERROR to
indicate that a process has ended abnormally.

character-value: Specify a usedefined status.

The name of a server directory entry to be referenced. The entry
must exist in the server directory on your machine./A&kng
Server Directory Entriefor more infomation.

The possible values are:

*CURRENT: Send the package to the server that is
currently associated with the job. For p#s®ugh
target jobs, *CURRENT refers to the source
machine. For an RSF ppocessing program
running on a server machine, *CURRENefers to

the requester machine. *CURRENT is only valid

for this parameter if the job executing the command
is an RSF target pasisrough job, an RSF pre
processing program executing on the server
machine, or a batch job submitted from one of the
above wo job types. Se8tarting Pas3 hroughfor
more information about RSF pagsough jobs. See
Preprocessing Progranier more information

about preprocessing programs.
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Log File

Log Member

*LOCAL: The request is directed to the local
machine without using communications.

Specifying *LOCAL differs from specifying

LOCAL (no preceding asterisk) in that LOCAL
refersa specific server ID while *LOCAL tells RSF
to bypass communications altogether and send the
request directly to the local machine.

LOCAL (without an asterisk) can also be used to
direct the request to the local machine but in this
case, APPC communicatis is used, though the
source and target machines are both the local
machine.

name: The name of an entry in the server directory
on your machine.

Enter the qualified name of the log file to use on the server
machine.

The possible values are:
LOGEV TRSF: The default log file name is used.
file-name: Enter the name of the log file to use.
The possible library values are:
QGPL: The default library is used.

library -name: Enter the name of the library on the
server machine containing the log file to lsed.

Enter the name of the member in the log file to use.
The possible values are:

*GROUP: A member with the same name as the
event group is used.



Create File

Member Option

End Link

*FIRST: The first member in the specified log file
is used.

member-name: Specify a member name tise.

Specify whether RSF should automatically create the log file and
member when necessary.

The possible values are:

*NO: The request ends in error if either the log file
or member does not exist.

*YES: If either the log file or member doestno
exist, they are created.

Specify whether the log file member should be cleared before
logging this event.

The possible values are:
*ADD: The log member is not cleared.

*REPLACE: The log member is cleared before
logging this event.

Specify whether the link to the remote machine should be ended
after this request. This parameter is ignored if *LOCAL is
specified for Server id.

The RSFLINK API is used to establish the connection to the

remote machine. Some overhead is involved in firaking the
connection and establishing the link. If you plan to direct multiple
requests to the same location, end the link with the last request. See
chapter 9, Calling Remote Pragnsfor more information about
RSFLINK.

The possible values are:

*YES: The link is ended after this request.
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*NO: The link remains active after this request.

Hang up after this transaction
Specify whether RSF should hang up the phone connection at the
completion of the transaction. This parameter is ignored for non

switched connection€lick herefor a complete description of this
parameter.

Call-back phone number
The phonenumber to pass to the server machine when requesting
that the server call your machine baCkick herefor a complete
description of this parameter.

Related Commands:

Thefollowing commands are discussed elsewhere in this manual:

Wait For EventfWAITEVTRSF)

For more information about the following commands, prompt the
command and pre$4l to view the odine help text:

Retrieve Event Attributes (RTVEVTRSF)

Conditioning Actions on Events

The Wait For Events (WAITEVTRSF) command can be used to perform some function when
one or more RSF events attain a particular status. Because RS$-aarebe logged to any
machine, from any other machine, this command provides a means of coordinating functions
across machines.

Events are logged to a data base file. You can retrieve the status of an event by using the
Retrieve Event Attributes (RTVEVTHS command in a CL program. (See thelioe help text
for more information.) You can log an event or change its status wittoth&vent
(LOGEVTRSF) command.

The prompted version of the WAITEVTRSF command is shown below. Click on the image to
see parameter descriptions.

Wait For Event (WAITEVTRSF)

Type choices, press Enter.
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Event group
Events to check:
EventID...........
Status . . ..........
*START...

+ for more values

Commandtorun.......

Name

ServerID ... ...
Logfile............
Library

Log member...........

Total wait time .. ..
Time between checks ..

Initialization value . . . . ..
Job description
Library
Endlink............
Hang up after this transaction
Call - back phone number

F3=Exit F4=Prompt
F24=More keys

Name, *ALL
*COMPLETE Name, *ANY, *BLANK,
Name, *CURRENT, *LOCAL
LOGEVTRSF Name, LOGEVTRSF
QGPL Name, QGPL
*GROUP Name, *GROUP, *FIRST
A *NOMAX Seconds, *NOMAX
. 30 Seconds, 2 -32767
*NONE Name, *BLANK, *START...
.. *USRPRF Name, *USRPRF, *NONE
Name, *LIBL, *CURLIB
*YES *YES, *NO
*YES *YES, *NO
. *NONE
Bottom
F5=Refresh F12=Cancel F13=How to use this display

The parameters for the WAITEVTRSF command are described below.

Event Group

Event to Check

Enter the name of the group containing the event. Event IDs are

unique within the group for a given log file member.
This isa required parameter.
The possible values are:

name: Enter the group name.

Specify the names and status for the events to be checked. Up to 50
events may be specified.
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This is a required parameter.
The possible event values are:

*ALL: All existing events in the group are checked.
When *ALL is specified for this parameter, an error
is returned if no events are defined for the group.:

eventID: Enter the ID of the event to be checked.:
The possible status values are:

*COMPLETE: The wait condion for this event is
satisfied when the event is logged with a status of
*COMPLETE.

*BLANK: The wait condition for this event is
satisfied when the event is logged with a status of
all blanks.

*START: The wait condition for this event is
satisfied wherthe event is logged with a status of
all *START.

*ERROR: The wait condition for this event is
satisfied when the event is logged with a status of
all *ERROR.

*ANY: The wait condition for this event is satisfied
when the event is logged with any status.

character-value: The wait condition for this event
is satisfied when the event is logged with the user
defined status specified.
Command to Run
Enter a valid CL command to run when all of the event conditions
have been satisfied. The command can be up to ditfi@cters
long.

This is a required parameter.

The possible event values are:



Server id

DLYJOB 1: Use this command string if you do not
want to perform any meaningful function after
waiting for the event conditions to be met. This
string will cause the job to deldgr one second.

command-string: Enter a valid CL command.

The name of a server directory entry to be referenced. The entry
must exist in the server directory on your machine./A&kng
Server Directory Entrie®or more information.

The possible values are:

*CURRENT: Send the package to the server that is
currently associated with the job. For p#s®ugh
target jobs, *CURRENT refers to the source
machine. Fora RSF preprocessing program
running on a server machine, *CURRENT refers to
the requester machine. *CURRENT is only valid

for this parameter if the job executing the command
is an RSF target pasisrough job, an RSF pre
processing program executing on Hegver

machine, or a batch job submitted from one of the
above two job types. S&iarting Pas3 hroughfor
more information about RSF patsough jobsSee
Preprocessing Progranier more information

about preprocessing programs.

*LOCAL: The request is directed to the local
machine without using communications.

Specifying *LOCAL differs fom specifying

LOCAL (no preceding asterisk) in that LOCAL
refers a specific server ID while *LOCAL tells RSF
to bypass communications altogether and send the
request directly to the local machine.

LOCAL (without an asterisk) can also be used to
direct therequest to the local machine but in this
case, APPC communications is used, though the
source and target machines are both the local
machine.
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Log File

Log Member

Total Wait Time

name: The name of an entry in the server directory
on your machine.

Enter the qualified name of the Iéifg to use on the server
machine.

The possible values are:
LOGEVTRSF: The default log file name is used.
file-name: Enter the name of the log file to use.
The possible library values are:
QGPL: The default library is used.

library -name: Enter the name dhe library on the
server machine containing the log file to be used.

Enter the name of the member in the log file to use.
The possible values are:

*GROUP: A member with the same name as the
event group is used.

*FIRST: The first member in thepecified log file
Is used.

member-name: Specify a member name to use.

Specify the maximum amount of time the job should wait for the
event conditions to be met.

The possible values are:

0: The job does not wait. An error is signaled if the
event conditions are not met immediately.



*NOMAX: There is no limit to the amount of time
that the job will wait for the event conditions to be
met.

2-32767:The maximum number of seconds the job
should wait for the event conditions to be met.

Seconds Betwen Checks
Specify the amount of time the job should delay between
successive checks to see if the event conditions are met. Shorter
delay times require the job to use more system resources but will
result in a quicker response to changes in event status.
The possible values are:

20: Wait 20 seconds between successive checks.

2-32767:The number of seconds to wait between
successive checks.

Initialization Value
Specify a status value to which all events being tested should be set
at the beginning of the ragst. If this command is submitted to
batch, the events are not reset until the batch job begins execution.
The possible event values are:

*NONE: The events are not reset.

*BLANK: The events are initially reset to a status
of all blanks.

*START: The eventsare initially reset to a status
*START.

*COMPLETE: The events are initially reset to a
status *COMPLETE.

*ERROR: The events are initially reset to a status
*ERROR.

character-value: The events are initially reset to
the userdefined status specified.



Job Description

Specify the name of a job description to use to submit the request
to batch.

The possible values are:

*USRPRF: The request is submitted to batch using
the job description from your user profile.

*NONE: The request is not submitted to batch. The
request is run immediately.

job-description: Enter the name of an existing job
description to use to submit the request to batch.

The possible library values are:

*LIBL: Use the library list to locate the job
description.

*CURLIB: Find the job descriptiom the job's
current library.

library name: Enter the name of the library
containing the job description.

End Link

Specify whether the link to the remote machine should be ended
after this request. This parameter is ignored if *LOCAL is
specified for Serveid.

The RSFLINK API is used to establish the connection to the
remote machine. Some overhead is involved in first making the
connection and establishing the link. If you plan to direct multiple
requests to the same location, end the link with the lgaest. See
chapter 9, Calling Remote Prografos more information about
RSFLINK.

The possible values are:
*YES: The link is ended after this request.

*NO: The link remains activefi@r this request.
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Hang up after this transaction

Specify whether RSF should hang up the phone connection at the
completion of the transaction. This parameter is ignored for non
switched connectiongllick herefor a complete description of this
parameter.

Call-back phone number
The phone number to pass to the server machine when requesting

that the server call your machine baCkick herefor a complete
description of this parameter.

Related Commands:
The following commands are discussed elsewhere in this manual:
Log Event(LOGEVTRSF)

For more information about the following commands, prompt the
command and press F1 to view thelioe help text:

Retrieve Event Attributes (RTVEVTRSF)

Conditions

RSF Conditions give you a powerful yet simple waygheck on the status of your
system.Among other things, you can use RSF conditions to:

T Check on the health and status of your High Availability environment.

1 Check on the status of a user application.

1 Check for error conditions, such as the creatioa pérticular job log or
the appearance of a particular message on a message queue.

T Monitor critical system run attributes, such as CPU or disk utilization.

When a condition you care about is detected, you can take some action such as sending an email
or text message to various recipients.

RSF defines several flexible conditions for you, making it easy to check the most common types
of things. However, you can easily extend the power and reach of this feature by defining your
own conditions.
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See source mdmersCHKCDN and CHKCDN2 in RSFTOOLS/QCLSRC for examples of how
to use conditions.

You can use the Set Condition Paramet8ESTCDNRSF) command with predefined conditions
to prompt for condition parameters.

See source memb@HKRSFCNN in RSFTOOLS/QCLSRC foan example of how to create
your own condition programsYou can use the Set User Condition Parame&f3 CDNUSR)
command in RSFTOOLS to prompt for parameters for-deéined conditions.

You can use the Display ConditioD$PCDNRSH command in RSFTOLS to test your
condition programsSee the command help text for more information.

Defining Conditions

To define a new condition, you createandition program

Optional: Update command Set User Conditon Parameters (SETCDNUSR) and command
processig program SETCDNUSR in RSFTOOLS to enable input parameter prompting for your

condition. Follow the pattern shown in the command and program source.

All condition programs must accept the following parameters:

Description % Definition
InputData  |Input CHAR(1024)
Result Output Char(1)
Output Data [Output CHAR(1024)
Message Output CHAR(1000)
Server ID Input CHAR(10)

The parameter descriptions are as follows:

Input Data. This is data passed to the condition program that can control awkis. The

exact structure and meaning of the input data is defined by each condition prégram.

example, a condition that checks for new messages might designate some portion of the input
data as the place to indicate which message queue to dhadRSF predefined conditions, the
input data formats are described in the online help text for the Check Condition (CHKCDNRSF)
command.You can prompt for condition specific input data using the Set Condition Parameters
(SETCDNRSF) command.

Result. The esult returned after testing the conditidhvalue of '1' indicates that the condition
is true. Any other value indicates that the condition is false.



Output Data. This is additional data that can be returned from the condition program.

exact strature and meaning of the output data is defined by each condition progoam.

example, a condition that checks for new messages might designate some portion of the output
data to indicate the number of messages that were fdtordRSF predefined condions,

the output data formats are described in the online help text for the Check Condition
(CHKCDNRSF) command.

Message.This is an optional message that can be returned from the condition progmam.
message could be used to describe the condiauss For RSF predefined conditions, the
messages returned are described in the online help text for the Check Condition (CHKCDNRSF)
command.

Server ID. This indicates the machine on which the condition is being chegkedlue of
*LOCAL indicates tlat the condition is checked on the local machiAry other value indicates
that the condition is checked on the machine indicated by the RSF servEnd@ondition
program will be invoked on the proper machine by R¥Fis field is passed to the cathdn
program for information only.

Predefined Conditions

The following conditions are predefindany RSF. For a description of the the input and output
data formats, see the online help text for the Check Condition (CHKCDNRSF) comiirand.

prompt for ondition specific input data, use the Set Condition Parameters (SETCDNRSF)

command.

*HSTLOG. The history log is checked. The Input Data is used to define what to looKrioe.
is returned if one or more messages in the log meet the criteria specified.

*JOB. Determine if a specific or generic job is active, on the job queue or on the output
gueue.Determine if a specific or generic user name is signed on.

*JRNATT. Attributes for a journal are checked. True is returned if one or more thresholds you
specfy are exceeded.

*MSG. A message queue is checkeélthe Input Data is used to define what to look férue is
returned if one or more messages have arrived on the specified queue in the given time interval.

*SPLF. Spooled files are checked@he InputData is used to define what to look fdrrue is
returned if one or more spooled files meet the criteria specified.

*SYNCJRN. High Availability synchronization journal lag for a library is check&dhe Input
Data is used to specify the library to cherid the acceptable thresholBrue is returned if the
replication task is further behind than the threshold specified.



*SYNCJIRNI. High Availability synchronization journal lag for an IFS directory is
checked.The Input Data is used to specify the dioegtto check and the acceptable
threshold. True is returned if the replication task is further behind than the threshold specified.

*SYNCSTS. High Availability synchronization status is checkeélhe Input Data is used to
specify acceptable thresholdsu€ is returned if any replication jobs are currently in error or are
behind schedule.

*SYSSTS. System status is checkedlhe Input Data is used to specify acceptable
thresholds.True is returned if either CPU or disk utilization exceeds the threspedtified.

Checking Conditions
The Check Condition (CHKCDNRSF) command is used to check a condition.

See source memb&HKCDN in RSFTOOLS/QCLSRC for an example of how to use this
command.

You can use the Set Condition Paramet8ESTCDNRSF command wittpredefined conditions
to prompt for condition input parameters.

See source memb&HKRSFCNN in RSFTOOLS/QCLSRC for an example of how to create
your own condition programsYou can use the Set User Condition Parame&f3 CDNUSR)
command in RSFTOOLS ta@ampt for parameters for usdefined conditions.

You can use command Display Conditi@SPCDNRSH in RSFTOOLS to test predefined and
userdefined condition programsSee the command help text for more information.

The prompted version of the CHKCDNR&&mmand is shown below. Click on the image to see
parameter descriptions.

Check Condition (CHKCDNRSF)

Type choices, press Enter.

Condition program . ...... Name, *HSTLOG, *MSG, *SPLF...
Library — ........... *LIBL Name, *LIBL, *CURLIB

Inputdata.......... . *NONE

CL var for Result D Character value

CL var for output data (1024) Character value

CL var for return msg (1000) Character value

ServerID  ........... *LOCAL Name, *LOCAL

Data area with in put data C. Name

Library — ........... *LIBL Name, *LIBL, *CURLIB
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Bottom
F3=EXxit F4=Prompt F5=Refresh F12=Cancel F13=How to use this display
F24=More keys

The parameters for the CHKCDNRSF command arerdes] below.
Condition Program

Enter the qualified name of the program for the condition to be
checked.

The possible single values are:
*HSTLOG: The history log is checked.
*JRNATT: Journal attributes are checked.
*MSG: A message queue is checked.
*SPLF: Spooled files are checked.

*SYNCJRN: Library synchronization journal lag is
checked.

*SYNCJIRNI: IFS synchronization journal lag is
checked.

*SYNCSTS: High Availability synchronization
status is checked.

*SYSSTS: System status is checked.
The possible pragm values are:

program-name: Enter the name of an existing
userdefined condition program.

The possible library values are:
*LIBL: The program is found using the library list.

*CURLIB: The program is found in the job's
current library.



Input Data

Result

Output Data

Return Message

Server ID

library -name: Enterthe name of the library that
contains the condition program.

Specify up to 1024 bytes of input data to pass to the condition
program. The format of the input data is defined by each condition
program. The value of the input data can affect tecondition
program works.

The possible values are:
*DTAARA : The input data is read from a data area.
When this value is specified, the Data Area With
Input Data (DTAARA) parameter must also be
specified.

byte-string: Enter up to 1024 bytes of inpuate.

Specify the name of a CL variable to receive the condition result.
The variable must be TYPE(*CHAR) LEN(1).

A value of '1'is returned if the condition is true. Any other value
indicates that the condition is false.

Specify the nme of a CL variable to receive the output data. The
variable must be TYPE(*CHAR) LEN(1024).

The format of the output data is defined by each condition
program.

Specify the name of a CL variable to receive the return message.
The variable mst be TYPE(*CHAR) LEN(1000).

The content of the return message is defined by each condition
program.

Indicate the machine on which to check the condition.



The possible values are:

*LOCAL: The condition is checked on the
machine on which thisommand is run.

server-ID: Enter the RSF server ID of the machine
on which to check the condition. The server ID
must already be defined and the RSF server
function must be active on the target machine.
Data Area With Input Data
Enter the qualified namef the data area that contains the input
data to pass to the condition program. The data area must be at
least 1024 bytes long.

This parameter is ignored unless *DTAARA is specified for the
Input Data (INDTA) parameter.

The possible data area values are:

name: Enter the name of an existing data area.
The possible library values are:

*LIBL: The data area is found using the library list.

*CURLIB: The data area is found in the job's
current library.

library -name: Enter the name of the library that
containghe data area.

Related Commands:

For more information about the following commands, prompt the
command and press F1 to view theliore help text:

Set Condition Parameters (SETCDNRSF)
Set User Condition Parameters (SETCDNUSR)

Display Condition (DSPCDNRSF)



Repeating Jobs

The system job scheduler is handy for scheduling jobs once a day or once a week, but what if
you need to run a job every hour or every 15 minufBis€ Submit Repeating Job

(SBMRJOBRSF) command offers an elegant solutioke the IBM Sibmit Job (SBMJOB)
command, SBMRJOBRSF lets you specify a command to run, a job description, and so

forth. But you can also specify a repeat interval (in hours, minutes or seconds), a window within
which the job can run, or a window within which the jobwd notrun. After each run, the job

is placed back on the job queue where it efficiently waits until it's time to run again.

The prompted version of the SBMRJOBRSF command is shown below. Click on the image to
see parameter descriptions.

Submit Repeating Job (SBMRJOBRSF)

Type choices, press Enter.

Command............
Jobname.......... *CMD Name, *CMD
Job description. . . . ... *USRPRF Name, *USRPRF
Library ........... Name, *LIBL, *CURLIB
Repeat every:
Interval . ......... 0 Number
Units ...........% MINUTES *HOURS, *MINUTES, *SECONDS
Restrict to window:
Start........... *NONE Time, *NONE
End............ . Time
Begin running. .. ... .. *NOW *WINDOW, *NOW
Job queue. ......... *JOBD Name, *JOBD
Library ........... Name, *LIBL, *CURLIB
Message queue. . . .. .. *SYSOPR Name, *NONE, *USRPRF, *SYSOPR
Library ........... Name, *LIBL, *CURLIB
Output queue ... ..... *CURRENT Name, *CURRENT, *USRPRF, *JOBD
Library ........... Name, *LIBL, *CURLIB
User............*CURRENT Name, *CURRENT, *JOBD
Initial library list . . . ... *CURRENT *CURRENT, *JOBD, *SYSVAL...

The parameters for the SBMRJOBRSF command are described below.
Command

Enter a valid CL command. You can us&to prompt for
command parameters.
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The possible values are:

command-string: Enter a command string of up to
2000 characters.

Job Name
Specify the name for the batch job.
The possible values are:
*CMD: The name of the command specified for the
CMD parameter isised as the job name. If the
CALL command was specified, then the name of
the program to be called is used as the job name.
name: Enter the name to use for the batch job.
Job Description
Specify a job description to use.
The possible single values are:
*USRPRF: The job description from the user
profile of the user running this command is used.
name: Enter the name to use for the batch job.

The possible job description values are:

name: Enter the name of an existing job
description.

The possible library vaks are:

*LIBL: The library list is used to find the job
description.

*CURLIB: The job description in the current
library is used.

name: Enter the name of the library containing the
job description.

Repeat Every



Restrict to Window

Specify whether to repeat the job at reguiéervals.
When a norzero repeat interval is specified, the job will repeat at
regular intervals until it is ended. No CPU cycles are used while
waiting for the next interval.
The possible interval values are:

0: The job is run once and not repeated.

number: Enter a number for the repeat interval.

The possible units values are:

*MINUTES: The repeat interval is specified in
minutes.

*HOURS: The repeat interval is specified in hours.

*SECONDS: The repeat interval is specified in
seconds.

Use this parameter to limit when the job can run.

If you specify start and end times such that start <= end, the job
can start any time between the start and end times each day. If you
specify values such that start > end, the job can start any time
except between the end and start times specified.

The value specified for the REPEAT parameter determines how
frequently the job runs within the specified window.

To run a job once a day at a specific time, specify a start and end
time for the window and value of (24 *HOURS) for the REPEAT
parameter. (Any value for REPEAT that is longer than the window
will have the same

effect.)

The possible single values are:

*NONE: The job can start at any time without
restrictions.

The possible start values are:



Begin Running

Job Queue

time: Enter the window start time in HHMMSS
format.

The possible end values are:

time: Enter the window end time in HHMMSS
format.

Indicate when the job should begin running.

The possible values are:
*NOW: The job is submitted to run immediatl
*WINDOW: The Restrict to Window (WINDOW)
parameter is checkedf WINDOW(*NONE) was
specified, or if the current time is within the
indicated window, the job is submitted to run

immediately. Otherwise, the job is scheduled to run
at the beginning ohie next window.

Specify the job queue to which the repeating job should be
submitted.

The possible single values are:

*JOBD: The job queue in the job description
specified on the JOBD parameter is used.

The possible job queue values are:
name: Enter the name of an existing job queue.
The possible library values are:

*LIBL: The library list is used to find the job
queue.

*CURLIB: The job queue in the current library is
used.



Message Qeue

name: Enter the name of the library containing the
job queue.

Specify the message queue to which batch job completion
messages should be sent.

The possible

The possible

single values are:

*SYSOPR: Completion messages are sent to the
system operator's message queue.

*USRPRF: Completion messages are sent to the
message queud the user running this command.

*NONE: No completion messages are sent. You
can still use the history log to determine whether a
job ended normally.

message queue values are:

name: Enter the name of an existing message
queue.

The possibleibrary values are:

Output Queue

*LIBL: The library list is used to find the message
queue.

*CURLIB: The message queue in the current
library is used.

name: Enter the name of the library containing the
message queue.

Specify the default output queue for fbb.

The possible single values are:

*CURRENT: The current job default output queue
Is used.



The possible

The possible

User

*USRPRF: The output queue specified in the user
profile for which the job is submitted is used.

*JOBD: The output queue in the job description
specified on the@BD parameter is used.

output queue values are:
name: Enter the name of an existing output queue.
library values are:

*LIBL: The library list is used to find the output
queue.

*CURLIB: The output queue in the current library
Is used.

name: Enter the name of the library containing the
output queue.

Indicate the user profile under which the job should run.

The possible values are:

Initial Library List

*CURRENT: The profile of the user running this
command is used.

*JOBD: The user profile specifieid the job
description entered for the JOBD parameter is used.

Note: If *JOBD is specified for this parameter and
*RQD is specified for user profile in the job
description, the request ends in error.

name: Enter the name of an existing user profile.

Indicate the initial library list to use for the job.

The possible values are:

*CURRENT: The current library list is used.



*JOBD: The initial library list specified in the job
description entered for the JOBD parameter is used.

*SYSVAL: The initial library list specified in the
QUSRLIBL system value is used.

*NONE: The initial library list is empty.
Related Commands:

For more information about the following commands, prompt the
command and press F1 to view thelioe help text:

End Repgating Job (ENDRJOBRSF)



Chapli@®@rServer Operation

This chapter contains detailed descriptions of the commands and functions that pertain to RSF
servers. This chapter also discusses security and performance considerations fovd&®SF ser

What is an RSF Server?

An AS/400 that answers incoming calls, processing RSF requests from other machines, is an
RSF server. The machines making the requests are RSF clients or requesters. The requester is
always the initiator of the transaction.

Since a single machine may be receiving and processing requests from remote sites, while at the
same time sending its own requests to other sites, it follows that a given machine may be
simultaneously acting as a requester and a server.

Starting The Sewver Function

The Start RSF Server Function (STRRSFSRV) command is used to start the RSF server function
on your machine. When the server function is started, your machine is ready to answer incoming
calls and process RSF requests from remote iSeries ad@@®®achines.

At the time the server function is started, line, controller and device descriptions are created
according to the parameters specified for installation defaultsS&&eg Product Defaulfer
more information about changing these defaults.

The prompted version of the STRRSFSRV command is shown below. Click on the image to see
command parameter descriptions.
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dtart R3F SJerver Function (STREEIFIRV)

L dialup 32DLC support
. dialup PPP support .
£ R3F TCF

hroadc

P port to monitor . . . . . ) Hunher
t port to monitor . . . Hunher
L group addr
i face

The parameters for the STRRSFSRV commaediascribed below.
Start SDLC dial-up support

Specify whether to start SDLC diap support to enable remote AS/400s to
contact your machine over switched telephone connections.

When SDLC dialup support is started, line, controller and device descripims
created according to the parameters specified for installation defaulSe&ieg
Product Default$or more information about setting the defaults.

The possil# values are:
*YES: SDLC dialup support is started.
*NO: SDLC dialup support is not started.
Start PPP dialup support

Specify whether to start PPP dialup support to enable remote machines to contact
your machine using TCP/IP over digh connections.

When PPP dialp support is started, line, controller and device descriptions are
created according to the parameters specified for installation defaulSeieg
Praduct Defaultdor more information about setting the defaults.

The possible values are:
*YES: PPP dialup support is started.

*NO: PPP dialup support is not started.
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Start TCP/IP support

Specify whether to start RSF's TCP/IP support to enable remot@@sSid
contact your machine over TCP/IP connections.

When TCP/IP support is started, a monitor job is submitted to job queue
QSYSNOMAX using job description RSFTCP. You can change this job
description to change some attributes of the monitor job.
The posdile values are:

*YES: RSF's TCP/IP support is started.

*NO: RSF's TCP/IP support is not started.

Start broadcast support

Specify whether to start broadcast support to allow your machine to receive RSF
broadcast transmissions from other machines.

RSF broadast transmissions use the multicast protocol. With this type of
transmission, a central machine can send data to many other machines
simultaneously. Thus, data can be sent to thousands of machines in the time it
takes to send to one. Broadcast transmissawa asynchronous, so the sender may
not immediately know whether a transmission has been received by all intended
recipients. The sender can optionally request that each recipient acknowledge
receipt by updating a location list on the sending machine.
When Broadcast support is started, a monitor job is submitted to job queue
QSYSNOMAX using job description RSFTCP. You can change this job
description to change some attributes of the monitor job.
The possible values are:

*YES: Broadcast support is started.

*NO: Broadcast support is not started.

Save as new defaults

Indicate whether to change the default values for this command based on
the values entered for other parameters.

The possible values are:

*NO: The default values are not changed.



Subsystem to start

*YES: The defait values are set to the values currently specified.

The qualified name of a subsystem that Remote Software Facility should start in
conjunction with starting the server function. A subsystem containing the proper
communications entrieend routing entries must be active in order for Remote
Software Facility to be able to service requests from other machines.

This parameter is ignored*NO is specified for "Start dialp SDLC support".

The possible values are:

The possible

TCP/IP Port to monitor

RSF: A subsystem named R$4-started. Subsystem RSF is

provided with Remote Software Facility. The subsystem is created
the first time you use the STRRSFSRV command and specify RSF
for Subsystem to start. You can use the WRKSBSD command to
view or change the attributes for subsystRSF. As shipped,
subsystem description RSF contains the necessary communications
and routing entries to support the evoking of server jobs on your
machine by remote AS/400s sending RSF requestS&reity
Considerations For RSF Servéos more information about

security considerations for machines acting as RSF servers.

*NONE: No subsystem is started. Use this option if there is
already a subsystem active which isfogured to handle incoming
APPC evoke requests. As shipped from IBM, subsystem QCMN
has the proper communications entries and routing entries to
handle incoming RSF requests. If subsystem QCMN is active on
your system, you probably do not need to starsgstem RSF.

name: The name of a subsystem to start which is configured to
handle incoming APPC evoke requests for RSF.

library values are:

*LIBL: The job library list is used to locate the subsystem
description.

library name: The name of an &sting library which contains the
specified subsystem description.

Specify the number of the port to monitor for incoming RSF TCP/IP requests.
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This parameter is ignorediNO is specified for "Start TCP/IP Support".
The value speaid for this parameter must be matched by the value specified for
the PORT parameter on RSF server directory entries used by client machines to
contact this machine.
The possible values are:

602: A default port of 602 is used.

port-number: Specify a validgport number from 1 to 65534.

Broadcast port to monitor

Specify the number of the port to monitor for incoming RSF broadcast
transmissions.

This parameter is ignored if *NO is specified for "Start Broadcast Support"
(BROADCAST).

The value specified for thigarameter must be matched by the value specified for
the BPORT parameter on RSF server directory entries for remote machines
sending broadcasts to this machine.
The possible values are:

603: A default port of 603 is used.

port-number: Specify a valid porbumber from 1 to 65534.

Broadcast group address

Specify the broadcast group IP address to monitor. Only broadcasts sent to the
specified IP address on the specified port will be received.

This parameter is ignored if *NO is specified for "Start BroadSagiport"
(BROADCAST).

The value specified for this parameter must match the value specified for the
GRPADR parameter on RSF server directory entries for remote machines sending
broadcasts to this machine.

A valid multicast group address must be in the eanfg224.0.0.0 to
232.255.255.255. Addresses from 224.0.0.0 to 224.0.0.255 are intended for intra
network transmissions and therefore, transmissions to these addresses are



typically not forwarded by multicastapable routers. See RFC1700 for a list a list
of reserved multicast group addresses.

The possible values are:

group-address:Specify the group address to monitor in the form
nnn.nnn.nnn.nnn, where nnn is a number from O to 255.

Broadcast interface address
Specify the IP address of the interface as thachine that will be used to receive
broadcast transmissions. You can use option 1 on the NETSTAT display to list
the available interfaces.

This parameter is ignored if *NO is specified for "Start Broadcast Support”
(BROADCAST).

The possible values are:

interface-address:Specify the interface address in the form
nnn.nnn.nnn.nnn, where nnn is a number from 0 to 255.

Broadcast message wait

Specify the number of seconds to wait for the next broadcast message before
signaling an error.

Broadcast messagesynarrive out of order. RSF assembles the messages into the
proper order automatically. Between the beginning and end of a broadcast, this
parameter determines how long to wait for the next message in the sequence
before ending in error.
The possible valigeare:

300: The default wait time is five minutes.

seconds Enter the number of seconds to wait for the next message
within a broadcast.

Related Commands:

For more information about the following command, prompt the command and
pressF1 to view the oAine help text:

End Server Function (ENDRSFSRV)



Working With the RSF Log

The Work With RSF Log (WRKRSFLOG) command is used to display or print selected RSF log
entries. A log entry is generated each time a requester contacts your machine with RSF. Log
enties can also be generated each time your machine initiates a requé&stttBegeProduct
Defaultsfor information about changing the logging defaults.

The prompted &rsion of the WRKRSFLOG command is shown below. Click on the image to
see command parameter descriptions.

Work With RSF Log (WRKRSFLOG)

Starting date . . . . . . . . . - ‘ late, . *_UTEEEHT. =PEV
Ending datg

rting time
g time

Error me
Cutput
Detail

ot tom

The parameters for the WRKRSFLOG command are described below.
Starting date

Indicates which transaction dates to include in the entries that pltayed or
printed.

The possible values are:

*CURRENT: Transactions from the current date are included.
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*FIRST: All transactions from the earliest available date are
included.

date: Enter a date in the date format currently in effect for your
job. Transacbns started on or after the date specified are included.

Ending date

Indicates which transaction dates to include in the entries that are displayed or
printed.

The possible values are:

*CURRENT: All transactions started on or before the current date
are ircluded.

date: Enter a date in the date format currently in effect for your
job. Transactions started on or before the date specified are
included.

Starting time

Indicates which transaction times to include in the entries that are displayed or
printed.

Thepossible values are:

*FIRST: All transactions from the earliest available time are
included.

time: Enter a time in hours:minutes:seconds format. Transactions
started on or after the time specified are included.

Ending time

Indicates which transaction timesinclude in the entries that are displayed or
printed.

The possible values are:

*CURRENT: All transactions started on or before the current time
are included.

time: Enter a time in hours:minutes:seconds format. Transactions
started on or before the tirspecified are included.



Package

Indicates which RSF package names should be included in the entries that are
displayed or printed.

The possible values are:
*ALL: All packages are included.
genericname: Enter a generic package specification. An asterisk
(*) in the specification will match any string of zero or more
characters in the name. An underscore (_) in the specification will
match any single character in the name.

Machine serial number

Indicates which serial numbers should be included in the etitaeare displayed
or printed.

The possible values are:
*ALL: All serial numbers are included.
serial-number: Enter a generic serial number specification. Case
is significant. An asterisk (*) in the specification will match any
string of zero or more chacters in the name. An underscore () in
the specification will match any single character in the name.

System name

Indicates which system names should be included in the entries that are displayed
or printed.

The possible values are:
*ALL: All system nams are included.
genericname: Enter a generic system name specification. Case is
significant. An asterisk (*) in the specification will match any
string of zero or more characters in the name. An underscore (_) in
the specification will match any singleastacter in the name.

Model

Indicates which models should be included in the entries that are displayed or
printed.



The possible values are:
*ALL: All models are included.
modekname: Enter a generic model specification. Case is
significant. An asterisk (*in the specification will match any
string of zero or more characters in the name. An underscore () in
the specification will match any single character in the name.

User

Indicates which user IDs should be included in the entries that are displayed or
printed. Log entries are included if they were generated by the ID specified

The possible values are:
*ALL: All user IDs are included.
user-ID: Enter a generic user specification. Case is significant. An
asterisk (*) in the specification will match any styiof zero or
more characters in the name. An underscore (_) in the specification
will match any single character in the name.

Language code

Indicates which language codes should be included in the entries that are
displayed or printed.

The possible valuesre:
*ALL: All language codes are included.
languagecode: Enter a generic language code specification. Case
is significant. An asterisk (*) in the specification will match any
string of zero or more characters in the name. An underscore (_) in
the speciftation will match any single character in the name.

Request type

Indicates which request types should be included in the entries that are displayed
or printed.

The possible values are:

*ALL: All request types are included.



*MSG: Only requests where the regpter specified *MSG for
"Type of data" are included.

*CVRLTR: Only requests where the requester specified
*CVRLTR for "Type of data" are included.

*DATA: Only requests where the requester specified *DATA for
"Type of data" are included.

*RETRY: Only reties of previously interrupted requests are
included.

Command that generated request

Error message 1D

Output

Indicates that requests initiated by a particular command are displayed or printed.

The possible values are:

*ALL: Requests initiated by all RSF commands are included.

name Only requests generated by the command you specify are
included.

Indicates which error message IDs should be included in the entries that are
displayed or printed.

The possible values are:

*ALL: All error message IDs, including blankgancluded.
*BLANK: Only transactions that ended successfully are included.
*NONBLANK: Only transactions that ended in error are included.
messagdD: Enter a generic message ID specification. Case is
significant. An asterisk (*) in the specification willatch any

string of zero or more characters in the name. An underscore () in
the specification will match any single character in the name.

Indicates whether the list should be displayed or printed.

The possible values are:



*. Display the list.
*PRINT: Print the list.
Detall
Controls the amount of detail shown when printing the list.
The possible values are:

*BASIC: A subset of the total information is shown for each log
entry. Multiple log entries are printed per page.

*FULL: All information is shavn for each log entry. One log
entry is printed per page.

The display that is presented when you specify OUTPUT(*) on the WRKRSFLOG command is
shown below.

Vork With RSF Log BUGEUSTI [N

Serial #
1011134
1011134
10z
1011
1011134

=)

Bottom

The following function keys may be used with this display:
F3: Exit without updating.
F5: Refreshthe display.

F12: Cancel.



F21: Present a system command line window.

The fields on the Work with RSF Log display are explained below.

Opt

Package

Serial #

Start Date

Start Time

End Time

Enter an option number in the "Opt" column beside a list entry, and press Enter to
perform a function on the list egtrYou may enter options beside several list
entries before pressing Enter. The options for the list entries are processed in turn
when you press Enter. The following is a list of options and their functions.
4=Delete:A display is presented allowing yoo tonfirm your
choices for delete. When you press Enter a second time, the entries
are deleted.
5=Display: Detailed information about the entry is displayed.

8=Error message:Display the text for the error message
associated with the log entry.

12=Work with job: Work with the job that generated the log
entry.

The name of the RSF package that the log entry pertains to is shown.

The serial number of the requesting machine.

The date the transaction started.

The time theransaction started.

The time the transaction ended.

Error Message 1D



This column indicates whether the transaction ended in error. If this column is
blank, the transaction ended normally. Otherwise, the column contains the
message ID for the erranessage that caused the transaction to end in error. The
text for all RSF messages can be found in message file RSFMSG in library RSF.
To display a message description, Bdyeside the entry and preSster.

Related Commands:

For more information aboulh¢ following command, prompt the command and
pressF1to view the odine help text:

Purge RSF Log (PRGRSFLOG)

Working With Client Rights

The Work With RSF Requesters (WRKRSFRQS) command is used to work with a list of RSF
requesters, or to print a list RSF requesters.

The entries in the requester directory on your machine determine the rights and restrictions that
apply to client machines that contact your machine.

While working with requesters, you can easily add, remove, change, copy, and remagseere
directory entries. Se&dding Requester Directory Entrig@ more information.

The prompted version of the WRKRSFRQS command is shown below.
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Work With RSF Requesters (WREERSFRQS)

Cutput . . . . . . . .. *, *PRINT
Detail . . . . . . . . . . ... ASTC *#*BASTC, =FULL

Bot tom

The parameters fahe WRKRSFRQS command are described below in the order that they
appear on the command prompt.

Requester
Indicate which entries to include in the list.
The possible values are:
*ALL: No entries are excluded based on name.
genericname: Enter a generic naaor the entries to be included
in the list. Case is significant. An asterisk (*) in the generic
specification will match any string of zero or more characters in
the name. An underscore () in the generic specification will match
any single character the name.
Text Compare String
Enter characters to compare to entry text to determine which entries should be
included in the list. An entry is included in the list if the entry text contains the
string specified. Case is not significant.

The possible valigeare:

*ALL: No entries are excluded based on text.



string: Enter any text string of up to 50 characters.

Output
Indicates whether the list should be displayed or printed.
The possible values are:
*. Display the list.
*PRINT: Print the list.
Detall

Controk the amount of detail shown when printing the list.
The possible values are:

*BASIC: A subset of the total information is shown for each
directory entry. Multiple entries are printed per page.

*FULL: All information is shown for each directory entry. One
entry is printed per page.

The display that is presented when you specify OUTPUT(*) on the WRKRSFRQS command is
shown below.

Worlk With RESF REeguesters BUSBIST 3 l

Fozition to

Opt

1019152
Bottom

The following function keys may be used with this display:



F3: Exit without updating.

F5: Refresh the display.

F6: Add a new regester directory entry.

F12: Cancel.

F21: Present a system command line window.

The fields on the Work With RSF Requesters display are explained below.

Position to
Enter a value in the "Position to" field and press Enter to position the list to a
specific eatry. The cursor is positioned to the first entry in the list that is greater
than or equal to the "Position to" value you specify.

Opt

Enter an option number in the "Opt" column beside a list entry, and Epnéss

to perform a function on the list enttyou may enter options beside several list
entries before pressirignter. The options for the list entries are processed in turn
when you presknter. The following is a list of options and their functions.

2=Change:The CHGRSFRDE command prompt is disgldyvith
the current values for the entry filled in.

3=Copy: A display is presented with which you specify the new
names for entries to be copied.

4=Delete:A display is presented allowing you to confirm your
choices for delete. When you press Enter a setiore, the entries
are deleted.

5=Display: Detailed information about the entry is displayed.

7=Rename:A display is presented with which you specify new
names for the entries to be renamed.

user-defined-option: You may key a usedefined option. To
define new options, select opti@&from the Start PDM
(STRPDM) menu.

See the o#line help text for this display for more information
about usedefined options.



Requester

The unique requester ID is shown in this column.

Serial #

The serial number associatediwihe requester is shown in this column.

Text

Text describing the requester is shown. Type over the text and press Enter to
change the text.

Related Commands:

The following command is discussed elsewhere in this manual:

Add Requester Directory Ent(ADDRSFRDE)

For more information about the following commands, prompt the command and
pressF1to view the oAine help text:

Change Requester Directory Entry (CHGRSFRDE)
Remwe Requester Directory Entry (RMVRSFRDE)

Rename Requester Directory Entry (RNMRSFRDE)

Requester Directory Entries

The Add Requester Directory Entry (ADDRSFRDE) command is used to add entries to the
requester directory on your machine.

The entries in th requester directory determine the rights and restrictions that apply to client
machines that contact your machine.

The prompted version of the ADDRSFRDE command is shown below. Click on the image to see
command parameter descriptions.
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